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Sluzbeni glasnik BiH, broj 12/25

Na osnovu ¢lana IV. 4. a) Ustava Bosne i Hercegovine, Parlamentarna skupstina Bosne i Hercegovine, na 16. hitnoj sjednici
Predstavnickog doma, odrzanoj 23. januara 2025. godine, i na 8. hitnoj sjednici Doma naroda, odrzanoj 30. januara 2025. godine,
usvojila je

ZAKON
0 ZASTITI LIENIH PODATAKA

DIO PRVI - OPCE ODREDBE

Clan 1.
(Predmet)
(1) Ovim zakonom propisuju se:
a) pravila u vezi sa zastitom fizickih lica u vezi s obradom licnih podataka i pravila povezana sa slobodnim kretanjem
licnihpodataka;
b) nadleznosti Agencije za zastitu licnih podataka u Bosni i Hercegovini (u daljnjem tekstu: Agencija), organizacija i

upravljanje, kao i druga pitanja znacajna za njen rad i zakonito funkcioniranje;

o) zastita fizickih lica u vezi s obradom li¢nih podataka od nadleznih organa u svrhe sprecavanja, istrage i otkrivanja
krivicnihdjela ili gonjenja pocinilaca krivicnih djela, izvrsavanje krivi¢nih sankcija, ukljucujuci zastitu od prijetnji javnoj sigurnosti i
njihovo sprecavanje.

(2) Ovim zakonom vrsi se uskladivanje s odredbama Uredbe (EU) 2016/679 Evropskog parlamenta i Vijeca od 27. aprila
2016. ozastiti pojedinaca u vezi s obradom li¢nih podataka i o slobodnom kretanju takvih podataka, te o stavljanju van snage
Direktive 95/46/EZ (Opca uredba o zastiti podataka) i odredbama Direktive (EU) 2016/680 Evropskog parlamenta i Vijeca o
zastiti pojedinaca u vezi s obradom li¢nih podataka od nadleznih organa s ciljem sprecavanja, istrage i otkrivanja krivi¢nih djela
ili gonjenja pocinilaca krivicnih djela ili izvrSavanje krivi¢nih sankcija i o slobodnom kretanju takvih podataka, te o stavljanju van
snage Okvirne odluke Vije¢a 2008/977/PUP.

(3) Navodenje odredbi Uredbe i Direktive iz stava (2) ovog ¢lana obavlja se iskljucivo s ciljem pracenja i informiranja
opreuzimanju pravne tecevine Evropske unije u zakonodavstvu Bosne i Hercegovine.

Clan 2.
(Cilj zakona)

Ovim zakonom Stite se osnovna prava i slobode fizickih lica u Bosni i Hercegovini bez obzira na njihovo drzavljanstvo i
prebivaliste, a posebno njihovo pravo na zastitu licnih podataka.

€Clan 3.
(Upotreba muskog ili zenskog roda)
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Izrazi koji su radi preglednosti dati samo u jednom gramati¢ckom rodu u ovom zakonu bez diskriminacije se odnose i na muski i
Zenski rod.

Clan 4.
(Definicije)

Pojedini izrazi upotrijebljeni u ovom zakonu imaju sljedeéa znacenja:

a) "licni podatak" je svaki podatak koji se odnosi na fizicko lice ciji je identitet utvrden ili se moze utvrditi;

b) "nosilac podataka" je fizicko lice Ciji je identitet utvrden ili Ciji se identitet moze utvrditi, posredno ili neposredno,
posebnopomodu identifikatora kao $to su ime, identifikacioni broj, podaci o lokaciji, mrezni identifikator ili pomocu jednog ili
vise faktora svojstvenih za fizicki, fizioloski, genetski, mentalni, ekonomski, kulturni ili drustveni identitet tog lica;

c) "obrada" je svaki postupak ili skup postupaka koji se obavlja na licnim podacima ili na skupovima li¢nih
podataka,automatiziranim ili neautomatiziranim sredstvima, kao Sto su: prikupljanje, evidentiranje, organizacija, strukturiranje,
Cuvanje, prilagodavanje ili izmjena, pronalazenje, ostvarivanje uvida, upotreba, otkrivanje prijenosom, Sirenjem ili stavljanjem
na raspolaganje na drugi nacin, uskladivanje ili kombiniranje, ogranicenje, brisanje ili uniStavanje;

d

[y

"ogranicenje obrade" je obiljezavanje cuvanog licnog podatka s ciljem ogranicenja njegove obrade u budué¢nosti;

D
—

“izrada profila" je svaki oblik automatske obrade li¢cnog podatka koji se sastoji od koriStenja licnog podatka za
procjenuodredenih li¢nih aspekata u vezi s fizickim licem, posebno za analizu ili predvidanje aspekata u vezi s radnim
rezultatom, ekonomskim stanjem, zdravljem, li¢cnim sklonostima, interesima, pouzdanoscu, ponasanjem, lokacijom ili
kretanjem tog fizickog lica;

f) "pseudonimizacija” je obrada licnog podatka tako da se li¢ni podatak vise ne moze pripisati odredenom nosiocu podatakabez
koristenja dodatnih informacija, uz uslov da se takve dodatne informacije drze odvojeno te da podlijezu tehnickim i
organizacionim mjerama kako bi se osiguralo da se li¢ni podatak ne moze pripisati pojedincu Ciji je identitet utvrden ili se
moze utvrditi;

-

g) "zbirka li¢nih podataka" je svaki strukturirani skup licnih podataka koji su dostupni u skladu s posebnim kriterijima, bezobzira

na to da li su centralizirani, decentralizirani ili rasprostranjeni na funkcionalnoj ili geografskoj osnovi;

h

=

"kontrolor podataka" je fizicko ili pravno lice, javni organ ili nadlezni organ koji samostalno ili s drugim odreduje svrhe
isredstva obrade li¢nih podataka. Kada su svrhe i sredstva takve obrade utvrdeni zakonom, kontrolor podataka ili posebni
kriteriji za njegovo imenovanje propisuju se zakonom;

i) "javni organ" je svaki zakonodavni, izvréni i sudski organ na svim nivoima vlasti u Bosni i Hercegovini.

j) "nadlezni organ" je organ koji je nadlezan za sprecavanje, istragu i otkrivanje krivicnih djela, gonjenje ucinilaca krivicnih djelaili
izvrSenje krivicnih sankcija, ukljucujudi i zastitu i sprecavanje prijetnji javnoj sigurnosti, kao i pravna lica ako su zakonom
ovlastena za obavljanje tih poslova, kao posebna kategorija kontrolora podataka;

k) "obradivac" je fizicko ili pravno lice, javni organ koji obraduje licne podatke uime kontrolora podataka;

[) "primalac” je fizicko ili pravno lice, javni organ kome se otkrivaju li¢ni podaci, nezavisno od toga da li je u pitanju treéa
strana.Javni organi koji mogu primiti licne podatke u okviru odredene istrage u skladu sa zakonom ne smatraju se
primaocima, ali obrada tih podataka mora biti u skladu s vaze¢im pravilima o zastiti podataka prema svrhama obrade;

m)“treca strana" znaci fizicko ili pravno lice, javni organ, Agencija ili drugo tijelo koje nije nosilac podataka, kontrolorpodataka,
obradivac ni lica koja su ovlastena za obradu li¢cnih podataka pod neposrednom nadleznoscu kontrolora podataka ili
obradivaca;
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n) "saglasnost" nosioca podataka je svako dobrovoljno, posebno, informirano i nedvosmisleno izrazavanje volje
nosiocapodataka kada on izjavom ili jasnom potvrdnom radnjom daje pristanak za obradu licnih podataka koji se na njega
odnose;

0) "povreda licnog podatka" je krsenje sigurnosti koje dovodi do slucajnog ili nezakonitog unistenja, gubitka,
izmjene,neovlastenog otkrivanja ili pristupa li¢nim podacima koji su preneseni, ¢uvani ili na drugi nacin obradivani;

p) "genetski podatak"” je licni podatak koji se odnosi na naslijedena ili steCena genetska obiljezja fizickog lica koja
dajujedinstvene informacije o fiziologiji ili zdravlju tog fizickog lica i koji su dobiveni posebnom analizom bioloskog uzorka
tog fizickog lica;

r) "biometrijski podatak” je licni podatak dobiven posebnom tehni¢kom obradom u vezi s fizickim osobinama,
fizioloskimobiljezjima ili obiljezjima ponasanja fizi¢ckog lica koja omogucavaju ili potvrduju jedinstvenu identifikaciju tog

fizickog lica, kao Sto su fotografije lica ili daktiloskopski podaci;

s) "podatak koji se odnosi na zdravlje" je li¢ni podatak u vezi s fizickim ili mentalnim zdravljem fizickog lica, uklju¢ujuéipruzanje
zdravstvenih usluga, koji daje informacije o njegovom zdravstvenom stanju;

t) "predstavnik" je fizicko ili pravno lice s prebivalistem ili boravistem, odnosno sjedistem ili poslovnim nastanom u Bosni i
Hercegovini koje je kontrolor podataka ili obradivac pisanim putem imenovao u skladu s ¢lanom 29. ovog zakona;

u) "privredni subjekat" je fizicko ili pravno lice koje obavlja privrednu djelatnost, bez obzira na pravni oblik te djelatnosti;

v) "grupa privrednih subjekata” je privredni subjekat koji ostvaruje kontrolu i privredni subjekti koji su pod njegovomkontrolom;
2) "obavezujuce poslovno pravilo" su politike zastite licnih podataka kojih se kontrolor podataka i obradivac sa sjedistem
ili poslovnim nastanom u Bosni i Hercegovini pridrzava prilikom prijenosa ili skupova prijenosa li¢nih podataka kontroloru
podataka ili obradivacu u jednoj ili vise drugih drzava u okviru grupe privrednih subjekata ili grupe privrednih subjekata koji se

bave zajednickom privrednom djelatnoséu;

aa) "usluga informacionog drustva" jeste svaka usluga koja se obi¢no pruza uz naknadu, na daljinu, elektronskim sredstvima
tena li¢ni zahtjev primaoca usluga, gdje:

1) "na daljinu" znaci da se usluga pruza a da pri tome strane nisu istovremeno prisutne;

2) "elektronskim sredstvima" znadi da se usluga na pocetku Salje i prima na odrediStu pomocu elektronske opreme za
obradu(ukljucujuci digitalnu kompresiju) i pohranu podataka te u potpunosti Salje, prenosi i prima telegrafski, radiovezom,
optickim sredstvima ili ostalim elektromagnetnim sredstvima;

3) "na li¢ni zahtjev primaoca usluga" znaci da se usluga pruZa prijenosom podataka na li¢ni zahtjev";

bb) "medunarodna organizacija" je organizacija sa svojim organima uredena medunarodnim javnim pravom ili bilo koji drugi
organ koji su sporazumom ili na osnovu sporazuma osnovale dvije zemlje ili vise zemalja; cc) "poslovni nastan” je djelotvorno i

stvarno obavljanje djelatnosti putem stabilnih aranzmana;

dd) "videonadzor" je informaciono-komunikacioni sistem koji ima moguénost prikupljanja i daljnje obrade li¢cnih podataka, koji
obuhvata stvaranje snimka koji Cini ili je namijenjen da Cini dio sistema skladistenja.

€Clan 5.
(Glavna oblast primjene)
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(1) Ovaj zakon primjenjuje se na obradu licnog podatka koja se u potpunosti obavlja automatizirano te na
neautomatiziranuobradu li¢cnog podatka koji ¢ini dio zbirke li¢nih podataka ili je namijenjen da bude dio zbirke li¢nih podataka.

(2) Ovaj zakon ne primjenjuje se na obradu licnog podatka koju obavlja fizicko lice iskljucivo u svrhu li¢nih aktivnosti
iliaktivnosti domadinstva.

(3) Na obradu licnog podatka od nadleznog organa u svrhu zastite fizickih lica u vezi s obradom li¢nih podataka u
svrhusprecavanja, istrage i otkrivanja krivi¢nih djela ili gonjenja pocinilaca krivi¢nih djela, izvrSenja krivi¢nih sankcija, ukljucujuci i
zaStitu od prijetnji javnoj sigurnosti i njihovo sprecavanje, ne primjenjuje se DIO DRUGI ovog zakona.

Clan 6.
(Teritorijalno podrucje primjene)

(1) Ovaj zakon primjenjuje se na obradu licnog podatka koju obavlja kontrolor podataka ili obradivac koji ima sjediste ili
poslovni nastan, prebivaliSte ili boraviste u Bosni i Hercegovini, nezavisno od toga obavlja li se obrada u Bosni i Hercegovini ili
ne.

(2) Ovaj zakon primjenjuje se na obradu licnog podatka nosioca podataka u Bosni i Hercegovini koju obavlja
kontrolorpodataka ili obradivac koji nema sjediste ili poslovni nastan, prebivaliste ili boraviste u Bosni i Hercegovini, ako je
aktivnost obrade povezana s:

a) nudenjem roba ili usluga tim nosiocima podataka u Bosni i Hercegovini, nezavisno od toga treba li nosilac podataka
izvrsitiplacanje ili

b) pracenjem ponasanja nosilaca podataka, uz uslov da se njihovo ponasanje ocituje unutar Bosne i Hercegovine.

(3) Ovaj zakon primjenjuje se na obradu licnog podatka koju obavlja kontrolor podataka ili obradivac koji nema sjediste ili
poslovni nastan u Bosni i Hercegovini, ve¢ u mjestu gdje se pravo Bosne i Hercegovine primjenjuje na osnovu medunarodnog
prava.

4) Na obradu licnog podatka od nadleznog organa u svrhu zastite fizi¢ckog lica u vezi s obradom li¢cnog podatka u
svrhusprecavanja, istrage i otkrivanja krivi¢nih djela ili gonjenja ucinilaca krivicnih djela, izvrSenja krivi¢nih sankcija, ukljuéujudi i
zaStitu od prijetnji javnoj sigurnosti i njihovo sprecavanje, ne primjenjuje se ovaj clan.

DIO DRUGI - OBRADA LICNOG PODATKA OD STRANE FIZICKOG LICA, PRAVNOG LICA ILI JAVNOG ORGANA KAO

KONTROLORA PODATAKA
POGLAVLJE I. PRINCIPI OBRADE LICNOG PODATKA

€Clan 7.
(Principi obrade licnog podatka)

(1) Principi obrade licnog podatka su:

a) zakonitost, pravi¢nost i transparentnost u odnosu na nosioca podataka;

b) ogranicenje svrhe — podaci moraju biti prikupljeni u posebne, izricite i zakonite svrhe te se dalje ne smiju obradivati na
nacinkoji nije u skladu s tim svrhama. Daljnja obrada u svrhe arhiviranja u javhom interesu, u svrhe naucnog ili historijskog

istrazivanja ili u statisticke svrhe, u skladu s ¢lanom 56. stav (1) ovog zakona ne smatra se neuskladenom s prvobitnim
svrhama;
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€) smanjenje obima podataka — podaci moraju biti primjereni, relevantni i ograniceni na ono sto je neophodno u odnosu
nasvrhe za koje se obraduju;

d) tacnost — podaci moraju biti tacni i prema potrebi azurirani. Moraju se preduzeti sve razumne mjere kako bi se osiguralo
dali¢ni podaci, koji nisu tacni, imajuci u vidu svrhe u koje se obraduju, budu bez odgadanja izbrisani ili ispravljeni;

e) ogranicenje cuvanja — podaci moraju biti cuvani u formi koja omogucava identifikaciju nosioca podataka i to ne duze negosto
je potrebno u svrhe u koje se li¢ni podaci obraduju.

Li¢ni podaci mogu se ¢uvati na duzi period ako e se obradivati iskljuCivo u svrhe arhiviranja u javnom interesu, u svrhu nauénog
ili historijskog istrazivanja ili u statisticke svrhe, u skladu s ¢lanom 56. stav (1) ovog zakona, $to podlijeze provodenju primjerenih
tehnickih i organizacionih mjera propisanih ovim zakonom radi zastite prava i sloboda nosioca podataka;

f) cjelovitost i povjerljivost — podaci moraju biti obradivani tako da se osigurava odgovarajuéa sigurnost li¢nih
podataka,ukljucujudi i zastitu od neovlastene ili nezakonite obrade i od slucajnog gubitka, unistenja ili ostecenja primjenom
odgovarajudih tehnickih ili organizacionih mjera.

(2) Princip pouzdanosti — kontrolor podataka odgovoran je za uskladenost obrade licnog podatka sa stavom (1) ovog ¢lana i
mora biti u mogucnosti dokazati tu uskladenost.

Clan 8.
(Zakonitost obrade licnog podatka)

(1) Obrada licnog podatka je zakonita samo ako je ispunjen najmanje jedan od sljedecih uslova:
a) ako je nosilac podataka dao saglasnost za obradu svojih li¢nih podataka u jednu ili vise posebnih svrha;

b) ako je obrada neophodna radi izvrSenja ugovora u kojem je nosilac podataka ugovorna strana ili radi preduzimanja radnjina
zahtjev nosioca podataka prije zaklju¢enja ugovora;

c) ako je obrada neophodna radi poStovanja pravnih obaveza kontrolora podataka;
d) ako je obrada neophodna radi zastite klju¢nih interesa nosioca podataka ili drugog fizickog lica;

e) ako je obrada neophodna za izvrSenje zadatka koji se obavlja u javnom interesu ili u okviru izvrSavanja sluzbenih
ovlastenjakontrolora podataka;

f) ako je obrada neophodna zbog legitimnih interesa kontrolora podataka ili trece strane, osim kada nad tim interesimapretezu
interesi ili osnovna prava i slobode nosioca podataka, a koji zahtijevaju zastitu licnih podataka, posebno ako je nosilac
podataka dijete. Ova tacka se ne primjenjuje na obradu koju rade javni organi pri obavljanju svojih poslova.

(2) Pravni osnov za obradu licnog podatka iz stava (1) tac. c) i e) ovog ¢lana utvrduje se zakonima institucija BiH, entiteta
ikantona u skladu s nadleznostima, tako da se preciznije propisu posebni uslovi za obradu te druge mjere za osiguravanje
zakonite i pravi¢ne obrade, izmedu ostalog i za druge posebne obrade kako je to predvideno u Poglavlju V. ovog zakona.

(3) Posebnim zakonom, za obradu podatka iz stava (1) tac. c) i e) ovog ¢lana institucija BiH, entiteta i kantona u skladu
snadleznostima propisuje se svrha obrade, koja u vezi s obradom iz stava (1) tacke e) ovog ¢lana mora biti neophodna za
izvréenje zadatka koji se obavlja u javhom interesu ili u okviru izvrSavanja sluzbenih ovlastenja kontrolora podataka. Tim
zakonom propisuju se: opéi uslovi kojima se ureduje zakonitost obrade koju obavlja kontrolor podataka, vrste podataka koji se
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obraduju, kategorije nosilaca podataka, subjekti kojima se li¢ni podaci mogu otkriti i svrhe u koje se podaci mogu otkriti,
ogranicenje svrhe, rokovi Cuvanja te radnje obrade i postupci obrade, ukljucujuci i mjere za osiguranje zakonite i pravicne
obrade, kao i za druge posebne obrade kako je navedeno u Poglavlju V. ovog zakona. Tim zakonom mora se ostvariti cilj od
javnog interesa i obrada mora biti proporcionalna zakonitom cilju kojem se tezi.

4) Ako se obrada vrsi u svrhu koja je razlicita od svrhe u koju su li¢ni podaci prikupljeni i ne zasniva se na saglasnosti
nosilacapodataka ili posebnom zakonu koji predstavlja neophodnu i proporcionalnu mjeru u demokratskom drustvu za zastitu
ciljeva iz ¢lana 25. stav (1) ovog zakona, kontrolor podataka, s ciljem utvrdivanja da li je obrada u drugu svrhu u skladu sa
svrhom u koju su li¢ni podaci prvobitno prikupljeni, uzima u obzir, izmedu ostalog:

a) svaku vezu izmedu svrha u koje su li¢ni podaci prikupljeni i svrha namjeravane daljnje obrade;
b) kontekst u kojem su li¢ni podaci prikupljeni, posebno u vezi s odnosom izmedu nosioca podataka i kontrolora podataka;

c) prirodu li¢nih podataka, posebno cinjenicu da li se obraduju posebne kategorije li¢nih podataka u skladu s ¢lanom 11.
ovogzakona ili li¢ni podaci koji se odnose na krivi¢nu osudivanost i krivicna djela u skladu s ¢lanom 12. ovog zakona;

d) moguce posljedice namjeravane daljnje obrade za nosioce podataka;
e) postojanje odgovarajucih mjera zastite, koje mogu ukljucivati enkripciju ili pseudonimizaciju.

(5) Javni i nadlezni organi entiteta i Br¢ko Distrikta BiH duzni su, uz postivanje odredbi ovog zakona, ustupiti licne podatke iz
svojih evidencija ovlastenom kontroloru podataka, u svrhu prethodnog izjasnjavanja gradana koji imaju biracko pravo o
pitanjima za koje je posebnim propisima omoguceno to pravo.

Clan 9.
(Saglasnost)

(1) Kada je obrada zasnovana na saglasnosti, kontrolor podataka mora dokazati da je nosilac podataka dao saglasnost
zaobradu svojih licnih podataka.

(2) Ako nosilac podataka daje saglasnost u pisanoj izjavi koja se odnosi i na druga pitanja, zahtjev za saglasnost mora
bitipredstavljen tako da se jasno razlikuje od drugih pitanja, u razumljivom i lako dostupnom obliku, uz upotrebu jasnog i
jednostavnog jezika. Dio saglasnosti koji predstavlja krSenje ovog zakona se ne primjenjuje.

(3) Nosilac podataka ima pravo u bilo kojem trenutku povudéi svoju saglasnost. Povlacenje saglasnosti ne utice na
zakonitostobrade podataka na osnovu saglasnosti prije njenog povlacenja. Prije davanja saglasnosti nosilac podataka se o tome
obavjestava. Povlacenje saglasnosti mora biti jednako jednostavno kao i njeno davanje.

4) Kada se procjenjuje da li je saglasnost data dobrovoljno, u najvecoj mogucoj mjeri se uzima u obzir da li je, izmedu
ostalog,izvrsenje ugovora, ukljucujudi i pruzanje usluge, uslovljeno saglasnoséu za obradu li¢nih podataka koja nije neophodna
za izvrSenje tog ugovora.

Clan 10.
(Uslovi koji se primjenjuju na saglasnost djeteta u vezi sa uslugom informacionog drustva)

(1) Kada se primjenjuje ¢lan 8. stav (1) tacka a) ovog zakona u vezi s neposrednim nudenjem usluge informacionog
drustvadjetetu, obrada licnog podatka djeteta zakonita je ako dijete ima najmanje 16 godina. Ako je dijete mlade od 16 godina,
takva obrada je zakonita samo ako i u mjeri u kojoj je saglasnost dao ili odobrio roditelj, usvojilac, staratelj djeteta ili drugi
zastupnik djeteta.
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(2) Kontrolor podataka mora uloziti razumne napore prilikom provjere da li je saglasnost u tim slucajevima dao ili
odobrioroditelj, usvojilac, odnosno staratelj djeteta, uzimajuéi u obzir dostupnu tehnologiju.

(3) Stav (1) ovog clana ne uti¢e na opca pravila obligacionog prava koja se ti¢u vazenja, zakljucenja ili ucinka ugovora u vezi
sdjetetom.

Clan 11.
(Obrada posebnih kategorija licnih podataka)

(1) Obrada li¢nih podataka koji otkrivaju rasno ili etnicko porijeklo, politicka misljenja, vjerska ili filozofska uvjerenja
ilipripadnost sindikatu, kao i obrada genetskih podataka, biometrijskih podataka u svrhu jedinstvene identifikacije lica, podataka
o zdravlju ili podataka o spolnom zivotu ili seksualnoj orijentaciji lica je zabranjena.

(2) Izuzetno od odredbe stava (1) ovog ¢lana, obrada posebne kategorije licnih podataka dopustena je ako je ispunjen
jedanod sljededih uslova:

a) ako je nosilac podataka dao izricitu saglasnost za obradu tih li¢nih podataka za jednu ili vise konkretnih svrha, osim kada
jeposebnim zakonom propisano da se obrada tih podataka ne moze obavljati na osnovu saglasnosti;

b) ako je obrada neophodna radi izvrSavanja obaveza i ostvarivanja posebnih prava kontrolora podataka ili nosioca podataka
uoblasti radnog prava i prava socijalnog osiguranja i socijalne zastite, u mjeri u kojoj je to propisano zakonom ili kolektivnim
ugovorom u skladu s posebnim zakonom kojim se propisuju odgovarajué¢e mjere zastite osnovnih prava i interesa nosioca
podataka;

c) ako je obrada neophodna radi zastite kljucnih interesa nosioca podataka ili drugog fizickog lica ako nosilac podataka fizickiili
pravno ne moze dati saglasnost;

d) ako se obrada obavlja u okviru legitimnih aktivnosti, uz odgovarajuce zastitne mjere, fondacije, udruzenja ili bilo koje
drugeneprofitne organizacije s politickim, filozofskim, vjerskim ili sindikalnim ciljem i to uz uslov da se obrada odnosi
iskljuivo na ¢lanove ili bivie ¢lanove te organizacije ili na fizicka lica koja imaju redovan kontakt s njom, a u vezi s njenim
svrhama i da se licni podaci ne otkrivaju van te organizacije bez saglasnosti nosioca podataka;

e) ako se obrada odnosi na licne podatke za koje je ocito da ih je objavio nosilac podataka;

f) ako je obrada neophodna za uspostavljanje, ostvarivanje ili odbranu pravnih zahtjeva ili kad sudovi postupaju u
sudskomsvojstvu;

g) ako je obrada neophodna za potrebe znacajnog javnog interesa, na osnovu zakona koji je proporcionalan legitimnom cilju
ikojim se postuje sustina prava na zastitu licnih podataka i osiguravaju primjerene i posebne mjere za zastitu osnovnih prava i
interesa nosioca podataka;

h) ako je obrada neophodna za potrebe preventivhe medicine ili medicine rada zbog procjene radne sposobnosti
zaposlenih,medicinske dijagnoze, pruzanja zdravstvene ili socijalne zastite ili tretmana ili upravljanja sistemima i uslugama
zdravstvene ili socijalne zastite na osnovu posebnog zakona ili u skladu s ugovorom sa zdravstvenim radnikom i uz uslove i
mjere zastite iz stava (3) ovog Clana;

i) ako je obrada neophodna iz razloga javnog interesa u oblasti javnog zdravlja, kao $to je zastita od ozbiljnih
prekogranic¢nihprijetnji za zdravlje ili osiguranje visokih standarda kvaliteta i sigurnosti zdravstvene zastite i lijekova i
medicinskih sredstava, na osnovu posebnog zakona kojim se propisuju odgovarajuce i posebne mjere za zastitu prava i
sloboda nosioca podataka, a posebno ¢uvanje profesionalne tajne;

j) ako je obrada neophodna za potrebe arhiviranja u javnhom interesu, potrebe nau¢nog ili historijskog istrazivanja ili
statistickepotrebe u skladu s ¢lanom 56. stav (1) ovog zakona, a na osnovu posebnog zakona, koji je proporcionalan

www.sluzbenilist.ba/page/akt/aCRNhOohz4nh78h77P7BE= 7162



3/7/25, 9:16 AM Sluzbeni List- Pregled Dokumenta

legitimnom cilju i kojim se poStuje sustina prava na zastitu podataka i osiguravaju primjerene i posebne mjere za zastitu
osnovnih prava i interesa nosioca podataka.

3) Li¢ni podaci iz stava (1) ovog ¢lana mogu se obradivati u svrhe navedene u stavu (2) tacka h) ovog ¢lana kada te
podatkeobraduje struc¢no lice ili se podaci obraduju pod odgovornoséu stru¢nog lica na koje se primjenjuje obaveza ¢uvanja
profesionalne tajne u skladu s posebnim zakonom ili pravilima koja su utvrdili nadlezni javni organi ili druga lica na koje se
primjenjuje obaveza cuvanja tajne u skladu s posebnim zakonom ili pravilima koja su utvrdili nadlezni javni organi.

4) Posebnim zakonima mogu se zadrZzati ili uvesti dodatni uslovi, ukljucujudi i ogranicenja u odnosu na obradu
genetskihpodataka, biometrijskih podataka ili podataka o zdravlju.

Clan 12.
(Obrada li¢nih podataka koji se odnose na kriviénu osudivanost i krivicna djela)

Obrada li¢cnih podataka koji se odnose na krivi¢nu osudivanost i krivicna djela ili povezane mjere sigurnosti na osnovu ¢lana 8.
stav (1) ovog zakona moze se obavljati samo pod nadzorom javnog organa ili kada je obrada propisana posebnim zakonom
kojim se propisuju odgovarajuce zastitne mjere za prava i slobode nosioca podataka. Registar krivi¢nih presuda vodi se iskljucivo
pod nadzorom javnog organa.

Clan 13.
(Obrada za koju nije potrebna identifikacija)

(1) Ako kontrolor podataka obraduje licne podatke za Ciju svrhu obrade ne zahtijeva ili viSe ne zahtijeva identificiranje
nosiocapodataka, kontrolor podataka nije duzan Cuvati, pribavljati ili obradivati dodatne informacije radi identifikacije nosioca
podataka samo za potrebe postivanja ovog zakona.

) Ako u slucajevima iz stava (1) ovog ¢lana kontrolor podataka moze dokazati da ne moze identificirati nosioca
podataka,kontrolor podataka o tome, na odgovarajuci nacin, obavjestava nosioca podataka, ako je moguce. U tim slucajevima se
ne primjenjuju ¢l. 17. do 22. ovog zakona, osim u slucaju da nosilac podataka u svrhu ostvarivanja svojih prava iz tih ¢lanova
pruzi dodatne informacije koje omogucavaju njegovu identifikaciju.

POGLAVLJE Il. PRAVA NOSIOCA PODATAKA
Clan 14.
(Transparentna informacija, komunikacija i nacin ostvarivanja prava nosioca podataka)

(1) Kontrolor podataka preduzima odgovarajué¢e mjere kako bi se nosiocu podataka pruzile sve informacije iz ¢l. 15.i 16.
ovogzakona i svi vidovi komunikacije za ostvarivanje prava iz ¢l. 17. do 24. ovog zakona i ¢lana 36. ovog zakona u vezi s
obradom podataka, i to u sazetoj, transparentnoj, razumljivoj i lako dostupnoj formi, uz upotrebu jasnog i jednostavnog jezika,
S$to se posebno odnosi na sve informacije koje su izri¢ito namijenjene djetetu. Informacije se pruzaju u pisanoj formi ili na druge
nacine, ukljucujudi i elektronsku formu kada je primjereno. Ako nosilac podataka zahtijeva, informacije se mogu pruziti usmeno,
uz uslov da je identitet nosioca podataka utvrden drugim sredstvima.

(2) Kontrolor podataka olakSava ostvarivanje prava nosioca podataka iz ¢l. 17. do 24. ovog zakona. U slucajevima iz ¢lana
13. stav (1) ovog zakona kontrolor podataka ne smije odbiti da postupi po zahtjevu nosioca podataka za ostvarivanje njegovih
prava iz ¢l. 17. do 24. ovog zakona, osim ako kontrolor podataka dokaze da ne moze utvrditi identitet nosioca podataka.

(3) Kontrolor podataka nosiocu podataka na njegov zahtjev pruza informacije o preduzetim radnjama iz ¢l. 17. do 24.
ovogzakona bez nepotrebnog odgadanja i u svakom slucaju u roku od 30 dana od dana zaprimanja zahtjeva. Taj se rok moze,
prema potrebi, produziti za 60 dana, uzimajuci u obzir sloZzenost i broj zaprimljenih zahtjeva. Kontrolor podataka obavjestava
nosioca podataka o svakom takvom produzenju u roku od 30 dana od dana zaprimanja zahtjeva, pri ¢emu navodi razloge za
odgadanje. Ako nosilac podataka podnese zahtjev elektronskim putem, informacije se pruzaju elektronskim putem ako je to
moguce, osim u slucaju kada nosilac podataka zahtijeva drugacije.
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4) Ako kontrolor podataka ne postupi po zahtjevu nosioca podataka, duzan je bez odgadanja, a najkasnije 30 dana od
danazaprimanja zahtjeva, obavijestiti nosioca podataka o razlozima zbog kojih nije postupio po zahtjevu i o mogucnosti
podnosenja prigovora Agenciji ili tuzbe nadleznom sudu i drugim pravnim sredstvima.

(5) Informacije pruzene u skladu s €l. 15. i 16. ovog zakona i sva komunikacija i djelovanja iz ¢l. 17. do 24. ovog zakona i
¢lana36. ovog zakona pruzaju se bez naknade. Ako su zahtjevi nosioca podataka ocito neosnovani ili pretjerani, posebno zbog

uestalog ponavljanja, kontrolor podataka moze:

a) naplatiti naknadu stvarnih administrativnih troskova, kao Sto su troSkovi umnoZzavanja, skeniranja ili troskovi nosacapodataka,
kao i naknadu troskova dostave ili postupanja po zahtjevu, ili

b) odbiti postupiti po zahtjevu.

(6) Teret dokazivanja ocite neosnovanosti ili pretjeranosti zahtjeva je na kontroloru podataka.

(7) Ako kontrolor podataka ima opravdane sumnje u vezi s identitetom fizickog lica koje podnosi zahtjev iz ¢l. 17. do 23.
ovogzakona, on moze, ne dovodedi u pitanje ¢lan 13. ovog zakona, zatraziti dodatne informacije neophodne za potvrdivanje
identiteta nosioca podataka.

(8) Informacije koje moraju biti pruzene nosiocima podataka, u skladu s ¢&l. 15. i 16. ovog zakona, mogu se pruziti u kombinacijisa
standardiziranim simbolima, kako bi se na lako vidljiv, razumljiv i jasno ¢itljiv nacin pruzio logican pregled namjeravane

obrade. Ako su simboli prikazani elektronski, moraju biti masinski Citljivi.

(9) Agencija je ovlastena da donese propise u svrhu odredivanja informacija koje se prikazuju simbolima i postupke
zautvrdivanje standardiziranih simbola.

Clan 15.
(Informacije koje treba dostaviti ako se licni podatak prikuplja od nosioca podataka)

(1) Ako se li¢ni podatak prikuplja od nosioca podataka, kontrolor podataka u trenutku prikupljanja licnog podatka nosiocu
podataka pruza sljedeée informacije:

a) identitet i kontaktne podatke kontrolora podataka i kontaktne podatke predstavnika kontrolora podataka, ako jeprimjenjivo;

b) kontaktne podatke sluzbenika za zastitu podataka, ako je primjenjivo;

) pravni osnov za obradu, te svrhu obrade li¢cnog podatka;

d) legitimni interes kontrolora podataka ili treceg lica, ako je obrada zasnovana na ¢lanu 8. stav (1) tacka f) ovog zakona;e) o
primaocu ili kategoriji primaoca li¢nih podataka, ako ih ima;

f) ¢injenicu da kontrolor podataka namjerava prenijeti licne podatke u drugu drzavu ili medunarodnu organizaciju i postojanju ili

nepostojanju odluke Vijeca ministara Bosne i Hercegovine o adekvatnosti, odnosno u slucaju prijenosa iz ¢l. 48. ili 49. ovog

zakona ili ¢lana 51. stav (2) ovog zakona, upucivanje na primjerene ili odgovarajuce zastitne mjere i nacine dobivanja njihove

kopije ili mjesto na kojem su stavljene na raspolaganje, ako je primjenjivo.

(2) Osim informacija iz stava (1) ovog ¢lana, kontrolor podataka u trenutku prikupljanja licnog podatka pruza nosiocu podataka
sljedec¢e dodatne informacije, ako je to neophodno da bi se osigurala pravi¢na i transparentna obrada:

a) o roku u kojem ce se licni podatak Cuvati ili, ako to nije moguce, kriterije koji se koriste za odredivanje tog roka;
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b) o pravu da se od kontrolora podataka zatrazi pristup licnom podatku, ispravka ili brisanje licnog podatka ili
ogranicenjeobrade u vezi s nosiocem podataka ili prava na ulaganje prigovora na obradu takvog podatka te prava na
prenosivost podatka;
) o pravu da se saglasnost povuce u bilo kojem trenutku, bez uticaja na zakonitost obrade koja se zasnivala na saglasnostiprije
njenog povlacenja, ako je obrada zasnovana na ¢lanu 8. stav (1) tacka a) ovog zakona ili ¢lanu 11. stav (2) tacka a) ovog
zakona;

d) o pravu na podnosenje prigovora Agenciji ili tuzbe nadleznom suduy;

e) informacije o tome da li je davanje licnog podatka zakonska ili ugovorna obaveza ili neophodan uslov za zakljucenjeugovora,
kao i ima li nosilac podataka obavezu dati licni podatak i koje su moguce posljedice ako se takav podatak ne pruzi;

f) o postojanju automatiziranog donosenja odluka, ukljucujudi i izradu profila iz ¢lana 24. st. (1) i (4) ovog zakona, pri cemu
jeminimalno duzan dati informacije o nacinu rada, kao i znacaju i predvidenim posljedicama takve obrade za nosioca
podataka.

(3) Ako kontrolor podataka namjerava dodatno obradivati licne podatke u svrhu koja se razlikuje od svrhe za koju su

podaciprikupljeni, on prije te dodatne obrade nosiocu podataka pruza informacije o toj drugoj svrsi i sve dodatne relevantne

informacije iz stava (2) ovog ¢lana.

4) Kontrolor podataka nije duzan pruziti informacije nosiocu podataka iz st. (1), (2) i (3) ovog ¢lana u onoj mjeri u kojoj
nosilacpodataka vec raspolaze tim informacijama.

Clan 16.
(Informacije koje se pruzaju ako licni podatak nije dobiven od nosioca podataka)

(1) Ako li¢ni podatak nije dobiven od nosioca podataka, kontrolor podataka pruza nosiocu podataka sljedecée informacije:

a) o identitetu i kontaktnim podacima kontrolora podataka i predstavnika kontrolora podataka, ako je primjenjivo;

b) o kontaktnim podacima sluzbenika za zastitu podataka, ako je primjenjivo;

€) o pravhom osnovu za obradu i za svrhe obrade kojoj su namijenjeni li¢ni podaci;

d) o kategorijama li¢nih podataka koji se obraduju;

e) o primaocu ili kategorijama primalaca licnih podataka, prema potrebi;

f) o cinjenicama da kontrolor podataka namjerava licne podatke prenijeti primaocu u drugoj drzavi ili medunarodnojorganizaciji
i postojanju ili nepostojanju odluke Vijeca ministara Bosne i Hercegovine o adekvatnosti iz ¢lana 47. stav (3) ovog zakona ili u
slucaju prijenosa licnih podataka iz ¢l. 48. ili 49. ovog zakona ili ¢lana 51. stav (2) ovog zakona, upudivanje na primjerene ili
odgovarajuce zastitne mjere i nacine dobivanja njihove kopije ili mjesta na kojem su stavljene na raspolaganje, ako je

primjenjivo.

(2) Osim informacija iz stava (1) ovog ¢lana, kontrolor podataka pruza nosiocu podataka sljedeée informacije ako je to
neophodno da bi se osigurala pravi¢na i transparentna obrada u odnosu na nosioca podataka:

a) o roku u kojem ¢e se li¢ni podatak Cuvati ili, ako to nije mogudée, kriterije koji se koriste za odredivanje tog roka;

b) o legitimnim interesima kontrolora podataka ili treceg lica ako je obrada zasnovana na ¢lanu 8. stav (1) tacka f) ovogzakona;
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) o pravu da se od kontrolora podataka zatrazi pristup licnim podacima, ispravka ili brisanje licnih podataka ili
ogranicenjeobrade u vezi s nosiocem podataka i pravu na prigovor na obradu, kao i pravu na prenosivost podataka;

d) o pravu da se saglasnost povuce u bilo kojem trenutku, bez uticaja na zakonitost obrade zasnovane na saglasnosti
prijepovladenja, ako je obrada zasnovana na ¢lanu 8. stav (1) tacka a) ovog zakona ili ¢lanu 11. stav (2) tacka a) ovog zakona;

e) o pravu na podnosenje prigovora Agenciji ili tuzbe nadleznom sudu;

f) o izvoru licnih podataka i, prema potrebi, da li dolaze iz javno dostupnih izvora;

g)o postojanju automatiziranog donosenja odluka, ukljucujuci i izradu profila iz ¢lana 24. st. (1) i (4) ovog zakona te, najmanjeu
tim slucajevima, razumne informacije o kriteriju koji se koristi, kao i znacaju i predvidenim posljedicama takve obrade za
nosioca podataka.

(3) Kontrolor podataka pruza informacije iz st. (1) i (2) ovog ¢lana:

a) u razumnom roku nakon dobivanja li¢nih podataka, a najkasnije u roku od 30 dana i uzimajuci u obzir posebne
okolnostiobrade licnog podatka;

b) ako se li¢ni podatak koristi za komunikaciju s nosiocem podataka, najkasnije prilikom prve komunikacije ili

) ako je predvideno otkrivanje podataka drugom primaocu, najkasnije u trenutku kada je li¢ni podatak prvi put otkriven.

(4) Ako kontrolor podataka namjerava dodatno obradivati licni podatak u svrhu koja se razlikuje od svrhe za koju su
podaciprikupljeni, on prije te dodatne obrade pruza nosiocu podataka informacije o toj drugoj svrsi i sve dodatne relevantne
informacije iz stava (2) ovog ¢lana.

(5) St. (1) do (4) ovog ¢lana ne primjenjuju se ako i u mjeri u kojoj:

a) nosilac podataka ve¢ posjeduje informacije;

b) pruzanje takvih informacija je nemoguce ili bi zahtijevalo neproporcionalne napore, posebno za obrade u svrhe arhiviranja
ujavnom interesu, u svrhe nauc¢nog ili historijskog istrazivanja ili u statisticke svrhe, u skladu sa uslovima i mjerama zastite iz

¢lana 56. stav (1) ovog zakona ili u mjeri u kojoj je vjerovatno da se obavezom iz stava (1) ovog ¢lana moze onemogucditi ili
ozbiljno ugroziti ostvarivanje ciljeva te obrade. U takvim slucajevima, kontrolor podataka preduzima odgovarajuc¢e mjere za
zastitu prava i sloboda i legitimnih interesa nosioca podataka, izmedu ostalog i stavljanjem informacija na raspolaganje

javnosti;

) dobivanje ili otkrivanje podataka je izricito propisano posebnim zakonom koji se primjenjuje na nosioca podataka, a kojimse
predvidaju odgovarajuce mjere za zastitu legitimnih interesa nosioca podataka ili

d) li¢ni podatak mora ostati povjerljiv u skladu s obavezom cuvanja profesionalne tajne koja je propisana posebnim
zakonom,ukljucujudi i druge zakonske obaveze ¢uvanja tajne.

Clan 17.
(Pravo nosioca podataka na pristup licnom podatku)

(1) Nosilac podataka ima pravo da dobije potvrdu od kontrolora podataka o tome da li se obraduju njegovi li¢ni podaci i, ako

se obraduju, pristup licnim podacima i sljede¢im informacijama: a) svrsi obrade;

b) kategoriji licnog podatka koji se obraduje;
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) primaocu ili kategorijama primalaca kojima je li¢ni podatak otkriven ili ée im biti otkriven, a posebno primaocu u drugojdrzavi
ili medunarodnoj organizaciji;

d) predvidenom roku u kojem se licni podaci ¢uvaju, ili ako to nije moguce, kriterijima koristenim za odredivanje tog roka;

e) pravo da se od kontrolora podataka zatrazi ispravka ili brisanje licnog podatka ili ogranicavanje obrade licnog podatka kojise
odnosi na nosioca podataka ili pravo na prigovor na takvu obradu;

f) pravo na podnosenje prigovora Agenciji ili tuzbe nadleznom sudu;
g) ako se li¢ni podatak ne prikuplja od nosioca podataka, svakoj dostupnoj informaciji o njegovom izvory;

h) postojanju automatiziranog donosenja odluka, ukljucujudi i profiliranje iz ¢lana 24. st. (1) i (4) ovog zakona te, najmanje utim
slu¢ajevima, razumne informacije o kriteriju koji se koristi, kao i znacdaju i predvidenim posljedicama takve obrade za nosioca
podataka.

(2) Ako se li¢ni podatak prenosi u drugu drzavu ili medunarodnu organizaciju, nosilac podataka ima pravo da bude informirano
odgovarajué¢im mjerama zastite u skladu s ¢lanom 48. ovog zakona koje se odnose na prijenos podataka.

(3) Kontrolor podataka osigurava kopiju licnog podatka koji se obraduje. Za sve dodatne kopije koje zatrazi nosilac
podataka,kontrolor podataka moze naplatiti opravdanu naknadu na osnovu administrativnih troskova. Ako nosilac podataka
podnese zahtjev elektronskim putem, osim ako nosilac podataka ne zahtijeva drugadije, informacije se pruzaju u uobicajenoj
elektronskoj formi.

(4) Pravo na dobivanje kopije iz stava (3) ovog ¢lana ne smije negativno uticati na prava i slobode drugih.

Clan 18.
(Pravo na ispravku)
(1) Nosilac podataka ima pravo da mu kontrolor podataka omogudi ispravku netacnog licnog podatka, bez
nepotrebnogodgadanja.

(2) Uzimajudi u obzir svrhu obrade, nosilac podataka ima pravo dopuniti nepotpun li¢ni podatak, izmedu ostalog i
davanjemdodatne izjave.

Clan 19.
(Pravo na brisanje)

(1) Nosilac podataka ima pravo da mu kontrolor podataka omogudi brisanje licnog podatka koji se na njega odnosi, a kontrolor
podataka ima obavezu obrisati li¢ni podatak, bez nepotrebnog odgadanja, ako je ispunjen jedan od sljedecih uslova:

a) licni podatak vise nije neophodan za svrhe u koje je prikupljen ili na drugi nacin obraden;

b) nosilac podataka povukao je saglasnost na kojoj je obrada zasnovana u skladu s ¢lanom 8. stav (1) tacka a) ovog zakona
iliclanom 11. stav (2) tacka a) ovog zakona i ako ne postoji drugi pravni osnov za obraduy;

¢) nosilac podataka ulozio je prigovor na obradu u skladu s ¢lanom 23. stav (1) ovog zakona i ne postoje zakonski razlozi
zaobradu ili je nosilac podataka ulozio prigovor na obradu u skladu s ¢lanom 23. stav (2) ovog zakona; d) li¢ni podatak je

nezakonito obraden;
e) li¢ni podatak mora biti obrisan radi postupanja u skladu sa zakonskom obavezom kojoj podlijeze kontrolor podataka;

f) licni podatak je prikupljen u vezi s ponudom usluga informacionog drustva iz ¢lana 10. stav (1) ovog zakona.
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(2) Ako je kontrolor podataka javno objavio li¢ni podatak, a duzan je u skladu sa stavom (1) ovog ¢lana taj li¢ni podatak
brisati,uzimajuci u obzir dostupnu tehnologiju i troskove provodenja, kontrolor podataka preduzima razumne mjere,
ukljucujudi i tehni¢ke mjere, da bi obavijestio kontrolore podataka koji obraduju licni podatak da je nosilac podataka zatrazio
od tih kontrolora podataka da briSu sve poveznice do njega ili kopiju ili rekonstrukciju tog licnog podatka.

(3) St. (1) i (2) ovog ¢lana ne primjenjuju se u mjeri u kojoj je obrada neophodna:

a) radi ostvarivanja prava na slobodu izrazavanja i informiranja;

b) radi postivanja zakonske obaveze kojom se zahtijeva obrada propisana posebnim zakonom, a koja se primjenjuje
nakontrolora podataka ili radi izvrSenja zadatka koji se obavlja u javnom interesu ili u okviru izvrSavanja sluzbenih ovlastenja

dodijeljenih kontroloru podataka;

c) radi javnog interesa u oblasti javnog zdravlja u skladu s ¢lanom 11. stav (2) tac. h) i i) ovog ¢lana, kao i ¢lanom 11. stav (3)ovog
zakona;

d) u svrhe arhiviranja u javhom interesu, u svrhe naucnog ili historijskog istrazivanja ili u statisticke svrhe u skladu s ¢lanom
56.stav (1) ovog zakona u mijeri u kojoj je vjerovatno da se pravom iz stava (1) ovog ¢lana moze onemoguditi ili ozbiljno
ugroziti ostvarivanje ciljeva te obrade ili

e) radi postavljanja, ostvarivanja ili odbrane pravnih zahtjeva.
Clan 20.
(Pravo na ogranicenje obrade)

(1) Nosilac podataka ima pravo na ogranicenje obrade podataka ako je ispunjen jedan od sljededih uslova:

a) nosilac podataka osporava tacnost licnog podatka, u roku u kojem se kontroloru podataka omogucava da provjeri
tacnostlicnog podatka;

b) obrada je nezakonita, a nosilac podataka se protivi brisanju licnog podatka i umjesto toga trazi ogranicenje njegove obrade;

c) kontroloru podataka vise nije potreban licni podatak za potrebe obrade, ali ga nosilac podataka zahtijeva radi
postavljanja,ostvarivanja ili odbrane pravnih zahtjeva;

d) nosilac podataka uloZio je prigovor na obradu u skladu s ¢lanom 23. stav (1) ovog zakona i ocekuje potvrdu da li
njegovirazlozi prevladavaju nad legitimnim razlozima kontrolora podataka.

(2) Ako je obrada ogranicena u skladu sa stavom (1) ovog ¢lana, taj li¢ni podatak smije se obradivati samo uz
saglasnostnosioca podataka, izuzev Cuvanja, ili za postavljanje, ostvarivanje ili odbranu pravnih zahtjeva ili zastitu prava drugog

fizickog ili pravnog lica ili zbog vaznog javnog interesa.

(3) Nosioca podataka koji je ostvario pravo na ogranicenje obrade, u skladu sa stavom (1) ovog ¢lana, kontrolor
podatakaobavjestava prije ukidanja ogranicenja obrade.

Clan 21.
(Obaveza obavjestavanja o ispravrci ili brisanju licnog podatka ili ograni¢enju obrade)

(1) Kontrolor podataka obavjestava sve primaoce kojima su li¢ni podaci otkriveni o svakoj ispravci ili brisanju licnog podatka
iliogranicenju obrade izvrsenom u skladu s ¢lanom 18, ¢lanom 19. stav (1) i clanom 20. ovog zakona, osim u slucaju kada je to
nemoguce ili ako to zahtijeva neproporcionalan napor.

(2) Kontrolor podataka obavjestava nosioca podataka o tim primaocima ako nosilac podataka to zahtijeva.
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Clan 22.
(Pravo na prenosivost licnog podatka)

(1) Nosilac podataka ima pravo preuzeti li¢ni podatak, koji se odnosi na njega a koji je dao kontroloru podataka, u
strukturiranom, uobicajeno upotrebljavanom i masinski Citljivom formatu, te ima pravo prenositi taj podatak drugom kontroloru
podataka bez ometanja od kontrolora podataka kojem je licni podatak dat, ako se:

a) obrada obavlja u skladu s ¢lanom 8. stav (1) tacka a) ovog zakona ili ¢lanom 11. stav (2) tacka a) ovog zakona ili na
osnovuugovora u skladu s ¢lanom 8. stav (1) tacka b) ovog zakona;

b) obrada obavlja automatski.

(2) Pri ostvarivanju svog prava na prenosivost podatka, u skladu sa stavom (1) ovog ¢lana, nosilac podataka ima pravo
naneposredni prijenos od jednog kontrolora podataka drugom kontroloru podataka, ako je to tehnicki izvodljivo.

(3) Ostvarivanjem prava na prenosivost podataka iz stava (1) ovog ¢lana ne dovodi se u pitanje ¢lan 19. ovog zakona. To pravose
ne primjenjuje na obradu neophodnu za izvrSenje zadatka koji se obavlja u javhom interesu ili u okviru sluzbenih ovlastenja
dodijeljenih kontroloru podataka.

(4) Pravo na prenosivost podatka iz stava (1) ovog ¢lana ne smije negativno uticati na prava i slobode drugih.

Clan 23.
(Pravo na prigovor)

(1) Nosilac podataka ima pravo na osnovu svoje posebne situacije u svakom trenutku kontroloru podataka podnijeti prigovorna
obradu njegovog licnog podatka, u skladu s clanom 8. stav (1) tac. e) ili f) ovog zakona, ukljucujuéi profiliranje zasnovano na
tim odredbama. Kontrolor podataka ne smije dalje obradivati licni podatak, osim u slucaju da dokaze da postoje uvjerljivi
legitimni razlozi za obradu koji prevladavaju nad interesima, pravima i slobodama nosioca podataka ili radi postavljanja,
ostvarivanja ili odbrane pravnih zahtjeva.

(2) Ako se licni podatak obraduje za potrebe direktnog marketinga, nosilac podataka ima pravo u bilo kojem trenutku
ulozitiprigovor na obradu licnog podatka koji se odnosi na njega, za potrebe takvog marketinga, $to ukljucuje izradu profila u
mjeri u kojoj je povezano s takvim direktnim marketingom.

(3) Ako se nosilac podataka protivi obradi za potrebe direktnog marketinga, licni podatak vise se ne smije obradivati u tesvrhe.

(4) Najkasnije u trenutku prve komunikacije s nosiocem podataka, nosilac podataka se izri¢ito mora uputiti na prava iz st. (1) i
(2) ovog clana te se to mora uciniti na jasan nacin i odvojeno od bilo koje druge informacije.

(5) U kontekstu koriStenja usluga informacionog drustva i ne uzimajuci u obzir propise iz oblasti elektronskih
komunikacija,nosilac podataka moze ostvariti svoje pravo na prigovor automatiziranim putem pomocu tehnickih specifikacija.

(6) Ako se licni podatak obraduje u svrhe naucnog ili historijskog istrazivanja ili u statisticke svrhe na osnovu ¢lana 56. stav
(1) ovog zakona, nosilac podataka na osnovu svoje posebne situacije ima pravo uloziti prigovor na obradu licnog podatka koji se

na njega odnosi, osim ako je obrada neophodna za izvrsenje zadatka koji se obavlja u javnhom interesu.

Clan 24.
(Automatizirano pojedina¢no donosenje odluke, ukljucujuéi i profiliranje)

(1) Nosilac podataka ima pravo da se na njega ne primjenjuje odluka zasnovana isklju¢ivo na automatiziranoj obradi,ukljucujudi i
profiliranje, koja proizvodi pravni ucinak koji se na njega odnosi ili na sli¢an nacin znacajno na njega utice.
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(2) Stav (1) ovog ¢lana ne primjenjuje se ako je odluka:
a) potrebna za zakljucivanje ili izvrsenje ugovora izmedu nosioca podataka i kontrolora podataka;

b) dopustena zakonom koji se primjenjuje na kontrolora podataka i kojim se propisuju odgovarajuce zastitne mjere za prava
islobode te legitimne interese nosioca podataka ili

) zasnovana na izricitoj saglasnosti nosioca podataka.
(3) U slucajevima iz stava (2) tac. a) i c) ovog Clana, kontrolor podataka preduzima odgovarajué¢e mjere za zastitu prava
isloboda te legitimnih interesa nosioca podataka, najmanje prava na ucesce fizickog lica u donoSenju odluke, prava izrazavanja
vlastitog stava i prava na osporavanje odluke.
4) Odluka iz stava (2) ovog ¢lana ne smije biti zasnovana na posebnim kategorijama licnih podataka iz ¢lana 11. stav (1)
ovogzakona, osim ako se primjenjuje ¢lan 11. stav (2) tac. a) ili g) ovog zakona te ako su uspostavljene odgovarajuce mjere za
zastitu prava i sloboda i legitimnih interesa nosioca podataka.
Clan 25.

(Ogranicenja)
(1) Na osnovu posebnog zakona koji se primjenjuje na kontrolora podataka i obradivaca, moze se ograniciti obim prava i
obaveza iz ¢lana 7, ¢l. 14. do 24. ovog zakona i ¢lana 36. ovog zakona, ako odredbe tog zakona odgovaraju pravima i

obavezama propisanim u ¢l. 14. do 24. ovog zakona, ako se takvim ograni¢enjem postuje sustina osnovnih prava i sloboda i

ako ono predstavlja neophodnu i proporcionalnu mjeru u demokratskom drustvu za zastitu: a) drzavne sigurnosti;
b) odbrane;
) javne sigurnosti;

d) sprecavanja, istrage, otkrivanja ili gonjenja krivicnih djela ili izvrSenja krivi¢nih sankcija, ukljucujuci zastitu od prijetnji
javnojsigurnosti i njihovo sprecavanje;

e) drugih vaznih ciljeva od opcéeg javnog interesa u Bosni i Hercegovini, a posebno vaznog privrednog ili finansijskog
interesa,Sto ukljucuje monetarna, budzetska i poreska pitanja, javno zdravstvo i socijalnu zastitu;

f) nezavisnosti pravosuda i sudskih postupaka;
g) sprecavanja, istrage, otkrivanja i gonjenja povrede etike u zakonski reguliranim profesijama;

h) nadzorne, inspekcijske ili regulatorne funkcije koja je, najmanje povremeno, povezana sa izvrSavanjem sluzbenih ovlastenjau
slucajevima iz tac. a) do e) i tacke g) ovog stava;

i) nosioca podataka ili prava i sloboda drugih;

j) ostvarivanja potrazivanja u gradanskim sporovima.

(2) Posebni zakon iz stava (1) ovog ¢lana sadrzi, po potrebi, posebne odredbe, koje sadrze najmanje sljedece: a)
svrhu obrade ili kategoriju obrade;

b) kategoriju licnog podatka;

c) obim uvedenih ogranicenja;
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d) mjere zastite za sprecavanje zloupotrebe ili nezakonitog pristupa ili prijenosa;

e) odredivanje kontrolora podataka ili kategoriju kontrolora podataka;

f) rok ¢uvanja i mjere zastite koje se mogu primijeniti uzimajuéi u obzir prirodu, obim i svrhe obrade ili kategorije obrade;g) rizik
za prava i slobode nosioca podataka;

h) pravo nosioca podataka da bude obavijeSten o ogranicenju, osim ako to moze biti Stetno za svrhu tog ogranicenja.

POGLAVLJE lll. KONTROLOR PODATAKA | OBRAPIVAC

Clan 26.
(Obaveza kontrolora podataka)
(1) Kontrolor podataka duzan je primijeniti odgovarajuce tehnicke i organizacione mjere imajuci u vidu prirodu,
obim,okolnosti i svrhe obrade, kao i rizike razli¢itih nivoa vjerovatnoce i ozbiljnosti za prava i slobode fizickih lica, kako bi
osigurao da se obrada obavlja u skladu s ovim zakonom i kako bi to mogao dokazati. Te mjere se prema potrebi preispituju i
azuriraju.

() Mjere iz stava (1) ovog clana, ako su proporcionalne u odnosu na aktivnosti obrade, ukljucuju provodenje
odgovarajudihpolitika zastite podataka od kontrolora podataka.

(3) Postivanje odobrenih kodeksa ponasanja iz ¢lana 42. ovog zakona ili odobrenih mehanizama certifikacije iz ¢lana 44.
ovogzakona moze sluziti kao elemenat za dokazivanje uskladenosti s obavezama kontrolora podataka.

Clan 27.
(Tehnicka i integrirana zastita podataka)

(1) Uzimajuci u obzir najnovija dostignuca, troskove provodenja i prirodu, obim, kontekst i svrhe obrade, kao i rizike
razlicitihnivoa vjerovatnoce i ozbiljnosti za prava i slobode fizickih lica koji proizlaze iz obrade podataka, kontrolor podataka,
prilikom odredivanja sredstava obrade i pri samoj obradi, primjenjuje odgovarajuce tehnicke i organizacione mjere, poput
pseudonimizacije, za omogucavanje djelotvorne primjene principa zastite podataka, kao $to je smanjenje koli¢ine podataka te
ukljucivanje zastitnih mjera u obradu kako bi se ispunili zahtjevi iz ovog zakona i zastitila prava nosioca podataka.

(2) Kontrolor podataka primjenjuje odgovarajuce tehnicke i organizacione mjere kojima se osigurava da integriranim
nac¢inombudu obradeni samo li¢ni podaci koji su neophodni za svaku posebnu svrhu obrade. Ta obaveza primjenjuje se na sve
prikupljene licne podatke, obim njihove obrade, rok njihovog ¢uvanja i njihovu dostupnost. Tim mjerama osigurava se da li¢ni
podaci nisu automatski, bez intervencije fizickog lica, dostupni neograni¢enom broju drugih fizi¢kih lica.

(3) Odobreni mehanizam certifikacije iz ¢lana 44. ovog zakona moze sluziti kao elemenat za dokazivanje uskladenosti
sazahtjevima iz st. (1) i (2) ovog ¢lana.

Clan 28.
(Zajednicki kontrolori podataka)

(1) Ako dva ili viSe kontrolora podataka zajednicki odrede svrhe i nacine obrade, smatraju se zajednickim
kontrolorimapodataka. Oni na transparentan nacin, medusobnim sporazumom, odreduju odgovornosti svakoga od njih s ciljem
izvrSavanja obaveza iz ovog zakona, posebno u vezi sa ostvarivanjem prava nosioca podataka i duznostima svakoga od njih u
vezi s pruzanjem informacija iz ¢l. 15. i 16. ovog zakona, osim u slu¢aju da su odgovornosti svakog od kontrolora podataka
utvrdene zakonom koji se primjenjuje na kontrolore podataka. Sporazumom se moze odrediti kontakt-tacka za nosioca
podataka.
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(2) Sporazum iz stava (1) ovog ¢lana mora na odgovarajuéi nacin odrazavati pojedinacne uloge i odnose zajednickih
kontrolorapodataka u odnosu na nosioce podataka. Sustina sporazuma mora biti dostupna nosiocu podataka.

(3) Nezavisno od uslova sporazuma iz stava (1) ovog ¢lana, nosilac podataka moze ostvarivati svoja prava iz ovog zakona
uvezi sa svakim kontrolorom podataka i protiv svakog od njih.

Clan 29.
(Predstavnik kontrolora podataka ili obradivaca koji nema sjediste ili poslovni nastan u Bosni i Hercegovini)

(1) Ako se primjenjuje ¢lan 6. stav (2) ovog zakona, kontrolor podataka ili obradivac ima obavezu pisanim putem imenovatisvog
predstavnika u Bosni i Hercegovini.

(2) Obaveza iz stava (1) ovog ¢lana ne primjenjuje se na:

a) obradu koja je povremena, ne podrazumijeva u vecoj mjeri obradu posebnih kategorija podataka iz ¢lana 11. stav (1) ovog
zakona ili obradu li¢nih podataka koji se odnose na krivicnu osudivanost i krivi¢cna djela iz ¢lana 12. ovog zakona i za koju nije
vjerovatno da e uzrokovati rizik za prava i slobode fizickih lica, uzimajuci u obzir prirodu, okolnosti, obim i svrhe obrade ili b)

javne organe.

(3) Kontrolor podataka ili obradivac ovlascuje predstavnika kako bi se, uz obracanje kontroloru podataka ili obradivacu
iliumjesto obracanja njima, njemu obradali posebno Agencija i nosilac podataka u vezi sa svim pitanjima koja se odnose na
obradu licnog podatka radi osiguranja uskladenosti obrade licnog podatka s ovim zakonom.

4) Imenovanje predstavnika kontrolora podataka ili obradivaca ne utie na pravne zahtjeve koji mogu biti usmjereni
protivsamog kontrolora podataka ili obradivaca.

Clan 30.
(Obradivac)

(1) Ako se obrada licnog podatka obavlja uime kontrolora podataka, kontrolor podataka koristi isklju¢ivo obradivaca koji
udovoljnoj mjeri garantira primjenu odgovarajucih tehnickih i organizacionih mjera tako da obrada bude u skladu sa
zahtjevima iz ovog zakona i da se obradom osigurava zastita prava nosioca podataka.

(2) Obradivac ne smije angazirati drugog obradivaca bez prethodnog posebnog ili opéeg pisanog odobrenja
kontrolorapodataka. U slucaju opéeg pisanog odobrenja, obradivac obavjestava kontrolora podataka o svim planiranim
izmjenama u vezi s dodavanjem ili zamjenom drugih obradivaca kako bi time kontroloru podataka omogucio da ulozi
prigovor na te izmjene.

(3) Obrada koju obavlja obradivac¢ ureduje se ugovorom ili drugim pravnim aktom u skladu sa zakonom koji
obavezujeobradivaca prema kontroloru podataka, u kojem se navode predmet i trajanje obrade, priroda i svrha obrade, vrsta
licnih podataka i kategorija nosioca podataka, kao i obaveze i prava kontrolora podataka.

(4) Ugovorom ili drugim pravnim aktom iz stava (3) ovog ¢lana propisuje se da je obradivac¢ duzan da:

a) obraduje li¢ni podatak samo prema dokumentiranim uputstvima kontrolora podataka, izmedu ostalog i u vezi s
prijenosomli¢nog podatka u drugu drzavu ili medunarodnu organizaciju, osim ako je to propisano posebnim zakonom koji se
primjenjuje na obradivaca, a u tom slucaju obradivac obavjestava kontrolora podataka o tom pravnom zahtjevu prije obrade,
osim ako se tim zakonom zabranjuje takvo obavjestavanje zbog vaznih razloga od javnog interesa;

b) osigurava da su se lica ovlastena za obradu licnog podatka obavezala na postivanje povjerljivosti ili da ih na
postivanjepovjerljivosti obavezuje odgovarajudi zakon;
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) preduzima sve potrebne mjere u skladu s clanom 34. ovog zakona;
d) postuje uslove iz st. (2) i (5) ovog ¢lana za angaziranje drugog obradivaca;

e) uzimajudi u obzir prirodu obrade, pomaze kontroloru podataka putem odgovarajuéih tehnickih i organizacionih mjera,koliko
je to moguce, da ispuni obavezu kontrolora podataka da odgovori na zahtjeve za ostvarivanje prava nosioca podataka iz
Poglavlja Il. ovog zakona;

f) pomaze kontroloru podataka u osiguravanju uskladenosti s obavezama iz ¢l. 34. do 38. ovog zakona, uzimajuéi u obzirprirodu
obrade i informacije koje su dostupne obradivacuy;

g) po izboru kontrolora podataka, brise ili vraca kontroloru podataka sve licne podatke nakon zavrsetka pruzanja usluga u vezis
obradom i brise postojece kopije, osim u slucaju da je posebnim zakonom propisana obaveza ¢uvanja licnih podataka;

h) kontroloru podataka stavlja na raspolaganje sve informacije koje su neophodne za dokazivanje postivanja obaveza iz
ovogclana i kontroloru podataka ili drugom revizoru kojeg je ovlastio kontrolor podataka omogucava obavljanje revizije,
ukljucujudi i inspekcije, i pomaze u njihovom obavljanju;

i) u slucaju iz tacke h) ovog stava obradiva¢ odmah obavjestava kontrolora podataka ako se, prema njegovom
misljenju,odredenim uputstvom krsi ovaj zakon ili druga pravila o zastiti podataka.

(5) Ako obradivac angazira drugog obradivaca za obavljanje posebnih aktivnosti obrade uime kontrolora podataka,
isteobaveze za zastitu podataka kao one koje su navedene u ugovoru ili drugom pravnom aktu izmedu kontrolora podataka i
obradivaca iz stava (4) ovog ¢lana namecu se tom drugom obradivacu ugovorom ili drugim pravnim aktom u skladu s posebnim
zakonom, a posebno obaveza davanja dovoljno garancija za primjenu odgovarajuéih tehnickih i organizacionih mjera na nacin
kojim se osigurava da obrada zadovoljava zahtjeve iz ovog zakona. Ako taj drugi obradivac ne ispunjava obaveze zastite
podataka, prvi obradivac ostaje u potpunosti odgovoran kontroloru podataka za izvrSavanje obaveza tog drugog obradivaca.

(6) Postivanje odobrenih kodeksa ponasanja od obradivada, iz ¢lana 42. ovog zakona, ili odobrenog mehanizma
certifikacije, iz¢lana 44. ovog zakona, moze sluziti kao elemenat za dokazivanje pruzanja dovoljno garancija iz st. (1) i (5) ovog
¢lana.

(7) Ne dovodeci u pitanje pojedinacni ugovor izmedu kontrolora podataka i obradivaca, ugovor ili drugi pravni akt iz st. (3),
(4) i (5) ovog ¢lana moze se u cjelini ili djelimi¢no zasnivati na standardnim ugovornim klauzulama iz st. (8) i (9) ovog ¢lana,
ukljucujuci izmedu ostalog i klauzule koje su dio certifikata dodijeljenog kontroloru podataka ili obradivacu u skladu s ¢l. 44. i
45. ovog zakona.

(8) Agencija moze donijeti standardne ugovorne klauzule za pitanja iz st. (3), (4) i (5) ovog clana s ciljem dosljedne primjeneovog
zakona.

(9) Ugovor ili drugi pravni akt iz st. (3), (4) i (5) ovog ¢lana mora biti u pisanoj formi, Sto ukljucuje i elektronsku formu.

(10) Ne dovodeci u pitanje ¢l. 112, 113, 114. i 115. ovog zakona, ako obradivac krsi ovaj zakon time $to odreduje svrhu i
nacineobrade podataka, obradivac se smatra kontrolorom podataka u vezi s tom obradom.

Clan 31.
(Obrada licnog podatka pod kontrolom kontrolora podataka ili obradivaca)

Obradivac i lice koje radi pod kontrolom kontrolora podataka ili obradivaca, a ima pristup licnom podatku, ne smije obradivati
taj podatak bez naloga kontrolora podataka, osim kada je to propisano posebnim zakonom.

Clan 32.
(Evidencija o obradi licnog podatka)
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(1) Svaki kontrolor podataka i predstavnik kontrolora podataka, ako je primjenjivo, vodi evidenciju aktivnosti obrade za koje je
odgovoran. Evidencija sadrzi sljedece informacije:

a) ime i kontakt-podatke kontrolora podataka i, ako je primjenjivo, zajednickog kontrolora podataka, predstavnika
kontrolorapodataka i sluzbenika za zastitu podataka;

b) svrhe obrade;
c) opis kategorija nosilaca podataka i kategorija licnih podataka;

d) kategorije primalaca kojima su li¢ni podaci otkriveni ili ¢e im biti otkriveni, ukljuc¢ujuci i primaoce u drugim drzavama
ilimedunarodnim organizacijama;

e) ako je primjenjivo, o prijenosu li¢nih podataka u drugu drzavu ili medunarodnu organizaciju, ukljucujuéi identifikaciju
drugedrzave ili medunarodne organizacije i, u slu¢aju prijenosa iz ¢lana 51. stav (2) ovog zakona, dokumentaciju o
odgovarajuéim zastitnim mjerama;

f) ako je mogucde, predvidene rokove za brisanje razlicitih kategorija podataka;
g) ako je moguce, opdi opis tehnickih i organizacionih sigurnosnih mjera iz ¢lana 34. stav (1) ovog zakona.

(2) Svaki obradivac i predstavnik obradivaca, ako je primjenjivo, vodi evidenciju o svim aktivhostima obrade koje se obavljaju
uime kontrolora podataka, koja sadrzi:

a) ime i kontaktne podatke jednog ili viSe obradivaca i svakog kontrolora podataka u cije ime obradivac djeluje te ako
jeprimjenjivo, predstavnika kontrolora podataka ili obradivaca kao i sluzbenika za zastitu podataka;

b) vrste obrade koje se vrse uime svakog kontrolora podataka;

c) ako je primjenjivo, informacije o prijenosu li¢nih podataka u drugu drzavu ili medunarodnu organizaciju, s identifikacijom
tedruge drzave ili medunarodne organizacije i u slucaju prijenosa iz ¢lana 51. stav (2) ovog zakona, dokumentaciju o
odgovarajuéim zastitnim mjerama;

d) ako je moguce, opdi opis tehnickih i organizacionih sigurnosnih mjera iz ¢lana 34. stav (1) ovog zakona.
(3) Evidencija iz st. (1) i (2) ovog ¢lana mora biti u pisanoj formi, $to ukljucuje i elektronsku formu.

(4) Kontrolor podataka ili obradivac te predstavnik kontrolora podataka ili obradivaca, ako je primjenjivo, na zahtjev
Agencijeomogucavaju uvid u evidenciju.

(5) Obaveze iz st. (1) i (2) ovog ¢lana ne primjenjuju se na privredni subjekat ili organizaciju u kojoj je zaposleno manje od 250
lica, osim kada postoji vjerovatnoéa da ¢e obrada koju obavlja predstavljati visok rizik za prava i slobode nosioca podataka,
ako obrada nije povremena ili ako obrada obuhvata posebne kategorije podataka iz ¢lana 11. stav (1) ovog zakona, ili su u
pitanju li¢ni podaci koji se odnose na krivicnu osudivanost i krivi¢na djela.

Clan 33.
(Saradnja s Agencijom)

Kontrolor podataka i obradivac, te ako su odredeni njihovi predstavnici, duzni su, na obrazlozen i na osnovu zakona opravdan
zahtjev, saradivati s Agencijom u obavljanju njenih zadataka.

Clan 34.
(Sigurnost obrade licnog podatka)
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(1) Uzimajudi u obzir najnovija dostignuéa, troskove provodenja i prirodu, obim, kontekst i svrhe obrade, kao i rizike razli¢itih
nivoa vjerovatnode i ozbiljnosti za prava i slobode fizickih lica, provodedi postupak iz ¢lana 37. ovog zakona, kontrolor podataka i
obradivac primjenjuju odgovarajuce tehnicke i organizacione mjere kako bi postigli odgovarajudi nivo sigurnosti s obzirom na
rizik, Sto prema potrebi podrazumijeva:

a) pseudonimizaciju i enkripciju licnog podatka;
b) mogucnost osiguravanja trajne povjerljivosti, cjelovitosti, dostupnosti i otpornosti sistema i usluga obrade;

) sposobnost pravovremenog ponovnog uspostavljanja dostupnosti licnog podatka i pristupa njemu u slucaju fizickog
ilitehnickog incidenta;

d) postupak redovnog testiranja, ocjenjivanja i procjene djelotvornosti tehnickih i organizacionih mjera za postizanje
sigurnostiobrade.

(2) Pri procjeni odgovarajuceg nivoa sigurnosti, u obzir se uzimaju prije svega rizici koje predstavlja obrada, a posebno rizici
odslucajnog ili nezakonitog unistenja, gubitka, izmjene, neovlastenog otkrivanja licnog podatka ili neovlastenog pristupa licnom
podatku koji je prenesen, ¢uvan ili na drugi nacin obradivan.

(3) Primjena odobrenog kodeksa ponasanja iz ¢lana 42. ovog zakona ili odobrenog mehanizma certifikacije iz ¢lana 44.
ovogzakona moze se koristiti kao elemenat za dokazivanje uskladenosti sa zahtjevima iz stava (1) ovog ¢lana.

4) Kontrolor podataka i obradivac preduzimaju mjere kako bi osigurali da svako fizicko lice koje djeluje pod
nadleznosc¢ukontrolora podataka ili obradivaca, a koje ima pristup licnom podatku, ne obraduje taj podatak ako to nije prema

uputstvima kontrolora podataka, osim u slucajevima kada je to propisano posebnim zakonom.

Clan 35.
(Izvjestavanje Agencije o povredi licnog podatka)

(1) Kontrolor podataka duzan je o povredi licnog podatka bez nepotrebnog odgadanja i, ako je mogude, a najkasnije u roku
0d72 sata nakon saznanja za tu povredu, obavijestiti Agenciju o povredi licnog podatka, osim u slucaju ako je vjerovatno da
ta povreda nece ugroziti prava i slobode fizickog lica. Ako izvjeStavanje nije izvrSeno u roku od 72 sata, kontrolor podataka
duzan je Agenciji navesti razloge za kasnjenje.

(2) Obradivac je duzan, po saznanju za povredu licnog podatka, bez nepotrebnog odgadanja o tome obavijestiti
kontrolorapodataka.

(3) Izvjestaj iz stava (1) ovog ¢lana sadrzi najmanje sljedece:

a) opis prirode povrede li¢nih podataka, i ako je mogude, s navedenim kategorijama i pribliznim brojem nosilaca podataka, kaoi
kategorijama i pribliznim brojem evidencija li¢nih podataka;

b) ime i prezime te kontakt-podatke sluzbenika za zastitu podataka ili druge kontaktne tacke od koje se moze dobiti
josinformacija;

¢) opis moguce posljedice povrede licnog podatka;

d) opis mjera koje je kontrolor podataka preduzeo ili ¢ije je preduzimanje predlozio radi rjeSavanja problema povrede
licnogpodatka, ukljucujuci prema potrebi i mjere za ublazavanje njenih mogudih Stetnih posljedica.

4) Ako i u mjeri u kojoj ih nije moguce istovremeno dostaviti, informacije se mogu dostavljati u dijelovima, bez
nepotrebnogdaljnjeg odgadanja.
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(5) Kontrolor podataka dokumentira svaku povredu licnog podatka, ukljucujudi i ¢injenice u vezi s povredom li¢cnog
podatka,njene posljedice i mjere preduzete za otklanjanje Stete. Dokumentacija iz ovog stava omogucava Agenciji postupanje
po ovom ¢lanu.

Clan 36.
(Obavjestavanje nosioca podataka o povredi licnog podatka)

(1) Kontrolor podataka duzan je bez odgadanja pisanim putem obavijestiti nosioca podataka o povredi licnog podatka, ako
jevjerovatno da ce povreda licnog podatka uzrokovati visok rizik za prava i slobode fizickog lica.

(2) Kontrolor podataka u obavjestenju iz stava (1) ovog ¢lana, jasnim i jednostavnim jezikom, opisuje prirodu povrede
licnogpodatka te se najmanje navode informacije i mjere iz ¢lana 35. stav (3) tac. b), ) i d) ovog zakona.

(3) Obavjestavanje nosioca podataka iz stava (1) ovog ¢lana nije obavezno ako je ispunjen jedan od sljedecih uslova:

a) ako je kontrolor podataka preduzeo odgovarajuce tehnicke i organizacione zastitne mjere i te mjere su primijenjene na
licnipodatak u vezi s kojim je doSlo do povrede licnog podatka, a prije svega mjere koje li¢ni podatak cine nerazumljivim licu
koje nije ovlasteno da mu pristupi, kao $to je enkripcija;

b) ako je kontrolor podataka preduzeo naknadne mjere kojima se osigurava da vise nije moguce da ¢e dodi do visokog
rizikaza prava i slobode nosioca podataka iz stava (1) ovog ¢lana;

C) ako bi to zahtijevalo neproporcionalan napor, mora se objaviti javno saopcenje ili se preduzima slicna mjera kojom
senosioci podataka obavjestavaju na jednako djelotvoran nacin.

(4) Ako kontrolor podataka nije obavijestio nosioca podataka o povredi licnog podatka, Agencija, nakon razmatranja stepena
vjerovatnode da e povreda licnog podatka uzrokovati visok rizik za prava i slobode fizickih lica, moze od kontrolora podataka
zahtijevati da to ucini, ako nije ispunjen neki od uslova iz stava (3) ovog clana.

Clan 37.
(Procjena uticaja obrade na zastitu licnog podatka)

(1) Ako je vjerovatno da ¢e neka vrsta obrade, posebno posredstvom novih tehnologija i uzimajuéi u obzir prirodu,
obim,kontekst i svrhe obrade, uzrokovati visok rizik za prava i slobode fizickih lica, kontrolor podataka prije obrade provodi
procjenu uticaja predvidenih obrada na zastitu licnog podatka.

(2) Pri provodenju procjene uticaja obrade na zastitu licnog podatka, kontrolor podataka trazi savjet od sluzbenika za
zastitulicnih podataka, ako je imenovan.

(3) Procjena uticaja obrade na zastitu licnog podatka iz stava (1) ovog ¢lana obavezna je posebno u slucaju:
a) sistemske i obimne procjene licnih aspekata u vezi s fizickim licima koja se zasniva na automatiziranoj obradi,
ukljucujuciprofiliranje, i koja je osnov za donosenje odluka koje proizvode pravni ucinak u odnosu na fizicko lice ili na sli¢an

nacin znacajno uticu na fizicko lice;

b) obimne obrade posebnih kategorija licnih podataka iz ¢lana 11. stav (1) ovog zakona ili podataka koji se odnose na
krivicnuosudivanost i krivi¢na djela iz ¢lana 12. ovog zakona ili

c) sistemskog pracenja javno dostupnog podrudja u velikoj mjeri.

(4) Agencija utvrduje i javno objavljuje listu vrsta postupaka obrade na koje se primjenjuje obaveza obavljanja procjene uticajana
zastitu licnih podataka, u skladu sa stavom (1) ovog ¢lana.
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(5) Agencija moze da utvrdi i javno objavi listu vrsta postupaka obrade za koje nije potrebna procjena uticaja na zastitu
licnogpodatka.

(6) Procjena uticaja obuhvata najmanje:

a) sistemski opis predvidenih obrada i svrha obrade, ukljucujudi, ako je primjenjivo, legitiman interes kontrolora podataka;

b) procjenu nuznosti i proporcionalnosti obrada povezanih s njihovim svrhama;

¢) procjenu rizika za prava i slobode nosioca podataka;

d) predvidene mjere za rjeSavanje rizika, $to ukljucuje zastitne mjere, sigurnosne mjere i mehanizme za osiguranje zastite
licnihpodataka i dokazivanje uskladenosti s ovim zakonom, uzimajuéi u obzir prava i legitimne interese nosioca podataka i
drugih ukljucenih lica.

(7) Uskladenost kodeksa ponasanja iz ¢lana 42. ovog zakona odobrenih od kontrolora podataka ili obradivaca uzima se u

obzirprilikom procjene uticaja obrade koje primjenjuju ti kontrolori podataka ili obradivadi, posebno u svrhe procjene uticaja na

zaStitu licnih podataka.

(8) Kontrolor podataka, prema potrebi, od nosioca podataka ili njegovog predstavnika trazi misljenje o namjeravanoj
obradi,ne dovodeci u pitanje komercijalne ili javne interese ili sigurnost postupka obrade.

9) Ako obrada u skladu s ¢lanom 8. stav (1) tac. ) ili e) ovog zakona ima pravni osnov u posebnom zakonu koji se
primjenjujena kontrolora podataka, ako su tim zakonom uredene posebne obrade ili skup predmetnih radnji i ako je procjena
uticaja na zastitu licnih podataka ve¢ provedena kao dio opce procjene uticaja u kontekstu donosenja pravnog osnova, st. (1) do
(6) ovog ¢lana se ne primjenjuju, osim ako je posebnim propisom utvrdeno da je potrebno provesti takvu procjenu prije obrade.

(10) Kontrolor podataka, prema potrebi, preispituje da li je obrada izvrSena u skladu s procjenom uticaja na zastitu
licnihpodataka, i to najmanje kada dode do promjene u nivou rizika koji predstavljaju postupci obrade.

Clan 38.
(Prethodno savjetovanje kontrolora podataka s Agencijom)

(1) Kontrolor obrade savjetuje se s Agencijom prije obrade ako je procjena uticaja na zastitu licnih podataka iz ¢lana 37.
ovogzakona pokazala da bi obrada podataka uzrokovala visok rizik za prava i slobode pojedinaca, u slucaju da kontrolor
podataka ne donese mjere za ublazavanje rizika.

(2) Ako Agencija utvrdi da bi se namjeravanom obradom iz stava (1) ovog ¢lana krsio ovaj zakon, posebno ako
kontrolorpodataka nije u dovoljnoj mjeri utvrdio ili umanjio rizik za prava i slobode pojedinaca, Agencija u roku od najduze
56 dana od zaprimanja zahtjeva za savjetovanje pisanim putem savjetuje kontrolora podataka, a prema potrebi i obradivaca, i
pritom moze koristiti ovlastenja iz ¢lana 103. ovog zakona.

(3) Rok iz stava (2) ovog clana, po potrebi, moze se produziti za 42 dana, u zavisnosti od slozenosti namjeravane obrade.

(4) Agencija, u roku od 30 dana od zaprimanja zahtjeva, obavjeStava kontrolora podataka, a prema potrebi i obradivaca,
oproduzenju roka iz stava (3) ovog ¢lana i o razlozima odgadanja.

(5) Proticanje rokova iz st. (2) i (3) ovog ¢lana moze biti privremeno obustavljeno dok Agencija ne dobije informacije koje
jezahtijevala za potrebe savjetovanja.

(6) Pri savjetovanju kontrolor podataka Agenciji dostavlja:
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a) ako je primjenjivo, odgovarajué¢e odgovornosti kontrolora podataka, zajednickih kontrolora podataka i obradivaca
kojiucestvuju u obradi, posebno u slu¢aju obrade unutar grupe privrednih subjekata;

b) svrhu i sredstva namjeravane obrade;

) zastitne mjere i druge mjere za zastitu prava i sloboda nosioca podataka na osnovu ovog zakona;
d) kontakt-podatke sluzbenika za zastitu podataka, ako je primjenjivo;

€) procjenu uticaja na zastitu podataka kako je propisano ¢lanom 37. ovog zakona;

f) sve druge informacije koje Agencija zatrazi.

(7) O prijedlogu zakona kojim se regulira obrada li¢nih podataka, prije njegovog upucivanja u parlamentarnu
proceduru,predlagac se moze prethodno savjetovati s Agencijom.

(8) Nezavisno od stava (1) ovog ¢lana, posebnim zakonom moze se propisati obaveza kontroloru podataka da se savjetuje
sAgencijom i da od nje pribavi prethodno odobrenje u vezi s obradom koju obavlja za izvrSenje zadataka u javnhom interesu,
ukljucujudi i obradu u vezi sa socijalnom i zdravstvenom zastitom.

Clan 39.
(Imenovanje sluzbenika za zastitu licnih podataka)

(1) Kontrolor podataka i obradiva¢ duzni su imenovati sluzbenika za zastitu licnih podataka u slucajevima:
a) ako obradu vrsi javni organ, osim sudova koji postupaju u okviru sudske nadleznosti;

b) ako se osnovne djelatnosti kontrolora podataka ili obradivaca sastoje od postupaka obrade koje zbog svoje prirode, obimai/ili
svrhe zahtijevaju redovno i sistemsko praéenje nosioca podataka u velikom broju ili

c) ako se osnovne djelatnosti kontrolora podataka ili obradivaca sastoje od opsezne obrade posebnih kategorija podataka
naosnovu ¢lana 11. ovog zakona i licnih podataka u vezi s krivicnom osudivanosti i krivicnim djelima iz ¢lana 12. ovog zakona.

(2) Grupa privrednih subjekata moze imenovati jednog sluzbenika za zastitu licnih podataka uz uslov da je sluzbenik za
zastituli¢nih podataka lako dostupan iz svakog sjedista ili poslovnog nastana.

(3) Ako je kontrolor podataka ili obradivac javni organ, za viSe takvih organa moze se imenovati jedan sluzbenik za zastituli¢nih
podataka, uzimajuéi u obzir njihovu organizacionu strukturu i veli¢inu.

(4) U slucajevima koji nisu navedeni u stavu (1) ovog ¢lana, kontrolor podataka ili obradivac ili udruzenje i drugi organ
kojipredstavlja kategoriju kontrolora podataka ili obradivaca mogu, odnosno u slucajevima kada je to propisano posebnim
zakonom moraju imenovati sluzbenika za zastitu licnih podataka. Sluzbenik za zastitu licnih podataka moze obavljati poslove
uime tih udruzenja i drugih organa koji predstavljaju kontrolore podataka ili obradivace.

(5) Sluzbenik za zastitu licnih podataka imenuje se na osnovu njegovih strucnih kvalifikacija, a posebno stru¢nog znanja opravu i
praksi u oblasti zastite licnih podataka i sposobnosti obavljanja zadataka iz ¢lana 41. ovog zakona.

(6) Sluzbenik za zastitu licnih podataka moze biti zaposlen kod kontrolora podataka ili obradivaca ili moze obavljati poslove
naosnovu ugovora o djelu.

(7) Kontrolor podataka ili obradivac objavljuje kontakt-podatke sluzbenika za zastitu licnih podataka i dostavlja ih Agenciji.

Clan 40.
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(Status sluzbenika za zastitu licnih podataka)

(1) Kontrolor podataka i obradivac osiguravaju da sluzbenik za zastitu licnih podataka bude na odgovarajuci nacin
iblagovremeno ukljucen u sva pitanja koja se ticu zastite licnih podataka.

(2) Kontrolor podataka i obradivac¢ podrzavaju sluzbenika za zastitu licnih podataka u izvrSavanju zadataka iz ¢lana 41.
ovogzakona, pruzajuci mu potrebna sredstva za izvrSavanje tih zadataka i ostvarivanje pristupa licnim podacima i postupcima
obrade, kao i za odrzavanje njegovog stru¢nog znanja.

(3) Kontrolor podataka i obradivac osiguravaju da sluzbenik za zastitu licnih podataka ne prima nikakve instrukcije
priobavljanju tih zadataka. Kontrolor podataka ili obradiva¢ ne moze ga razrijesiti duznosti ili kazniti zbog toga $to obavlja svoje
zadatke. Sluzbenik za zastitu licnih podataka odgovara neposredno najvisem nivou rukovodstva kontrolora podataka ili
obradivaca.

(4) Nosilac podataka moze se obratiti sluzbeniku za zastitu li¢nih podataka za sva pitanja koja se ti¢u obrade njegovih
licnihpodataka i ostvarivanja njegovih prava iz ovog zakona.

(5) Sluzbenik za zastitu li¢nih podataka, u vezi s obavljanjem svojih zadataka, duzan je sve podatke do kojih dode u
postupkuobrade podataka cuvati kao sluzbenu tajnu u skladu sa zakonom.

(6) Sluzbenik za zastitu licnih podataka moze obavljati i druge zadatke i duznosti. Kontrolor podataka ili obradivac
osiguravada ti zadaci i duznosti ne dovedu do sukoba interesa.

Clan 41.
(Zadatak sluzbenika za zastitu licnih podataka)

(1) Sluzbenik za zastitu licnih podataka obavlja sljedeée zadatke:

a) informiranje i savjetovanje kontrolora podataka ili obradivaca i zaposlenih koji obavljaju obradu o njihovim obavezama izovog
zakona i drugih zakona kojima se propisuje zastita licnih podataka;

b) pracenje postivanja ovog zakona i drugih zakona kojima se propisuje zastita licnih podataka, kao i politika
kontrolorapodataka ili obradivaca u vezi sa zastitom li¢nih podataka, ukljucujuci i podjelu odgovornosti, podizanje svijesti i

osposobljavanje zaposlenih koji ucestvuju u radnjama obrade, kao i s tim povezanim revizijama;

€) pruZanje savjeta, kada je to zatrazeno, u vezi s procjenom uticaja na zastitu licnih podataka i pracenje njenog izvrSavanja
uskladu s ¢lanom 37. ovog zakona;

d) saradnja s Agencijom;

e) djelovanje kao kontakt-tacka za Agenciju o pitanjima koja se ticu obrade, Sto ukljucuje i prethodno savjetovanje iz ¢lana
38.ovog zakona, te savjetovanje, po potrebi, o svim drugim pitanjima.

(2) Sluzbenik za zastitu licnih podataka prilikom obavljanja svojih zadataka vodi racuna o riziku povezanim s radnjom obrade i
uzima u obzir prirodu, obim, kontekst i svrhe obrade.

Clan 42.
(Kodeks ponasanja)

(1) Agencija izdaje preporuku za izradu kodeksa ponasanja s ciljem pravilne primjene ovog zakona, uzimajuéi u
obzirspecifi¢nost razli¢itih sektora obrade i posebne potrebe mikro, malih i srednjih privrednih subjekata.
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(2) Udruzenje i drugi subjekat koji predstavlja kategorije kontrolora podataka ili obradivaca mogu izraditi kodekse
ponasanja,odnosno izmijeniti i prosiriti takve kodekse ponasanja, radi preciziranja primjene ovog zakona, koji se odnose na: a)

pravi¢nu i transparentnu obradu;

b) legitimne interese kontrolora podataka u posebnim kontekstima;

c) prikupljanje li¢cnih podataka;

d) pseudonimizaciju licnih podataka;

e) informiranost javnosti i nosioca podataka;

f) ostvarivanje prava nosioca podataka;

g) informiranost i zastitu djece i nacin pribavljanja saglasnosti nosioca roditeljskog prava nad djetetom;

h) mjere i postupke iz ¢l. 26. i 27. ovog zakona kao i mjere za postizanje sigurnosti obrade iz ¢lana 34. ovog zakona;
i) izvjeStavanje Agencije o povredama licnih podataka i obavjestavanje nosioca podataka o takvim povredama;

j) prijenos li¢nih podataka drugim zemljama ili medunarodnim organizacijama ili

k) vansudske postupke i druge postupke za rjeSavanje sporova izmedu kontrolora podataka i nosioca podataka u vezi
sobradom, ne dovodedi u pitanje prava nosioca podataka na osnovu ¢l. 108. i 110. ovog zakona.

(3) Kodeks ponasanja iz stava (2) ovog ¢lana obavezno sadrzi odredbe koje pravnom licu iz ¢lana 43. stav (1) ovog
zakonaomogucavaju da provodi obavezno praéenje uskladenosti kontrolora podataka ili obradivaca koji su se obavezali na
njegovu primjenu, ne dovodeci u pitanje nadleznosti Agencije.

4) Udruzenja i subjekat iz stava (2) ovog ¢lana koji namjeravaju izraditi kodeks ponasanja ili izmijeniti i proSiriti
postojecikodeks ponasanja, nacrt kodeksa ponasanja, odnosno izmjene ili prosirenje kodeksa ponasanja dostavljaju Agenciji.

(5) Agencija daje misljenje o tome da li je nacrt kodeksa u skladu s ovim zakonom te odobrava nacrt kodeksa ako ocijeni
daosigurava dovoljno adekvatne zastitne mjere.

(6) Ako Agencija odobri nacrt kodeksa ponasanja, odnosno izmjene ili dopune kodeksa ponasanja, u skladu sa stavom (5)
ovogclana, Agencija registrira i objavljuje kodeks ponasanja.

(7) Kontrolor podataka ili obradivac, na koje se ovaj zakon ne primjenjuje u skladu s ¢lanom 6. ovog zakona,
moguprimjenjivati kodeks ponasanja koji je odobren, u skladu sa stavom (5) ovog ¢lana, kako bi osigurali odgovarajuce zastitne
mjere u okviru prijenosa licnih podataka drugoj drzavi ili medunarodnoj organizaciji, uz uslove iz ¢lana 48. stav (2) tacke d) ovog
zakona.

(8) Kontrolor podataka ili obradivac iz stava (7) ovog ¢lana, putem ugovornih ili drugih pravnoobavezujuéih
instrumenata,preuzima obavezujuce i izvrSne obaveze za primjenu zastitnih mjera, ukljucujuci i mjere u vezi s pravima nosioca
podataka.

Clan 43.
(Pra¢enje odobrenog kodeksa ponasanja)

(1) Pravno lice s odgovarajuc¢im stepenom stru¢nosti za predmet kodeksa ponasanja moze obavljati pracenje uskladenosti
skodeksom ponasanja, ako ga je u tu svrhu akreditirala Agencija.
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(2) Pravno lice iz stava (1) ovog ¢lana moze biti akreditirano za pracenje uskladenosti s kodeksom ponasanja ako je:
a) Agenciji dokazalo svoju nezavisnost i stru¢nost za predmet kodeksa ponasanja;

b) uspostavilo postupke koji mu omogucavaju da ocjenjuje kvalificiranost kontrolora podataka i obradivaca za primjenukodeksa
ponasanja, da prati njihove primjene odredbi kodeksa ponasanja i da periodi¢no preispituje njegovo funkcioniranje;

) uspostavilo postupke i strukture za rjeSavanje prigovora na krsenja kodeksa ponasanja ili na nacin na koji kontrolorpodataka
ili obradivac primjenjuje ili je primijenio kodeks ponasanja i ucinio te postupke i strukture transparentnim nosiocima podataka
i javnosti i

d) Agenciji dokazalo da njegovi zadaci i duznosti ne dovode do sukoba interesa.

(3) Pravno lice iz stava (1) ovog ¢lana, uz primjenu odgovarajucih zastitnih mjera, preduzima odgovarajuée radnje u
slu¢ajevimakrsenja kodeksa ponasanja od kontrolora podataka ili obradivaca, sto ukljucuje suspendiranje ili iskljucenje iz
kodeksa ponasanja.

(4) Pravno lice iz stava (1) ovog ¢lana duzno je obavijestiti Agenciju o radnjama i razlozima iz stava (3) ovog ¢lana.

(5) Agencija oduzima akreditaciju pravnom licu koje viSe ne ispunjava uslove za akreditaciju ili ako pravno lice krsi odredbeovog
zakona.

(6) Ovaj clan se ne primjenjuje na obradu licnih podataka koju obavlja javni organ.

Clan 44.
(Certifikacija)

(1) Agencija preporucuje uspostavljanje postupka certifikacije zastite licnih podataka, pecata i oznaka za zastitu podataka
sciliem dokazivanja postivanja odredbi ovog zakona, posebno uzimajuci u obzir potrebe mikro, malih i srednjih pravnih lica.

(2) Postupak certifikacije zastite licnih podataka, pecata i oznaka moze biti uspostavljen i radi dokazivanja
postojanjaodgovarajudih zastitnih mjera koje osiguravaju kontrolor podataka i obradivac na koje se ovaj zakon u skladu s
¢lanom 6. ovog zakona ne odnosi, u okviru prijenosa licnih podataka drugoj drzavi ili medunarodnoj organizaciji, uz uslove

iz ¢lana 48. stav (2) tacka d) ovog zakona.

(3) Kontrolori podataka ili obradivadi, iz stava (2) ovog ¢lana, putem ugovornih ili drugih pravnoobavezujucih
instrumenataprihvataju primjenu odgovarajudih zastitnih mjera, ukljucujuci i mjere u vezi s nosiocem podataka.

(4) Certifikacija je dobrovoljna i dostupna putem procesa koji je transparentan.

(5) Certifikacija, u skladu s ovim ¢lanom, ne umanjuje odgovornost kontrolora podataka ili obradivaca za postivanje
ovogzakona i ne dovodi u pitanje nadleznosti Agencije.

(6) Certifikaciju, u skladu s ovim ¢lanom, izdaje certifikacioni organ iz ¢lana 45. ovog zakona na osnovu kriterija koje je
odobrilaAgencija.

(7) Kontrolor podataka ili obradivac, u postupku certifikacije, certifikacionom organu pruza sve informacije i omogucavapristup
aktivnostima obrade koje su potrebne za postupak certifikacije.

(8) Certifikat se kontroloru podataka ili obradivacu izdaje najduze na tri godine i moze se obnoviti uz iste uslove.

(9) Certifikacioni organ oduzima certifikat kontroloru ili obradivacu ako vise ne ispunjava uslove za izdavanje certifikata.

www.sluzbenilist.ba/page/akt/aCRNhOohz4nh78h77P7BE= 26/62



3/7/25, 9:16 AM Sluzbeni List- Pregled Dokumenta
(10) Agencija postupak certifikacije zastite licnih podataka, pecata i oznake unosi u evidenciju i javno objavljuje.
Clan 45.
(Certifikacioni organ)

(1) Akreditaciju certifikacionog organa, s odgovarajuc¢im stepenom strucnosti iz oblasti zastite licnih podataka, radi Agencija.

(2) Certifikacioni organ obavjesStava Agenciju o odluci o izdavanju i obnavljanju certifikata kako bi Agencija mogla
obavljatiovlastenja iz ¢lana 103. stav (2) tacka h) ovog zakona.

(3) Certifikacioni organ moze biti akreditiran samo ako:

a) Agenciji na zadovoljavajudi nacin dokaze svoju nezavisnost i stru¢nost u predmetu certifikacije;

b) se obaveze da ce postivati kriterije iz clana 44. stav (6) ovog zakona;

) uspostavi postupke za izdavanje, periodi¢no preispitivanje i povlacenje certifikacije, pecata i oznaka za zastitu podataka;

d) uspostavi postupke i strukture za rjeSavanje prigovora na krsenja certifikacije ili nacin na koji kontrolor podataka iliobradivac
primjenjuje ili je primijenio certifikaciju i u¢ini te postupke i strukture transparentnim nosiocima podataka i javnosti;

e) Agenciji dokaze da njegovi zadaci i duznosti ne dovode do sukoba interesa.
(4) Akreditacija certifikacionog organa provodi se na osnovu kriterija koje je propisala Agencija.

(5) Akreditacija se izdaje najduze na pet godina i moze se obnoviti uz iste uslove ako certifikacioni organ i dalje
ispunjavazahtjeve iz ovog ¢lana.

(6) Ne dovodei u pitanje DIO CETVRTI ovog zakona, Agencija povlaci akreditaciju certifikacionog organa ako se uslovi iz stava
(3) ovog ¢lana ne ispune ili viSe nisu ispunjeni, ili ako se radnjama koje preduzima certifikacioni organ krsi ovaj zakon.

(7) Certifikacioni organ odgovoran je za pravilnu procjenu koja dovodi do certifikacije ili oduzimanja certifikata, ne dovodeci
upitanje odgovornost kontrolora podataka ili obradivaca za postivanje ovog zakona.

(8) Certifikacioni organ u pisanoj formi obavjestava Agenciju o razlozima za izdavanje ili oduzimanje certifikata.
(9) Agencija javno objavljuje kriterije iz ¢lana 44. stav (6) ovog zakona.

POGLAVLJE IV. PRIJENOS LIENOG PODATKA U DRUGU DRZAVU ILI MEDUNARODNU ORGANIZACIJU

Clan 46.
(Op¢i principi prijenosa)

Svaki prijenos licnog podatka cija je obrada u toku ili je namijenjen daljnjoj obradi poslije njegovog prenosenja u drugu drzavu ili
medunarodnu organizaciju moze se obavljati samo ako je takav prijenos u skladu s odredbama ovog zakona, sto obuhvata i
daljnji prijenos licnog podatka iz druge drzave ili medunarodne organizacije u jos jednu drugu drzavu ili medunarodnu
organizaciju.

Clan 47.
(Prijenos na osnovu adekvatnosti nivoa zastite licnog podatka)
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(1) Prijenos licnog podatka u drugu drzavu, na dio njene teritorije, ili u jedan ili viSe sektora u toj drzavi ili
medunarodnuorganizaciju moze se obavljati ako je utvrdeno da ta druga drzava, dio njene teritorije, ili jedan ili vise sektora u
toj drzavi ili ta medunarodna organizacija osigurava adekvatan nivo zastite licnog podatka.

(2) Smatra se da je adekvatan nivo zastite iz stava (1) ovog ¢lana osiguran u drzavi, dijelovima njene teritorije, ili jednom il
viSesektora u toj drzavi ili medunarodnoj organizaciji, za koje je od Evropske unije utvrdeno da osiguravaju adekvatan nivo
zastite licnog podatka.

(3) Odluku o adekvatnosti nivoa zastite licnog podatka iz stava (1) ovog ¢lana donosi Vije¢e ministara Bosne i Hercegovine
naprijedlog Agencije.

(4) Agencija priprema prijedlog odluke iz stava (3) ovog ¢lana, uzimajuci u obzir:

a) princip vladavine prava, postivanje ljudskih prava i osnovnih sloboda, sektorsko zakonodavstvo, ukljuéujudi
zakonodavstvo ojavnoj sigurnosti, odbrani, drzavnoj sigurnosti, krivicnom pravu i pristupu javnih organa licnim podacima, kao i
primjenu tih propisa, pravila o zastiti licnih podataka, pravila struke i mjere osiguranja zastite licnih podataka, ukljucujuéi pravila
o daljnjem prijenosu li¢nih podataka u drugu drzavu ili medunarodnu organizaciju, koja se primjenjuju u praksi sudova i drugih
organa vlasti u drugoj drzavi ili medunarodnoj organizaciji, kao i djelotvornost ostvarivanja prava nosioca licnog podatka, a
posebno djelotvornost upravnih i sudskih postupaka zastite prava nosioca licnog podatka;

b) postojanje i efikasnost rada nadzornog organa u drugoj drzavi ili organa koji je nadlezan za medunarodnu organizaciju
uovoj oblasti, s ovlastenjem da osigura primjenu pravila o zastiti licnog podatka i pokrene postupke zastite licnog podatka u
slucaju njihovog nepostivanja, pruzi pomo¢ i savjetuje nosioce licnih podataka u ostvarivanju njihovih prava, kao i da saraduje s
nadzornim organima drugih drzava;

o) medunarodne obaveze koje je druga drzava ili medunarodna organizacija preuzela, ili druge obaveze koje proizlaze
izpravnoobavezujuc¢ih medunarodnih ugovora ili drugih pravnih instrumenata, kao i iz ¢lanstva u multilateralnim ili regionalnim
organizacijama, a posebno u vezi sa zastitom licnih podataka.

(5) Agencija kontinuirano prati stanje u oblasti zastite licnih podataka u drugoj drzavi, dijelu njene teritorije, jednom ili
viSesektora unutar te drzave ili medunarodnoj organizaciji i o tome po potrebi izvjeStava Vijece ministara Bosne i Hercegovine.

(6) Izvjestaj iz stava (5) ovog ¢lana ukljucuje dostupne informacije i informacije prikupljene od medunarodnih organizacija,
kojesu znacajne za preispitivanje postojanja adekvatnog nivoa zastite licnog podatka, na osnovu c¢ega Vijee ministara Bosne i
Hercegovine donosi odluku iz stava (3) ovog ¢lana.

(7) Odluka donesena na osnovu stava (3) ovog ¢lana ne dovodi u pitanje prijenos licnog podatka u drugu drzavu, na
teritorijuili u jedan ili viSe odredenih sektora unutar te druge drzave ili medunarodnu organizaciju u skladu s ¢l. 48. do 51. ovog
zakona.

(8) Lista drzava, dio njihovih teritorija, jedan ili vise sektora unutar drzave i medunarodnih organizacija, u vezi s kojim je
Vije¢eministara Bosne i Hercegovine donijelo odluku da ne osiguravaju ili da viSe ne osiguravaju adekvatan nivo zastite licnih
podataka, objavljuju se u "Sluzbenom glasniku BiH" i na sluzbenoj internetskoj stranici Agencije.

Clan 48.
(Prijenos na koji se primjenjuju odgovarajuce zastitne mjere)

(1) Kontrolor podataka ili obradiva¢ moze prenijeti licne podatke u drugu drzavu, na dio njene teritorije, jedan ili vise
sektoraunutar te drzave ili u medunarodnu organizaciju za koju listom iz ¢lana 47. stav (8) ovog zakona nije utvrdeno
postojanje adekvatnog nivoa zastite licnih podataka samo ako je kontrolor podataka ili obradivac osigurao odgovarajuce
zaStitne mjere tih podataka i ako su nosiocu li¢nih podataka osigurana ostvariva prava i djelotvorna sudska zastita.

(2) Odgovarajuce zastitne mjere iz stava (1) ovog ¢lana mogu se, bez posebnog odobrenja Agencije, osigurati:
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a) pravnoobavezujuéim aktom sacinjenim izmedu javnih organa;
b) obavezujuéim poslovnim pravilima u skladu s ¢lanom 49. ovog zakona;

¢) odobrenim kodeksom ponasanja u skladu s ¢lanom 42. ovog zakona s obavezujuéim i izvrsnim obavezama
kontrolorapodataka ili obradivaca u drugoj drzavi za primjenu odgovarajucih zastitnih mjera, izmedu ostalog i u vezi s pravom
nosioca podataka ili

d) odobrenim postupkom certifikacije u skladu s ¢lanom 44. ovog zakona s obavezujuéim i izvrsnim obavezama
kontrolorapodataka ili obradivaca u drugoj drzavi za primjenu odgovarajucih zastitnih mjera, izmedu ostalog i u vezi s
pravima nosioca podataka.

(3) Odgovarajuce zastitne mjere iz stava (1) ovog ¢lana mogu se osigurati standardnim ugovornim klauzulama o zastitipodataka
koje donosi Agencija.

(4) Uz uslov da to odobri Agencija, odgovarajuée zastitne mjere iz stava (1) ovog ¢lana takoder mogu biti osigurane posebno:

a) ugovorom izmedu kontrolora podataka ili obradivaca i kontrolora podataka, obradivaca ili primaoca licnih podataka udrugoj
drzavi ili medunarodnoj organizaciji ili

b) odredbama koje se unose u sporazume izmedu javnih organa i koje sadrze provediva i djelotvorna prava nosioca podataka.

Clan 49.
(Obavezujuca poslovna pravila)

(1) Obavezujuca poslovna pravila odreduju najmanje:

a) strukturu i podatke za kontakt-grupe privrednih subjekata koji obavljaju zajednic¢ku privrednu djelatnost i svakog od
njihovih¢lanova;

b) prijenose podataka ili skupove prijenosa, uz navodenje kategorije licnih podataka, vrste obrade i njene svrhe,
kategorijenosilaca podataka i odredenja druge drzave ili drzava o kojima se radi;

¢) njihovu pravnoobavezujucu prirodu;

d) primjenu principa zastite podataka, a posebno ogranicenja svrhe, smanjenja kolic¢ine podataka, ogranicenja roka
cuvanja,kvaliteta podataka, tehnicke i integrirane zastite podataka, pravnog osnova obrade, obrade posebnih kategorija li¢nih
podataka, mjera za postizanje sigurnosti podataka i uslova u vezi s daljnjim prijenosom organima koji nisu obavezani
obavezujuéim poslovnim pravilima;

e) prava nosilaca podataka u vezi s obradom i nacine za ostvarenje tih prava, ukljucujuci i pravo da se na njih ne
primjenjujuodluke koje se zasnivaju isklju¢ivo na automatskoj obradi, $to ukljucuje i izradu profila u skladu s ¢lanom 24. ovog
zakona, pravo na prigovor Agenciji i pravo na sudsku zastitu, u skladu s ¢lanom 110. ovog zakona, a u odgovaraju¢im
sluc¢ajevima i pravo na naknadu Stete za krsenje obavezujucih poslovnih pravila;

f) da kontrolor podataka ili obradivac sa sjediStem ili poslovnim nastanom na teritoriji Bosne i Hercegovine prihvataodgovornost
za sva krSenja obavezujudih poslovnih pravila od bilo kojeg ¢lana koji nema sjediste ili poslovni nastan u Bosni i Hercegovini ili
je kontrolor podataka ili obradivac u cjelini ili djelimi¢no izuzet od odgovornosti ako dokaze da taj ¢lan grupe privrednih
subjekata nije odgovoran za dogadaj koji je uzrokovao Stetu;

g) na koji nacin se nosiocima podataka, osim informacija iz ¢l. 15. i 16. ovog zakona, pruzaju informacije o
obavezujuéimposlovnim pravilima, posebno o odredbama iz tac. d), e) i f) ovog stava;
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h) zadatke svakog sluzbenika za zastitu podataka imenovanog u skladu s ¢lanom 39. ovog zakona ili bilo kojeg drugog lica
ilisubjekta odgovornog za praéenje uskladenosti s obavezuju¢im poslovnim pravilima u grupi privrednih subjekata koji
obavljaju zajednicku privrednu djelatnost, kao i pracenje osposobljenosti i rjeSavanje prigovora; i) postupke povodom
prigovora;

j) mehanizme unutar grupe privrednih subjekata koji obavljaju zajednicku privrednu djelatnost, kojima se osigurava
provjerapostivanja obavezujucih poslovnih pravila, koji ukljucuju reviziju zastite podataka i metode za osiguravanje korektivnih
mjera za zastitu prava nosioca podataka. Rezultate takve provjere potrebno je saopditi licu ili subjektu iz tacke h) ovog stava i
upravljackom organu grupe privrednih subjekata koji obavljaju zajednicku privrednu djelatnost, a na zahtjev ih je potrebno
staviti na raspolaganje Agenciji;

k) mehanizme za izvjestavanje i vodenje evidencije o promjenama pravila i izvjeStavanje Agencije o tim promjenama;

[) mehanizam saradnje s Agencijom radi osiguravanja uskladenosti svakog clana grupe privrednih subjekata koji
obavljajuzajednicku privrednu djelatnost, prije svega tako Sto se Agenciji stave na raspolaganje rezultati provjera mjera iz
tacke j) ovog stava;

m) mehanizme za izvjeStavanje Agenciji o bilo kakvim pravnim obavezama koje se odnose na ¢lana grupe privrednih
subjekatakoji obavljaju zajednicku privrednu djelatnost i primjenjuju se u drugoj drzavi, a koje bi mogle znacajno negativno
uticati na garancije sadrzane u obavezujuc¢im poslovnim pravilima;

n) odgovarajuée osposobljavanje iz oblasti zastite licnih podataka za osoblje koje ima stalan ili redovan pristup li¢cnimpodacima.

(2) Agencija odobrava obavezujuéa poslovna pravila uz uslov da:

a) su pravnoobavezujuda i da se primjenjuju na svakog zainteresiranog clana odredene grupe privrednih
subjekata kojiobavljaju zajednicku privrednu djelatnost, $to ukljucuje i njihove zaposlene, te da ih oni izvrsavaju;

b) nosiocima podataka izricito daju provediva prava u vezi s obradom njihovih li¢nih podataka;c)
ispunjavaju uslove iz stava (1) ovog ¢lana.

(3) Agencija moze odrediti format i postupke razmjene informacija izmedu kontrolora podataka, obradivaca i Agencije za
obavezujuéa poslovna pravila u smislu ovog clana.

Clan 50.
(Prijenos ili otkrivanje podataka koji nisu dopusteni)

Svaka presuda suda, tribunala ili odluka upravnog organa druge drzave kojom se od kontrolora podataka ili obradivaca zahtijeva
prijenos ili otkrivanje licnih podataka moze biti priznata ili izvrSena samo ako se zasniva na medunarodnom sporazumu, kao sto
je sporazum o uzajamnoj pravnoj pomodi, izmedu druge drzave koja je podnijela zahtjev i Bosne i Hercegovine, ne dovodeci u
pitanje druge razloge za prijenos u skladu s ovim poglavljem.

Clan 51.
(Odstupanje u posebnim slucajevima)

(1) Prijenos ili skup prijenosa licnih podataka u drugu drzavu ili medunarodnu organizaciju, ako ne postoji odluka o adekvatnosti,
u skladu s ¢lanom 47. stav (3) ovog zakona ili odgovarajuce zastitne mjere u skladu s ¢lanom 48. ovog zakona, ukljucujudi i
obavezujuéa poslovna pravila iz ¢lana 49. ovog zakona, obavlja se samo uz jedan od sljedecih uslova:

a) nosilac podataka je izricito saglasan s predloZenim prijenosom, nakon $to je upoznat s mogudim rizicima takvih prijenosazbog
nepostojanja odluke o adekvatnosti i odgovarajucih zastitnih mjera iz ¢lana 48. ovog zakona;
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b) prijenos je neophodan za izvrSenje ugovora izmedu nosioca podataka i kontrolora podataka ili provodenje
predugovornihmjera na zahtjev nosioca podataka;

¢) prijenos je neophodan radi sklapanja ili izvrSenja ugovora sklopljenog u interesu nosioca podataka izmedu
kontrolorapodataka i drugog fizickog ili pravnog lica;

d) prijenos je neophodan iz vaznih razloga javnog interesa;
e) prijenos je neophodan za postavljanje, ostvarivanje ili odbranu pravnih zahtjeva;

f) prijenos je neophodan za zastitu kljucnih interesa nosioca podataka ili drugih lica ako nosilac podataka fizicki ili pravno
nijesposoban dati saglasnost;

g) prijenos se vrsi iz registra, koji prema pravnim propisima u Bosni i Hercegovini sluzi za pruzanje informacija javnosti i koji
jedostupan na uvid javnosti ili bilo kojem licu koje moze dokazati postojanje legitimnog interesa, ali samo u mjeri u kojoj su
ispunjeni uslovi propisani posebnim zakonom za uvid u tom posebnom slucaju.

(2) Prijenos ili skup prijenosa li¢nih podataka u drugu drzavu ili medunarodnu organizaciju, u slu¢aju kada osnov za prijenos
nemogu biti ¢l. 47. ili 48. ovog zakona, ukljucujudi i obavezujuca poslovna pravila iz ¢lana 49. ovog zakona, i kada se ne
primjenjuje nijedno odstupanje u posebnim slucajevima iz stava (1) ovog ¢lana, moze se izvrsiti samo ako se prijenos ne
ponavlja, ako se odnosi samo na ogranicen broj nosilaca podataka i ako je neophodan za potrebe vaznih, legitimnih interesa
kontrolora podataka nad kojima ne prevladavaju interesi ili prava i slobode nosioca podataka, a kontrolor podataka je
procijenio sve okolnosti prijenosa podataka i na osnovu te procjene je predvidio odgovarajuce zastitne mjere u vezi sa
zaStitom licnih podataka. Kontrolor podataka o prijenosu obavjestava Agenciju. Uz informacije iz ¢l. 15. i 16. ovog zakona,
kontrolor podataka obavjeStava nosioca podataka o prijenosu i o vaznim legitimnim interesima.

(3) Prijenos na osnovu stava (1) tacke g) ovog clana ne ukljucuje licne podatke u cjelini ni cijele kategorije licnih
podatakasadrzanih u registru. Kada je registar namijenjen za uvid licima koja imaju legitiman interes, prijenos se obavlja samo

ako to zahtijevaju ta lica ili ako su oni primaoci.

(4) Na aktivnosti koje obavljaju javni organi prilikom izvrSavanja svojih javnih ovlastenja ne primjenjuju se stav (1) tac. a), b) i ¢) i
stav (2) ovog clana.

(5) Javni interes iz stava (1) tacke d) ovog ¢lana mora biti propisan zakonom koji se primjenjuje na kontrolora podataka.

(6) Ako nije donesena odluka o adekvatnosti, iz vaznih razloga javnog interesa posebnim propisom mogu biti izri¢itopropisana
ogranicenja prijenosa odredenih kategorija licnih podataka drugoj drzavi ili medunarodnoj organizaciji.

(7) Kontrolor podataka ili obradiva¢ dokumentira procjenu, kao i odgovarajuée zastitne mjere iz st. (1) i (2) ovog clana,
uevidencijama iz ¢lana 32. ovog zakona.

POGLAVLJE V. POSEBNI SLUCAJEVI OBRADE

Clan 52.
(Obrada licnog podatka i sloboda izrazavanja i informiranja)

(1) Obrada licnih podataka prilikom koristenja prava na slobodu izrazavanja i informiranja, $to ukljucuje obradu iskljucivo
unovinarske svrhe, u svrhe akademskog, umjetnickog ili knjizevnog izrazavanja, obavlja se u skladu s posebnim propisima.
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(2) Posebnim propisima iz stava (1) ovog ¢lana utvrduju se izuzeci ili odstupanja od primjene Poglavlja I, Poglavlja Il,
Poglavljalll, Poglavlja IV, Poglavlja V. ovog dijela i DIJELA CETVRTOG ovog zakona, ako su takvi izuzeci ili odstupanja potrebni da
se uskladi pravo na zastitu li¢cnih podataka sa slobodom izrazavanja i informiranja.

Clan 53.
(Obrada liénog podatka i javni pristup sluzbenim dokumentima)

(1) Javni organ i nadlezni organ, u skladu sa zakonom koji se primjenjuje na taj organ, mogu u javnom interesu otkriti
licnepodatke iz sluzbenih dokumenata kojima raspolazu, kako bi se javni pristup sluzbenim dokumentima uskladio s pravom
na zastitu li¢nih podataka u skladu s ovim zakonom.

(2) Ovaj zakona primjenjuje se prilikom primjene propisa o slobodi pristupa informacijama u Bosni i Hercegovini.

Clan 54.
(Obrada jedinstvenog mati¢nog broja fizickog lica)

(1) Posebni uslovi za obradu jedinstvenog mati¢nog broja fizickog lica ili bilo kojeg drugog identifikatora opce
primjenepropisuju se posebnim zakonom.

(2) Jedinstveni maticni broj fizickog lica ili bilo koji drugi identifikator opée primjene iz stava (1) ovog ¢lana obraduje se
samouz primjenu odgovarajuéih zastitnih mjera u vezi s pravima i slobodama nosioca podataka u skladu s ovim zakonom.

Clan 55.
(Obrada li¢nih podataka u kontekstu zaposlenja)

(M Posebnim zakonom ili kolektivnim ugovorom preciziraju se pravila s ciljem osiguravanja zastite prava i sloboda u vezi
sobradom licnih podataka u kontekstu zaposlenja, posebno za potrebe zaposljavanja, izvrSenja ugovora o radu, ukljucujudi i
izvrSavanje obaveza propisanih zakonom ili kolektivnim ugovorima, za potrebe upravljanja, planiranja i organizacije rada,
jednakosti i razlicitosti na radnom mjestu, zdravstva i sigurnosti na radu, zastite imovine poslodavca ili klijenta i za potrebe
individualnog ili kolektivnog ostvarivanja i uzivanja prava i pogodnosti iz radnog odnosa, kao i za potrebe prestanka radnog
odnosa.

() Pravila iz stava (1) ovog ¢lana ukljucuju prikladne i posebne mjere za zastitu ljudskog dostojanstva nosioca
podataka,njegovih legitimnih interesa i osnovnih prava, posebno u vezi s transparentnosc¢u obrade, prijenosom li¢nih podataka
unutar grupe privrednih subjekata ili grupe privrednih subjekata koji obavljaju zajednicku privrednu djelatnost, kao i sistemom
pracenja na radnom mjestu.

Clan 56.
(Zastitne mjere i odstupanja u vezi s obradom licnog podatka u svrhu arhiviranja u javnom interesu, u svrhu naucnog ili
historijskog istrazivanja ili u statisticke svrhe)

(1) Na obradu li¢cnih podataka u svrhu arhiviranja u javnhom interesu, u svrhu nau¢nog ili historijskog istrazivanja ili u
statistickesvrhe primjenjuju se odgovarajuce zastitne mjere u skladu s ovim zakonom u pogledu prava i sloboda nosioca
podataka.

(2) Zastitnim mjerama iz stava (1) ovog ¢lana osigurava se primjena tehnickih i organizacionih mjera, posebno onih kojima
segarantira primjena principa smanjenja opsega podataka, koje mogu ukljucivati pseudonimizaciju, ako se svrhe mogu ostvariti
tako.

(3) Ako se svrhe iz stava (1) ovog ¢lana mogu postiéi daljnjom obradom koja ne omogudava ili vise ne
omogucavaidentifikaciju nosioca podataka, te svrhe se ostvaruju na taj nacin.

www.sluzbenilist.ba/page/akt/aCRNhOohz4nh78h77P7BE= 32/62



3/7/25, 9:16 AM Sluzbeni List- Pregled Dokumenta

4) Ako se li¢ni podaci obraduju u svrhu nauc¢nog ili historijskog istrazivanja ili u statisticke svrhe, samo se posebnim
zakonommogu predvidjeti odstupanja od prava navedenih iz ¢l. 17, 18, 20. i 23. ovog zakona, uz primjenu uslova i mjera zastite
iz stava (1) ovog clana, ako je vjerovatno da bi ta prava mogla sprijeciti ili ozbiljno ugroziti ostvarivanje tih posebnih svrha, pa su
takva odstupanja neophodna za njihovo postizanje.

(5) Ako se li¢ni podaci obraduju u svrhu arhiviranja u javnom interesu, samo se posebnim zakonom mogu
predvidjetiodstupanja od prava navedenih u ¢l. 17, 18, 20, 21, 22. i 23. ovog zakona, uz primjenu uslova i mjera zastite iz stava (1)
ovog Clana, ako je vjerovatno da bi ta prava mogla sprijeciti ili ozbiljno ugroziti ostvarivanje te posebne svrhe, pa su takva
odstupanja neophodna za njeno postizanje.

(6) Ako obrada iz st. (2) i (3) ovog ¢lana istovremeno sluzi i drugoj svrsi, odstupanja se primjenjuju samo za obradu u
svrhekoje su navedene u tim stavovima.

€lan 57.
(Videonadzor)

(1) Pracenje odredenog prostora putem videonadzora dopusteno je samo ako je to nuzno za zastitu lica i imovine i ako
neprevladaju interesi nosioca podataka.

(2) Videonadzorom mogu biti obuhvaéeni samo prostori ili dijelovi prostora ciji je nadzor nuzan radi postizanja svrhe iz stava

(1) ovog clana.

(3) Uspostavljanje videonadzora javno dostupnih objekata velikih povrsina, kao $to su sportski objekti, zabavni centri,
trznicentri ili parkiralista, ili vozila javnog prijevoza, dopusteno je iskljucivo s ciljem zastite zivota, zdravlja i slobode lica te
imovine.

4) Kontrolor podataka koji obavlja videonadzor duzan je donijeti odluku koja ée sadrzavati pravila obrade s ciljem
postivanjaprava na zastitu privatnosti i licnog zivota nosioca podataka, ako videonadzor nije propisan zakonom.

(5) Kontrolor podataka ili obradivac¢ duzan je na vidnom mjestu istaci oznaku o videonadzoru. Oznaka o videonadzoru
sadrzisljedeée informacije: da je prostor pod videonadzorom, podatke o kontroloru podataka, odnosno obradivacu i
kontaktpodatke putem kojih nosilac podataka moze ostvariti svoja prava. Oznaka treba biti vidljiva najkasnije prilikom ulaska u
vidokrug snimanja.

(6) Kontrolor podataka ili obradivac duzan je da, kod sistema videonadzora javno dostupnih objekata iz stava (3) ovog
¢lana,biljezi zapise o upotrebi sistema i da ih cuva najmanje 12 mjeseci. Zapisi omogucavaju da se utvrdi datum i vrijeme te
identitet lica koje je izvrsilo uvid u sistem videonadzora.

(7) Za uspostavljanje videonadzora u stambenim, odnosno poslovno-stambenim zgradama potrebna je saglasnost
suvlasnikakoji ¢ine najmanje 2/3 suvlasnickih dijelova. Videonadzorom se moze obuhvatiti samo pristup ulasku i izlasku iz
stambene zgrade, te zajednicke prostorije u stambenim zgradama.

(8) Praéenje javnih prostora putem videonadzora u svrhe iz ¢lana 1. stav (1) tacka c) ovog zakona dopusteno je samo ako je
topropisano posebnim zakonom.

Clan 57a.
(Obrada biometrijskih podataka u svrhu sigurne identifikacije)

(1) Obrada biometrijskih podataka moze se provoditi samo ako je propisana zakonom ili ako je nuzna za zastitu lica,
imovine klasificiranih podataka, poslovnih tajni ili za pojedinacnu i sigurnu identifikaciju korisnika usluga, uzimajuéi u obzir da ne
prevladavaju interesi nosioca podataka koji su u suprotnosti s obradom biometrijskih podataka iz ovog ¢lana.
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(2) Pravni osnov za obradu biometrijskih podataka nosioca podataka radi sigurne identifikacije korisnika usluga izricita
jesaglasnost takvog nosioca podataka data u skladu s odredbama ovog zakona.

Clan 57b.
(Obrada biometrijskih podataka u sluzbenim prostorijama)

Dopustena je obrada biometrijskih podataka zaposlenika u svrhu evidentiranja radnog vremena i radi ulaska i izlaska iz sluzbenih
prostorija, ako je propisano zakonom ili ako se takva obrada provodi kao alternativa drugom rjesenju za evidentiranje radnog
vremena ili ulaska i izlaska iz sluzbenih prostorija, uz uslov da je zaposlenik dao izricitu saglasnost za takvu obradu biometrijskih
podataka u skladu s odredbama ovog zakona.

Clan 58.
(Postojeca pravila o zastiti licnih podataka crkava i vjerskih zajednica)

(1) Ako crkve i vjerske zajednice primjenjuju sveobuhvatna pravila u vezi s obradom li¢nih podataka, ta postojeca pravila
moguse i dalje primjenjivati uz uslov da se usklade s ovim zakonom.

) Crkve i vjerske zajednice koje primjenjuju sveobuhvatna pravila nadzire Agencija, osim ako crkva ili vjerska zajednica
neformira poseban nezavisan nadzorni organ, uz uslov da ispunjava uslove utvrdene u DIJELU CETVRTOM ovog zakona.

Clan 59.
(Obaveza ¢uvanja profesionalne tajne)

(1) Posebnim propisom moze se utvrditi ograni¢enje Agencije iz ¢lana 103. stav (1) tac. f) i g) u vezi s kontrolorom podataka
iliobradivacem koji, na osnovu posebnog propisa koji je donio nadlezni organ, podlijezu obavezi profesionalne tajne i drugim
jednakovrijednim obavezama tajnosti, ako je to nuzno i razmjerno kako bi se uskladilo pravo na zastitu licnih podataka s
obavezom tajnosti.

(2) Poseban propis iz stava (1) ovog ¢lana primjenjuje se samo na licne podatke koje je kontrolor podataka ili obradivac
dobiokao rezultat ili primio tokom aktivnosti koja je obuhvacena obavezom tajnosti.

DIO TRECI - OBRADA LIENOG PODATKA OD NADLEZNOG ORGANA KAO KONTROLORA PODATAKA U SVRHU
SPRECAVANVJA, ISTRAGE | OTKRIVANJA KRIVICNIH DJELA ILI GONJENJA POCINILACA KRIVICNIH DJELA, 1ZVRSAVANJE
KRIVIENI

Clan 60.
(Principi obrade licnih podataka od nadleznog organa)

(1) Principi obrade li¢nih podataka od nadleznog organa su:

a) zakonitost i pravi¢nost;

b) ogranicenje svrhe — podaci moraju biti prikupljeni u posebne, izricite i zakonite svrhe te se dalje ne smiju obradivatina nacin
koji nije u skladu s tim svrhama;

€) smanjenje obima podataka — podaci moraju biti primjereni, relevantni i ograniceni na ono $to je neophodno u svrheu koje se
obraduju;

d) tacnost — podaci moraju biti tacni i prema potrebi azurirani, moraju se preduzeti sve razumne mjere kako bi seosiguralo da
licni podaci koji nisu tacni, imajudi u vidu svrhe u koje se obraduju, budu bez odgadanja izbrisani ili ispravljeni;
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e) ogranicenje cuvanja — podaci moraju biti ¢uvani u formi koja omogucava identifikaciju nosioca podataka, i to neduze nego sto
je potrebno u svrhe u koje se podaci obraduju;

f) cjelovitost i povjerljivost — podaci moraju biti obradivani tako da se osigura odgovarajuéa sigurnost licnih podataka,ukljucujuci
i zastitu od neovlastene ili nezakonite obrade i od slu¢ajnog gubitka, unistenja ili ostecenja primjenom odgovarajucih tehnickih

ili organizacionih mjera.

(2) Obrada koju radi isti ili neki drugi nadlezni organ u svrhu iz ¢lana 1. stav (1) tacka c) ovog zakona razlic¢itu od one za koju su
licni podaci prikupljeni dopustena je ako je:

a) nadlezni organ ovlasten za obradu takvih li¢nih podataka u takvu svrhu u skladu s posebnim propisom ili

b) obrada neophodna i proporcionalna drugoj zakonitoj svrsi.

(3) Obrada koju radi isti ili neki drugi nadlezni organ moze ukljucivati arhiviranje u javnom interesu, u nauc¢ne,statisticke ili
historijske svrhe, za svrhe iz ¢lana 1. stav (1) tacka c) ovog zakona, uz preduzimanje odgovarajucih zastitnih mjera u vezi s

pravima i slobodama nosioca podataka.

4) Nadlezni organ odgovoran je za uskladenost sa st. (1), (2) i (3) ovog ¢lana i mora biti u moguénosti dokazati
tuuskladenost.

Clan 61.
(Rok za ¢uvanje i brisanje licnog podatka)

(1) Rok za brisanje li¢nih podataka ili za periodi¢no preispitivanje potrebe njihovog ¢uvanja propisuje se posebnimzakonom.
(2) Nadlezni organi duzni su uspostaviti pravila i procedure kojima se osigurava postivanje roka iz stava (1) ovog ¢lana.

Clan 62.
(Razlika izmedu razlicitih kategorija nosilaca podataka)

Nadlezni organ duzan je, prema potrebi i ako je to moguce, napraviti jasnu razliku izmedu licnih podataka razlicitih kategorija
nosilaca podataka, kao sto je:

a) lice za koje postoji osnov sumnje da je izvrsilo ili namjerava izvrsiti krivicno djelo; b) lice
osudeno za krivicna djela;

Q) lice koje je zrtva krivicnog djela ili lice u pogledu kojeg postoje odredene cinjenice koje daju osnov za sumnju da bito
lice moglo biti zrtva krivicnog djela;

d) lice koje se dovodi u vezu s krivicnim djelom, kao $to je lice koje se moze pozvati da svjedodi u istragama ilinaknadnom
krivicnom postupku, lice koje moze dati informacije o krivi¢nim djelima ili lice za kontakt ili saradnici lica iz tac. a) i b) ovog stava.

Clan 63.
(Razlika izmedu li¢nih podataka i provjera kvaliteta liénih podataka)
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(1) Nadlezni organ duzan je utvrditi mehanizam kojim ée se osigurati da se li¢ni podaci zasnovani na cinjenicamarazlikuju,
Sto je vise moguce, od li¢nih podataka zasnovanih na li¢nim procjenama.

(2) Nadlezni organ duzan je preduzeti sve razumne mjere kako bi osigurao da se li¢ni podaci koji su netacni, nepotpuniili
neazurirani ne prenose niti stavljaju na raspolaganje. Nadlezni organ, ako je to moguce, provjerava kvalitet licnih podataka prije
njihovog prenosenja ili stavljanja na raspolaganje. Prilikom svakog prenosenja li¢nih podataka, sto je viSe moguce, dostavljaju se
neophodne informacije nadleznom organu, koji je podatke dobio, omogucava se ocjena stepena tacnosti, potpunosti i
pouzdanosti li¢nih podataka, kao i u kojoj su mjeri azurirani.

(3) Ako se utvrdi da su preneseni netacni licni podaci ili da su li¢ni podaci preneseni nezakonito, nadlezni organ morabez
odgadanja o tome obavijestiti primaoca. U tom slucaju li¢ni podaci moraju se ispraviti ili brisati ili obradu ograniciti u skladu s
¢lanom 72. ovog zakona.

Clan 64.
(Zakonitost obrade licnog podatka od nadleznog organa)

(M Obrada li¢nih podataka koju obavlja nadlezni organ zakonita je samo ako je nuzna i samo u onoj mjeri u kojoj jenuzna
za obavljanje poslova nadleznog organa u svrhe iz ¢lana 1. stav (1) tacka c) ovog zakona i ako je propisana posebnim zakonom.

(2) Posebni zakon iz stava (1) ovog ¢lana propisuje najmanje ciljeve obrade, licne podatke koji se obraduju i svrheobrade.

Clan 65.
(Posebni uslovi obrade)

(1) Li¢ni podaci koje nadlezni organi prikupljaju za svrhe utvrdene u ¢lanu 1. stav (1) tacka c) ovog zakona ne smiju
seobradivati u druge svrhe, osim ako je takva obrada propisana posebnim zakonom i u tom slucaju ne primjenjuju se odredbe
ovog dijela zakona.

(2) Ako je posebnim zakonom nadleznom organu povjereno obavljanje poslova drugacijih od onih koje obavljaju usvrhe iz
¢lana 1. stav (1) tacka c) ovog zakona, u tom slucaju ne primjenjuju se odredbe ovog dijela zakona, izmedu ostalog i za svrhu
arhiviranja u javnom interesy, ili u svrhu nau¢nog ili historijskog istrazivanja ili u statisticke svrhe.

(3) Ako su posebnim zakonom, koji se odnosi na nadlezni organ koji prenosi podatke, propisani posebni uslovi zaobradu,
nadlezni organ koji prenosi te licne podatke primaocu duzan ga je obavijestiti o tim uslovima i o zahtjevima za njihovo

postivanje.

Clan 66.
(Obrada posebnih kategorija licnih podataka od nadleznog organa)

(1) Zabranjena je obrada li¢nih podataka koji otkrivaju rasno ili etnicko porijeklo, politicka misljenja, vjerska ilifilozofska
uvjerenja ili pripadnost sindikatu, kao i obrada genetskih podataka, biometrijskih podataka u svrhu jedinstvene identifikacije lica
ili podataka o zdravlju ili podataka o spolnom Zivotu ili seksualnoj orijentaciji lica.

(2) Izuzetno od stava (1) ovog ¢lana, obrada posebnih kategorija licnih podataka je dopustena iskljucivo ako je tonuzno,
pridrzavajuci se odgovarajucih zastitnih mjera u vezi s pravima i slobodama nosioca podataka:

a) ako je propisana posebnim zakonom;
b) radi zastite vitalnih interesa nosioca podataka ili drugog pojedinca ili
) ako se takva obrada odnosi na podatke za koje je ocito da ih je objavio nosilac podataka.
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Clan 67.
(Automatizirano pojedina¢no donosenje odluke od nadleznog organa)

(1) Nadleznom organu zabranjeno je donosenje odluke isklju¢ivo na osnovu automatizirane obrade, ukljucujudi iizradu
profila, koja proizvodi negativne pravne efekte za nosioca podataka ili na njega znacajno utice, osim ako je odobreno posebnim
zakonom koji propisuje odgovarajude zastitne mjere za prava i slobode nosioca podataka, najmanje prava na ucesée fizickog lica
u donosenju odluke.

(2) Odluka iz stava (1) ovog clana ne smije biti zasnovana na posebnim kategorijama licnih podataka iz ¢lana 66.
ovogzakona, osim ako su uspostavljene odgovarajuc¢e mjere zastite prava i sloboda i legitimnih interesa nosioca podataka.

(3) Nadleznom organu zabranjena je izrada profila koji dovodi do diskriminacije lica na osnovu posebnih kategorijali¢nih
podataka iz ¢lana 66. ovog zakona.

Clan 68.
(Obavjestavanje i nacin ostvarivanja prava nosilaca podataka)

(1) Nadlezni organ duzan je preduzeti sve odgovarajuce mjere kako bi se nosiocu podataka pruzile sve informacije iz¢lana 69.
ovog zakona te dala sva obavjestenja u vezi s ¢clanom 67, ¢l. 70. do 74. i ¢lanom 87. ovog zakona u vezi s obradom.

(2) Informacije iz stava (1) ovog ¢lana daju se u sazetoj, razumljivoj i lako dostupnoj formi, uz upotrebu jasnog ijednostavnog
jezika.

(3) Informacije iz stava (1) ovog ¢lana pruzaju se nosiocu podataka u formi u kojoj je zahtjev podnesen ili na nacin kojije istaknut
u zahtjevu, u roku od 30 dana od dana njegovog podnosenja.

(4) Nadlezni organ duzan je olaksati ostvarivanje prava nosioca podataka iz ¢lana 67, te ¢l. 70. do 74. ovog zakona.

(5) Nadlezni organ duzan je nosioca podataka pisanim putem obavijestiti o daljnjim radnjama u vezi s njegovimzahtjevom, bez
odgadanja.

(6) Nadlezni organ duzan je, bez naknade, pruziti informacije, odnosno preduzeti mjere, na osnovu ¢lana 69. ovogzakona, te sva
obavjestenja pruzena ili mjere preduzete na osnovu ¢lana 67, ¢l. 70. do 74. ovog zakona i ¢lana 87. ovog zakona.

(7) Ako je zahtjev nosioca podataka ocito neosnovan ili pretjeran, posebno zbog njegovog ucestalog ponavljanja,nadlezni organ
moze:

a) naplatiti naknadu stvarnih administrativnih troskova, kao $to su troskovi umnozavanja, skeniranja ili troskovi nosacapodataka,
kao i naknadu troskova dostave ili preduzimanja trazenih mjera ili

b) odbiti postupiti po zahtjevu.
(8) Teret dokazivanja ocite neosnovanosti ili pretjeranosti zahtjeva iz stava (7) ovog ¢lana je na nadleznom organu.

(9) Ako nadlezni organ ima opravdanu sumnju u vezi s identitetom fizi¢kog lica koje podnosi zahtjev iz ¢l. 70. ili 72.
ovog zakona, nadlezni organ moze zatraziti dodatne informacije neophodne za potvrdivanje identiteta nosioca podataka.

Clan 69.
(Informacije koje se stavljaju na raspolaganje ili ustupaju nosiocu podataka)
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(1) Nadlezni organ duzan je nosiocu podataka staviti na raspolaganje kao minimum sljedeée informacije: a) identitet
i kontakt-podatke nadleznog organa;

b) kontakt-podatke sluzbenika za zastitu li¢nih podataka, ako je primjenjivo;

) svrhu obrade li¢nih podataka;

d) o pravu na podnosenje prigovora Agenciji i kontakt-podacima Agencije ili tuzbe nadleznom sudu;

e) o postojanju prava da od nadleznog organa zatrazi pristup svojim licnim podacima, njihovu ispravku ili brisanje, iliogranicenje
obrade li¢nih podataka.

(2) Osim informacija iz stava (1) ovog ¢lana, radi ostvarivanja njegovih prava, nadlezni organ nosiocu podataka daje sljedece
dodatne informacije:

a) pravni osnov obrade li¢nih podataka;

b) rok u kojem ce se li¢ni podaci Cuvati ili, ako to nije mogudée, o kriterijima koriStenim za utvrdivanje tog roka;

) o kategorijama primalaca licnih podataka, ukljucujuci druge drzave ili medunarodne organizacije, ako jeprimjenjivo;

d) prema potrebi i dodatne informacije ako se li¢ni podaci prikupljaju bez znanja nosioca podataka.

(3) Posebnim zakonom mogu se propisati mjere za odgadanje, ogranicenje ili uskracivanje pruzanja informacija iz stava (2) ovog
¢lana nosiocu podataka u onoj mjeri i u onom trajanju u kojem takva mjera predstavlja potrebnu i proporcionalnu mjeru u
demokratskom drustvu, uz postivanje osnovnih prava i legitimnih interesa nosioca podataka, s ciljem da se:

a) sprijeCi ometanje sluzbenog i zakonom uredenog prikupljanja informacija, istraga ili postupaka;

b) izbjegne ometanje sprecavanja, istrage i otkrivanja krivi¢nih djela ili gonjenja pocinilaca krivi¢nih djela iliizvrSavanja krivicnih
sankcija;

) zastiti javna sigurnost;
d) zastiti drzavna sigurnost;
e) zastite prava i slobode drugih.

(4) Posebnim zakonom mogu se propisati kategorije obrade koje mogu u cjelini ili djelimi¢no biti obuhvacene bilo kojom od
tacaka iz stava (3) ovog ¢lana.

Clan 70.
(Pravo nosioca podataka na pristup licnom podatku kod nadleznog organa)

(1) Nadlezni organ duzan je, u roku od 30 dana od dana zaprimanja zahtjeva za pristup li¢cnim podacima, nosiocu podataka izdati
potvrdu o tome obraduje li njegove licne podatke te ako se takvi licni podaci obraduju, pristup licnim podacima i informacijama
o:

a) svrsi obrade i pravhom osnovu obrade;

b) kategoriji licnih podataka koji se obradujy;
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c) primaocu ili kategoriji primaoca kojem su li¢ni podaci otkriveni, posebno primaocu u drugoj drzavi ilimedunarodnoj
organizaciji;

d) predvidenom roku u kojem ¢e se li¢ni podaci Cuvati, ako je to moguce, ili, ako to nije moguce, kriterijima koristenimza
utvrdivanje tog roka;

e) postojanju prava da od nadleznog organa zatrazi ispravku ili brisanje svojih licnih podataka ili ogranic¢enje obradeli¢nih
podataka;

f) pravu na podnosenje prigovora Agenciji i kontakt-podacima Agencije ili tuzbe nadleznom sudu;
g) licnim podacima koji se obraduju i o svim dostupnim informacijama o izvoru li¢nih podataka.
(2) Potvrda iz stava (1) ovog ¢lana izdaje se u skladu s odredbama ¢lana 71. ovog zakona.

Clan 71.
(Ogranicenja prava pristupa licnom podatku)

(1) Posebnim zakonom koji se odnosi na nadlezni organ moze se nosiocu podataka u cjelini ili djelimi¢no ograniciti pravo
pristupa licnom podatku u onoj mjeri i u onom trajanju u kojem takvo djelimi¢no ili potpuno ogranicenje ¢ini neophodnu i
proporcionalnu mjeru u demokratskom drustvu, uz postivanje osnovnih prava i legitimnih interesa nosioca podataka, kako bi se:

a) sprijecilo ometanje sluzbenog ili zakonom uredenog prikupljanja informacija, istraga ili postupaka;

b) izbjeglo ometanje sprecavanja, istrage i otkrivanja krivicnih djela ili gonjenja pocinioca krivi¢nih djela ili izvrSavanjakrivi¢nih
sankcija;

) zastitila javna sigurnost;
d) zastitila drzavna sigurnost;
e) zastitila prava i slobode drugih.

(2) Posebnim zakonom mogu se odrediti kategorije obrade koje mogu u cjelini ili djelimicno biti obuhvacene bilokojom tackom
iz stava (1) ovog ¢lana.

(3) U slucajevima iz st. (1) i (2) ovog ¢lana, nadlezni organ duzan je, bez odgadanja, pisanim putem obavijestiti nosiocapodataka
o svakom odbijanju ili ogranicenju pristupa li¢cnim podacima te o razlozima odbijanja ili ogranicenja, osim ako bi pruzanje
takvih informacija dovelo u pitanje neku od svrha iz stava (1) ovog clana.

(4) Nadlezni organ duzan je obavijestiti nosioca podataka o mogucnosti podnosenja prigovora Agenciji ili tuzbenadleznom sudu.

(5) Nadlezni organ duzan je dokumentirati Cinjenicne ili pravne razloge na kojima se zasniva odluka.

(6) Dokumentacija iz stava (5) ovog ¢lana stavlja se Agenciji na raspolaganje.

Clan 72.
(Pravo na ispravku ili brisanje licnog podatka i ograni¢enje obrade od nadleznog organa)

(1) Nadlezni organ duzan je:
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a) bez nepotrebnog odgadanja, nosiocu podataka omoguciti ispravku netacnih licnih podataka koji se na njegaodnose.
Uzimajudi u obzir svrhe obrade podataka, nosilac podataka ima pravo dopuniti nepotpune licne podatke, izmedu ostalog i
davanjem dodatne izjave;

b) nosiocu podataka omogucditi brisanje licnih podataka, bez nepotrebnog odgadanja, ako se obradom krSe odredbecl. 60,
64. ili 66. ovog zakona, ili ako se li¢ni podaci moraju brisati radi postivanja pravne obaveze iz posebnog zakona; c) ograniciti

obradu ako:
1) nosilac podataka osporava tacnost licnih podataka, a njihovu tacnost ili netacnost nije moguce utvrditi ili

2) liéni podaci moraju biti sa¢uvani kao dokaz;

d) obavijestiti nosioca podataka prije uklanjanja ogranicenja obrade ako je obrada ograni¢ena na osnovu tacke c)alineje 1)
ovog stava;
e) pisanim putem obavijestiti nosioca podataka o svakom odbijanju ispravke ili brisanja li¢nih podataka ili

ogranicenjaobrade te o razlozima odbijanja. Posebnim zakonom koji se odnosi na nadlezni organ moze se nosiocu podataka
potpuno ili djelimi¢no ograniciti pravo pristupa u onoj mjeri i u onom trajanju u kojem takvo potpuno ili djelimi¢no ogranicenje
¢ini neophodnu i proporcionalnu mjeru u demokratskom drustvu, uz postivanje osnovnih prava i legitimnih interesa nosioca
podataka, kako bi se:

1) izbjeglo ometanje sluzbenog ili zakonom uredenog prikupljanja informacija, istraga ili postupaka,

2) izbjeglo ometanje sprecavanja, istrage i otkrivanja krivicnih djela ili gonjenja pocinioca djela ili izvrSavanja krivi¢nihsankcija,
3) zastitila javna sigurnost,

4) zastitila drzavna sigurnost i5) zastitila prava i slobode drugih;

f) obavijestiti nosioca podataka o moguénosti podnosenja prigovora Agenciji ili tuzbe nadleznom sudu;

g) o ispravci netacnih licnih podataka obavijestiti nadlezni organ od kojeg poti¢u netacni podaci.

(2) Nadlezni organ duzan je, ako su li¢ni podaci ispravljeni ili brisani, ili je obrada bila ogranicena na osnovu stava (1) tac. a), b) ili
c) ovog €lana, obavijestiti primaoca, a primaoci su duzni ispraviti ili obrisati licne podatke ili ograniciti obradu li¢nih podataka u

okviru svoje odgovornosti.

Clan 73.
(Ostvarivanje prava nosilaca podataka i provjera Agencije)

(1) Nadlezni organ duzan je obavijestiti nosioca podataka o moguénosti ostvarivanja prava putem prigovora Agencijiili
tuzbe nadleznom sudu.

(2) Ako je nosilac podataka nezadovoljan postupkom nadleznog organa, moze podnijeti prigovor Agenciji ili
tuzbunadleznom sudu, u slucajevima iz ¢lana 69. stav (3), ¢lana 71. stav (3) i ¢lana 72. stav (1) tacka d) ovog zakona.

(3) U slucaju iz stava (1) ovog ¢lana, Agencija je duzna obavijestiti nosioca podataka o tome da su izvrSene provjere inadzor
kao i o pravu na pravni lijek.

Clan 74.
(Prava nosioca podataka u krivicnim istragama i postupcima)
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Nosilac podataka ostvaruje prava iz ¢l. 69, 70. i 72. ovog zakona u skladu sa zakonima o krivicnim postupcima, ako su li¢ni podaci
sadrzani u sudskoj odluci ili evidenciji ili spisu predmeta obradeni tokom krivi¢nih istraga i postupaka.

Clan 75.
(Obaveza nadleznog organa)

(1) Nadlezni organ duzan je da primijeni odgovarajuée tehnicke i organizacione mjere imajuéi u vidu prirodu,
obim,okolnosti i svrhe obrade, kao i rizike razlicitih nivoa vjerovatnoce i ozbiljnosti za prava i slobode fizickih lica, kako bi
osigurao da se obrada obavlja u skladu s ovim zakonom i kako bi to mogao dokazati. Te mjere se prema potrebi preispituju i
azuriraju.

(2) Mijere iz stava (1) ovog ¢lana, ako su proporcionalne u odnosu na aktivnosti obrade, ukljucuju provodenjeodgovarajucih
politika zastite podataka od nadleznog organa.

Clan 76.
(Tehnicka i integrirana zastita licnog podatka od nadleznog organa)

(M Nadlezni organ duzan je, uzimajuéi u obzir najnovija dostignuéa i trosak provodenja kao i prirodu, obim, kontekst isvrhe
obrade, kao i rizike razlicitih nivoa vjerovatnoce i ozbiljnosti za prava i slobode lica koji proizlaze iz obrade podataka, i u vrijeme
odredivanja sredstava obrade i u vrijeme same obrade, primijeniti odgovarajuce tehnicke i organizacione mjere, poput
pseudonimizacije, za omogucavanje djelotvorne primjene principa zastite podataka, kao $to su smanjenje kolicine podataka te
ukljucivanje zastitnih mjera u obradu, kako bi se ispunili zahtjevi iz ovog zakona i zastitila prava nosioca podataka.

(2) Mijere iz stava (1) ovog ¢lana odnose se na koli¢inu prikupljenih licnih podataka, obim njihove obrade, rok
njihovogcuvanja i njihovu dostupnost, ¢ime se osigurava da li¢ni podaci nisu automatski, bez intervencije fizickog lica, dostupni
neograni¢enom broju lica.

Clan 77.
(Nadlezni organ kao zajednicki kontrolor podataka)

@) Ako dva ili vise nadleznih organa odrede svrhe i nacine obrade li¢nih podataka, smatra se da su zajednickikontrolori
podataka. Oni na transparentan nacin medusobnim sporazumom odreduju odgovornosti svakoga od njih s ciljem izvrSavanja
obaveza iz ovog zakona, posebno u vezi sa ostvarivanjem prava nosilaca podataka i duznostima svakoga od njih u vezi s
pruzanjem informacija iz ¢lana 69. ovog zakona, osim ako su odgovornosti nadleznih organa utvrdene zakonom koji se
primjenjuje na te nadlezne organe. Sporazumom se odreduje kontakt-tacka za nosioca podataka. Zakonom se moze odrediti koji
od zajednickih kontrolora podataka moze djelovati kao jedinstvena kontakttacka za ostvarivanje prava nosioca podataka.

(2) Nezavisno od uslova sporazuma iz stava (1) ovog ¢lana, nosilac podataka moze ostvarivati svoja prava iz ovogzakona u
odnosu sa svakim nadleznim organom i protiv svakog od njih.

Clan 78.
(Koristenje usluge obradivaca od nadleznog organa)

(1) Nadlezni organ koristi uslugu samo onog obradivaca koji moze u dovoljnoj mjeri osigurati provodenjeodgovarajucih
tehnickih i organizacionih mjera propisanih ovim zakonom.

(2) Koristenje usluge obradivaca od nadleznog organa ureduje se ugovorom ili drugim pravnim aktom kojim seureduju:
predmet, tehnicke i organizacione mjere propisane ovim zakonom, trajanje obrade, obim, sadrzaj i svrha obrade, vrsta li¢nih
podataka, kategorije nosilaca podataka te obaveze i prava nadleznog organa, kao i da obradivac: a) djeluje samo prema

uputstvima nadleznog organa;
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b) osigurava da su se lica ovlastena za obradu li¢nih podataka obavezala na postivanje povjerljivosti ili da podlijezuzakonskim
odredbama o povjerljivosti;

¢) bilo kojim odgovarajuéim sredstvom pomaze nadleznom organu osigurati uskladenost s odredbama o pravimanosioca
podataka;

d) prema izboru nadleznog organa, brise ili vraca nadleznom organu sve licne podatke nakon zavrSetka pruzanjausluge obrade
podataka te briSe postojece kopije, osim ako prema nekoj zakonskoj odredbi ne postoji obaveza cuvanja licnih podataka;

e) nadleznom organu stavlja na raspolaganje sve informacije potrebne za pridrzavanje odredbi ovoga ¢lana;
f) postuje odredbe stava (3) ovog ¢lana za angaziranje drugog obradivaca.
(3) Obradiva¢ ne moze koristiti uslugu drugog obradivaca bez prethodnog pisanog odobrenja nadleznog organa.

(4) Po zaprimanju odobrenja obradivac je duzan obavijestiti nadlezni organ o svim planiranim izmjenama u vezi skoristenjem
usluge drugih obradivaca.

(5) Nadlezni organ moze uskratiti saglasnost obradivacu za koristenje usluge drugog obradivaca.

(6) Ako obradivac utvrduje svrhe i nacine obrade krseci odredbe ovog zakona, taj obradiva¢ smatra se nadleznimorganom u vezi
s obradom koja mu je povjerena.

Clan 79.
(Obrada pod kontrolom nadleznog organa)

Lice koje djeluje pod kontrolom nadleznog organa ili obradivaca, a ima pristup licnim podacima, ne smije obradivati te podatke
bez naloga kontrolora podataka, osim kada je to propisano posebnim zakonom.

Clan 80.
(Evidencija o obradi od nadleznog organa)

(1) Nadlezni organ vodi evidenciju obrade za koju je odgovoran. Ta evidencija sadrzi sljedeée informacije:
a) naziv i kontakt-podatke nadleznog organa, zajednic¢kog nadleznog organa i sluzbenika za zastitu licnih podataka; b) svrhu
obrade;

c) kategoriju primaoca kome su li¢ni podaci otkriveni ili ¢e mu biti otkriveni, ukljucujuci primaoca u drugoj drzavi
ilimedunarodnoj organizaciji;

d) opis kategorije nosioca podataka i kategorije li¢nih podataka;

e) upotrebu izrade profila, ako je primjenjivo;

f) kategoriju prijenosa li¢nih podataka u drugu drzavu ili medunarodnu organizaciju, ako je primjenjivo;
g) pravni osnov za postupak obrade, ukljucujuéi prijenose, kojem su li¢ni podaci namijenjeni;

h) predvidene rokove za brisanje razlicitih kategorija licnih podataka, ako je moguce;

i) opdi opis tehnickih i organizaciono-sigurnosnih mjera iz ¢lana 85. stava (1) ovog zakona, ako je mogude.
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(2) Nadlezni organ osigurava da svaki obradivac vodi evidenciju svih kategorija aktivnosti obrade koje se obavljaju uime
kontrolora podataka, a koja sadrzi:

a) ime i kontakt-podatke jednog ili vise obradivaca i svakog kontrolora podataka u cije ime obradivac djeluje tesluzbenika za
zastitu podataka, ako je primjenjivo;

b) kategoriju obrade koja se provodi za svakog kontrolora podataka;

c) ako je primjenjivo, podatke o prijenosu li¢nih podataka u drugu drzavu ili medunarodnu organizaciju, ako za topostoji izricito
uputstvo kontrolora podataka, ukljucujuéi identifikaciju te druge drzave ili medunarodne organizacije;

d) ako je moguce, opdi opis tehnickih i organizaciono-sigurnosnih mjera iz ¢lana 85. stav (1) ovog zakona.
(3) Evidencija iz stava (1) ovog ¢lana mora biti u pisanoj formi, Sto ukljucuje elektronsku formu.
(4) Nadlezni organ na zahtjev Agencije, prilikom nadzora, stavlja evidenciju na uvid.

Clan 81.

(Zapisivanje)

(1) Nadlezni organ duzan je, kod automatiziranog sistema obrade licnih podataka, uspostaviti pristup sistemu kojiautomatski
biljezi najmanje sljedece informacije o: prikupljanju, izmjeni, izvrSsenom uvidu, otkrivanju, ukljucujuéi prijenose te kombiniranju
i brisanju. Zapisi o izvrSenom uvidu i otkrivanju omogudavaju da se utvrde obrazlozenje, datum i vrijeme takvih postupaka te,
ako je to mogude, identitet lica koje je izvrSilo uvid ili otkrilo licne podatke i identitet primaoca takvih li¢nih podataka.

(2) Zapis se upotrebljava samo u svrhe provjere zakonitosti obrade, samopradenja i osiguranja cjelovitosti i sigurnostilicnih
podataka te za krivi¢ne postupke.

(3) Nadlezni organ na zahtjev Agencije, prilikom nadzora, stavlja zapise na uvid.

Clan 82.
(Saradnja nadleznog organa i obradivaca s Agencijom)

Nadlezni organ i obradivac duzni su saradivati s Agencijom, na obrazloZen i na osnovu zakona opravdan zahtjev, pri izvrSavanju
njene nadleznosti.

Clan 83.
(Procjena uticaja na zastitu licnog podatka od nadleznog organa)

(1) Nadlezni organ prije obrade radi procjenu uticaja predvidenih postupaka obrade na zastitu licnih podataka ako
jevjerovatno da ce neka vrsta obrade, posebno primjenom novih tehnologija i uzimajuci u obzir prirodu, obim, kontekst i svrhe te
obrade, uzrokovati visoki rizik za prava i slobode lica.

(2) Procjena iz stava (1) ovog ¢lana mora sadrzavati najmanje op¢i opis predvidenih postupaka obrade, procjenu rizikaza
prava i slobode nosioca podataka, predvidene mjere za rizike, zastitne i sigurnosne mjere i mehanizme kako bi se osigurala
zastita licnih podataka i dokazala uskladenost s ovim zakonom, uzimajuci u obzir prava i legitimne interese nosioca podataka i
drugih ukljucenih lica.

Clan 84.
(Prethodno savjetovanje nadleznog organa s Agencijom)
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(1) Nadlezni organ ili obradivac duzan je da se savjetuje s Agencijom prije obrade li¢nih podataka koji ¢e biti ukljuceni u novu
zbirku li¢nih podataka ako:

a) procjena uticaja na zastitu podataka, kako je predvideno ¢lanom 83. ovog zakona, upucuje na to da bi obrada
moglauzrokovati visok rizik ako nadlezni organ ne preduzme mjere kako bi umanjio rizik ili

b) vrsta obrade, posebno ako se upotrebljavaju nove tehnologije, mehanizmi ili postupci, predstavlja visok rizik zaprava i
slobode nosioca podataka.

(2) Agencija moze utvrditi listu postupaka obrade za koje je potrebno obaviti prethodno savjetovanje u skladu sastavom (1)
ovog clana.
(3) Nadlezni organ duzan je Agenciji dostaviti procjenu uticaja na zastitu podataka na osnovu clana 83. ovog zakona ina

njen zahtjev pruziti sve ostale informacije pomocu kojih ¢e Agencija modi procijeniti uskladenost obrade te posebno rizike za
zastitu licnih podataka nosioca podataka i povezane zastitne mjere.

4) Agencija ¢e u roku od 42 dana od zaprimanja pisanog zahtjeva iz stava (1) ovog ¢lana pisanim putem dati
savjetnadleznom organu te moze iskoristiti bilo koje od svojih ovlastenja, ako smatra da bi se namjeravanom obradom iz stava
(1) ovog ¢lana krsile odredbe ovog zakona, posebno ako nadlezni organ nije u dovoljnoj mjeri utvrdio ili umanjio rizik.

(5) Rok iz stava (4) ovog ¢lana moze se, prema potrebi, produziti za 30 dana, uzimajuéi u obzir slozenost
namjeravaneobrade.
(6) Agencija u roku od 30 dana od zaprimanja zahtjeva obavjesStava nadlezni organ i, prema potrebi, obradivaca osvakom

produzenju i razlozima odgadanja.

(7) O prijedlogu zakona kojim se regulira obrada licnih podataka, a prije njegovog upucivanja u parlamentarnuproceduru,
predlagac se moze prethodno savjetovati s Agencijom.

Clan 85.
(Sigurnost obrade od nadleznog organa i obradivaca)

(1) Nadlezni organ i obradiva¢ duzni su, uzimajuci u obzir najnovija dostignuca, troskove provodenja, prirodu,
obim,kontekst i svrhe obrade, kao i rizike razli¢itih nivoa vjerovatnoce i ozbiljnosti za prava i slobode fizickih lica, primijeniti
odgovarajuce tehnicke i organizacione mjere kako bi se postigao odgovarajuéi nivo sigurnosti shodno riziku, posebno u vezi s
obradom posebnih kategorija licnih podataka.

(2) U vezi s automatiziranom obradom, nadlezni organ ili obradivac, nakon procjene rizika, duzan je uspostaviti mjerekoje
osiguravaju da se:

a) onemoguci neovlastenim licima pristup opremi koja se koristi za obradu;

b) sprijeci neovlasteno citanje, umnozavanje, mijenjanje ili uklanjanje nosaca podataka;

) sprijeci neovlasteno unosenje licnih podataka te neovlasteno pregledanje, mijenjanje ili brisanje ¢uvanih li¢nihpodataka;
d) sprijeci koriStenje sistema za automatsku obradu od neovlastenog lica upotrebom opreme za prijenos podataka;

e) lice koje je ovlasteno za koriStenje sistema za automatsku obradu ima pristup samo onim li¢cnim podacima na kojese odnosi
njegovo odobrenje za pristup;

f) moze provjeriti i utvrditi kome su li¢ni podaci preneseni, odnosno bi mogli biti preneseni ili u¢injeni dostupnimupotrebom
opreme za prijenos podataka;
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g) moze naknadno provjeriti, odnosno utvrditi koji su li¢ni podaci uneseni u sistem automatske obrade te ko ih je ikada unio;

h) sprijeci neovlasteno citanje, umnozavanje, mijenjanje ili brisanje li¢cnih podataka tokom prijenosa licnih podataka iliprijenosa
nosaca podataka;

i) omoguci ponovno uspostavljanje instaliranih sistema u slucaju prekida njihovog rada;

j) odrzava ispravna funkcija sistema, da se pojava greSaka u funkcioniranju sistema prijavi te da cuvani li¢ni podaci nemogu biti
ugrozeni zbog nedostataka u funkcioniranju sistema.

Clan 86.
(Obavjestavanje Agencije o povredi licnog podatka od nadleznog organa)

(1) Nadlezni organ duzan je u slucaju povrede licnih podataka, bez odgadanja, a najkasnije 72 sata nakon saznanja zapovredu,
obavijestiti Agenciju o povredi li¢nih podataka, osim ako povreda li¢nih podataka ne ugrozava prava i slobode fizickog lica.

(2) Obradivac je duzan u slucaju povrede li¢nih podataka, bez odgadanja, obavijestiti nadlezni organ, nakon $to saznaza povredu
licnih podataka.

(3) Ako obavjestavanje Agencije iz stava (1) ovog ¢lana nije izvrSeno u roku od 72 sata, mora se saciniti pisanoobrazlozenje s
navodenjem razloga za kasnjenje.

(4) Obavjestenje iz stava (1) ovog ¢lana sadrzi najmanje sljedeée informacije:

a) opis povrede licnih podataka, ukljucujuci, ako je moguce, kategorije i priblizan broj nosilaca podataka, kao ikategorije i
priblizan broj evidencija licnih podataka o kojima je rije¢;

b) ime i prezime i kontakt-podatke sluzbenika za zastitu podataka ili druge kontakt-tacke od koje se moze dobiti joSinformacija;
) opis vjerovatne posljedice povrede licnih podataka;

d) opis mjera koje je nadlezni organ preduzeo ili ¢ije je preduzimanje predlozio radi rjeSavanja problema povredeli¢nih podataka,
ukljucujuci prema potrebi i mjere za ublazavanje mogudih Stetnih posljedica.

(5) Informacije se mogu dostavljati u dijelovima, bez odgadanja, ako i u mjeri u kojoj nije mogucde istovremenodostaviti sve
informacije.

(6) Nadlezni organ dokumentira svaku povredu li¢nih podataka iz stava (1) ovog ¢lana, ukljucujuci i Cinjenice u vezi spovredom
licnih podataka, njene posljedice i mjere preduzete za popravljanje situacije.

(7) Dokumentacija iz stava (4) ovog ¢lana mora biti dostupna Agenciji s ciljem provjere primjene ovog clana.
(8) Nadlezni organ osigurava da se, u slucaju povrede licnih podataka koja ukljucuje licne podatke koje je preniokontrolor
podataka druge drzave ili koji su preneseni njemu, informacije iz stava (4) ovog ¢lana prenose kontroloru podataka te drzave

bez nepotrebnog odgadanja.

Clan 87.
(Obavjestavanje nosioca podatka o povredi licnog podatka)

(1) Ako je vjerovatno da ¢e povreda licnih podataka uzrokovati visok rizik za prava i slobode fizickog lica, nadlezniorgan, bez
odgadanja, obavjestava nosioca podataka o povredi licnih podataka.
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(2) U obavjestenju iz stava (1) ovog clana se jasnim i jednostavnim jezikom opisuje priroda povrede licnih podataka tese navode
najmanje informacije i mjere iz ¢lana 86. stav (4) tac. b), c) i d) ovog zakona.

(3) Obavjestavanje nosioca podataka nije obavezno ako je ispunjen jedan od sljededih uslova:

a) ako je nadlezni organ preduzeo odgovarajuce tehnicke i organizacione mjere zastite i te mjere su primijenjene nali¢ne
podatke u vezi s kojima je doslo do povrede licnih podataka, a prije svega mjere koje licne podatke c¢ine nerazumljivim licu koje
nije ovlasteno pristupiti im, kao $to je enkripcija;

b) ako je kontrolor podataka preduzeo naknadne mjere kojima se osigurava da vise nije vjerovatno da ¢e doci dovisokog
rizika za prava i slobode nosioca podataka;

C) ako bi to zahtijevalo neproporcionalan napor. U tom slucaju se objavljuje javno obavjestenje ili se preduzima slicnamjera
kojom se nosioci podataka obavjestavaju na jednako djelotvoran nadcin.

4) Ako nadlezni organ do tog trenutka nije obavijestio nosioca podataka o povredi li¢nih podataka, Agencija,
nakonrazmatranja stepena vjerovatnoce da c¢e povreda li¢nih podataka uzrokovati visok rizik, moze od njega zahtijevati da to
ucini ili moze zakljuciti da je ispunjen neki od uslova iz stava (3) ovog ¢lana.

(5) Obavjestavanje nosioca podataka moze se odgoditi, ograniciti ili uskratiti u skladu sa uslovima i na osnovu razlogaiz
¢lana 69. stav (3) ovog zakona.

Clan 88.
(Imenovanje sluzbenika za zastitu licnih podataka od nadleznog organa)

(1) Nadlezni organ duzan je imenovati sluzbenika za zastitu li¢nih podataka.

(2) Sudovi i drugi nezavisni pravosudni organi kada postupaju u okviru svoje pravosudne nadleznosti nisu duzniimenovati
sluzbenika za zastitu licnih podataka.

(3) Sluzbenik za zastitu licnih podataka imenuje se na osnovu njegovih stru¢nih kvalifikacija, a posebno stru¢nogznanja o pravu i
praksi iz oblasti zastite licnih podataka i sposobnosti obavljanja zadataka iz ¢lana 90. ovog zakona.

(4) Vise nadleznih organa moze imenovati jednog sluzbenika za zastitu licnih podataka, uzimajuci u obzir njihovuorganizacionu
strukturu i velicinu.

(5) Nadlezni organ duzan je objaviti kontakt-podatke sluzbenika za zastitu licnih podataka i saopciti ih Agenciji.

Clan 89.
(Radno mjesto sluzbenika za zastitu licnih podataka nadleznog organa)

(M Nadlezni organ duzan je osigurati da sluzbenik za zastitu li¢nih podataka bude na odgovarajuéi nacin iblagovremeno
ukljucen u sva pitanja koja se ticu zastite licnih podataka.

(2) Nadlezni organ duzan je podrzavati sluzbenika za zastitu licnih podataka u izvrSavanju zadataka pruzajuc¢i mupotrebna
sredstva za izvrSavanje tih zadataka i pristup licnim podacima i postupcima obrade, kao i za odrzavanje njegovog stru¢nog
znanja.

Clan 90.
(Zadaci sluzbenika za zastitu licnih podataka nadleznog organa)

Nadlezni organ sluzbeniku za zastitu licnih podataka povjerava najmanje sljedeée zadatke:
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a) informiranost i savjetovanje nadleznog organa i zaposlenih koji rade obradu o njihovim obavezama iz ovog zakona idrugih
zakona kojima se propisuje zastita licnih podataka;

b) pradenje primjene ovog zakona i drugih zakona kojima se propisuje zastita licnih podataka, kao i politika nadleznogorgana u
vezi sa zastitom licnih podataka, ukljucujuci i podjelu odgovornosti, podizanje svijesti i osposobljavanje zaposlenih koji
ucestvuju u radnjama obrade, kao i s tim povezanim revizijama;

C) pruZanje savjeta, kada je to zahtijevano, u vezi s procjenom uticaja na zastitu licnih podataka i praéenje njenogizvrsavanja u
skladu s ¢lanom 83. ovog zakona;

d) saradnju s Agencijom;

e) djelovanje kao kontakt-tacka za Agenciju o pitanjima koja se ticu obrade, $to ukljucuje i prethodno savjetovanje iz¢lana 84.
ovog zakona te savjetovanje, po potrebi, o svim drugim pitanjima.

Clan 91.
(Opdi principi prijenosa licnog podatka u drugu drzavu ili medunarodnu organizaciju od nadleznog organa)

(1) Nadlezni organ duzan je svaki prijenos licnih podataka koji se obraduju ili su namijenjeni za obradu nakon prijenosa u drugu
drzavu ili medunarodnu organizaciju, ukljucujuci daljnji prijenos u jo$ jednu drugu drzavu ili medunarodnu organizaciju, izvrSavati
pridrzavajuci se odredbi ovog dijela zakona, samo ako su ispunjeni sljedeci uslovi, i to:

a) prijenos je neophodan u svrhe utvrdene u ¢lanu 1. stav (1) tacka c) ovog zakona;

b) licni podaci prenose se nadleznom organu u drugoj drzavi ili medunarodnoj organizaciji, koji predstavlja javni organnadlezan
za potrebe iz ¢lana 1. stav (1) tacka c) ovog zakona;

) ako su li¢ni podaci preneseni ili stavljeni na raspolaganje iz druge drzave, ta je drzava dala prethodno odobrenje zaprijenos u
skladu sa svojim pravom;

d) ako je Vijece ministara Bosne i Hercegovine, na prijedlog Agencije, donijelo odluku o adekvatnosti iz ¢lana 92. stav(3) ovog
zakona ili ako Vijece ministara Bosne i Hercegovine nije donijelo odluku o adekvatnosti iz ¢lana 92. stav (3) ovog zakona,
moraju biti osigurane ili postoje odgovarajuce zastitne mjere iz ¢lana 93. ovog zakona ili ako Vije¢e ministara Bosne i
Hercegovine nije donijelo odluku o adekvatnosti iz ¢lana 92. stav (3) ovog zakona i nisu osigurane ili ne postoje odgovarajuce
zaStitne mjere iz ¢lana 93. ovog zakona, primjenjuju se odstupanja za posebne situacije iz ¢lana 94. ovog zakona;

e) u slucaju daljnjeg prijenosa u jo$ jednu drugu drzavu ili medunarodnu organizaciju, nadlezni organ koji je izvrSioprvi prijenos
ili drugi nadlezni organ u Bosni i Hercegovini moze, nakon $to je uzeo u obzir sve relevantne cinjenice, ukljucujuci ozbiljnost
krivicnog djela, svrhu u koju su li¢ni podaci prvo preneseni i nivo zastite li¢nih podataka u drugoj drzavi ili medunarodnoj
organizaciji, odobriti daljnji prijenos.

(2) Nadleznom organu dopusten je prijenos, bez prethodnog odobrenja druge drzave, u skladu sa stavom (1) tacka c) ovog
¢lana, izuzetno, ako je prijenos li¢nih podataka potreban za sprecavanje neposredne i ozbiljne prijetnje javnoj sigurnosti Bosne i
Hercegovine ili druge drzave ili bitnim interesima Bosne i Hercegovine, a prethodno odobrenje se ne moze blagovremeno dobiti.

(3) Nadlezni organ duzan je obavijestiti organ u drugoj drzavi, odgovoran za izdavanje prethodnog odobrenja, oslucaju iz
stava (2) ovog ¢lana.

4) Sve odredbe u vezi s prijenosom licnih podataka u drugu drzavu ili medunarodnu organizaciju primjenjuju se kakobi se
osiguralo da se ne ugrozi nivo zastite fizickih lica koji je zagarantiran ovim dijelom zakona.

Clan 92.
(Prijenos od nadleznog organa na osnovu odluke o adekvatnosti)
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(1) Prijenos licnih podataka u drugu drzavu ili medunarodnu organizaciju moze se vrsiti ako Vije¢e ministara Bosne iHercegovine
odluci da druga drzava, teritorija, ili jedan ili vise konkretnih sektora unutar te druge drzave, ili medunarodna organizacija
osigurava adekvatan nivo zastite, i u tom slucaju takav prijenos ne zahtijeva posebno odobrenje.

(2) Smatra se da je adekvatan nivo zastite iz stava (1) ovog ¢lana osiguran u drzavi, dijelovima njene teritorije, ilijednom ili vise
sektora u toj drzavi, medunarodnoj organizaciji, za koje je od Evropske unije utvrdeno da osiguravaju adekvatan nivo zastite
licnih podataka.

(3) Odluku o adekvatnosti nivoa zastite licnih podataka iz stava (1) ovog ¢lana donosi Vije¢e ministara Bosne iHercegovine na
prijedlog Agencije.

(4) Agencija priprema prijedlog odluke iz stava (3) ovog ¢lana uzimajuéi u obzir:

a) vladavinu prava, postivanje ljudskih prava i osnovnih sloboda, relevantno opce i sektorsko zakonodavstvo, Stoukljucuje
zakonodavstvo o javnoj sigurnosti, odbrani, drzavnoj sigurnosti, krivicno pravo i pristup javnih organa licnim podacima, kao i
primjenu tog zakonodavstva, pravila o zastiti licnih podataka, pravila struke i mjere sigurnosti, Sto ukljucuje pravila za daljnji
prijenos licnih podataka u jo$ jednu drugu drzavu ili medunarodnu organizaciju, koja se postuju u toj drugoj drzavi ili
medunarodnoj organizaciji, sudsku praksu, kao i postojanje djelotvornih i provedivih prava nosilaca podataka i efikasnu upravnu i
sudsku zastitu nosilaca podataka;

b) postojanje i efikasno funkcioniranje jednog ili vise nezavisnih nadzornih organa u drugoj drzavi ili organa kojempodlijeze
medunarodna organizacija, odgovornih za osiguravanje i provodenje pravila o zastiti podataka, $to ukljucuje adekvatna izvr$na
ovlastenja za pruzanje pomodi nosiocima podataka u ostvarivanju njihovih prava, kao i za saradnju s

Agencijom;

C) medunarodne obaveze koje je druga drzava ili medunarodna organizacija preuzela ili druge obaveze koje proizlazeiz
pravnoobavezujucih konvencija ili instrumenata, kao i iz njenog ucesca u multilateralnim ili regionalnim organizacijama, posebno
u vezi sa zastitom li¢nih podataka.

(5) Agencija kontinuirano prati stanje u oblasti zastite licnih podataka u drugoj drzavi, dijelu njene teritorije, jednomili vise
sektora unutar te drzave ili medunarodnoj organizaciji i o tome po potrebi izvjesStava Vijece ministara Bosne i Hercegovine.

(6) Izvjestaj iz stava (5) ovog ¢lana ukljucuje dostupne informacije i informacije prikupljene od medunarodnihorganizacija,
koje su znacajne za preispitivanje postojanja adekvatnog nivoa zastite licnih podataka, na osnovu ¢ega Vijece ministara Bosne i
Hercegovine donosi odluku iz stava (3) ovog clana.

(7) Odluka donesena na osnovu stava (3) ovog ¢lana ne dovodi u pitanje prijenos licnih podataka u drugu drzavuy,
nateritoriji ili u jedan ili viSe odredenih sektora unutar te druge drzave ili medunarodnu organizaciju, u skladu s ¢l. 93. i

94. ovog zakona.

(8) Lista drzava, dijela njihovih teritorija, jedan ili viSe sektora unutar tih drzava i medunarodnih organizacija, u vezi s kojim je
Vijece ministara Bosne i Hercegovine donijelo odluku da ne osiguravaju ili da vise ne osiguravaju adekvatan nivo zastite li¢nih

podataka objavljuje se u "Sluzbenom glasniku BiH" i na sluzbenoj internetskoj stranici Agencije.

Clan 93.
(Prijenos od nadleznog organa na koji se primjenjuju odgovarajuée zastitne mjere)

(1) Nadlezni organ moze izvrsiti prijenos li¢nih podataka u drugu drzavu ili medunarodnu organizaciju, ako nije donesena odluka
na osnovu ¢lana 92. stav (3) ovog zakona, uz sljedece uslove:

a) ako su odgovarajuce zastitne mjere u vezi sa zastitom li¢nih podataka predvidene u pravnoobavezuju¢em instrumentu ili
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b) ako je nadlezni organ procijenio sve okolnosti u vezi s prijenosom li¢nih podataka i zakljucio da postoje odgovarajude zastitne
mjere u vezi sa zastitom licnih podataka.

(2) Nadlezni organ duzan je obavijestiti Agenciju o kategorijama prijenosa u skladu sa stavom (1) tacka b) ovog ¢lana.
(3) Kada se prijenos li¢nih podataka zasniva na stavu (1) tacka b) ovog ¢lana, nadlezni organ duzan je takav

prijenosdokumentirati, a dokumentaciju, po zahtjevu, staviti na raspolaganje Agenciji, ukljuc¢ujuci datum i vrijeme prijenosa,
informacije o nadleznom organu koji je dobio podatke, obrazlozenje prijenosa i koji su licni podaci preneseni.

Clan 94.
(Odstupanje u posebnim slu¢ajevima prijenosa licnog podatka od nadleznog organa)

(1) Ako ne postoji odluka o adekvatnosti iz ¢lana 92. stav (3) ovog zakona ili odgovarajuée zastitne mjere iz ¢lana 93. ovog
zakona, prijenos ili skup prijenosa licnih podataka u drugu drzavu ili medunarodnu organizaciju vrsi se samo ako je prijenos
neophodan i ako ispunjava jedan od sljedecih uslova:

a) kako bi se zastitili kljuni interesi nosioca podataka ili drugog lica;

b) kako bi se zastitili legitimni interesi nosioca podataka, ako je to predvideno posebnim zakonom;

c) kako bi se sprijecila neposredna i ozbiljna prijetnja javnoj sigurnosti na teritoriji Bosne i Hercegovine ili drugedrzave;
d) u pojedinacnim slucajevima u svrhe navedene u ¢lanu 1. stavu (1) tacki c) ovog zakona ili

e) u pojedinac¢nom slucaju radi postavljanja, ostvarivanja ili odbrane pravnih zahtjeva u vezi sa svrhama navedenim uclanu 1.
stavu (1) tacki c) ovog zakona.

(2) Li¢ni podaci ne smiju se prenositi ako nadlezni organ koji obavlja prijenos utvrdi da osnovna prava i slobodeodnosnog
nosioca podataka imaju prednost pred javnim interesom u vezi s prijenosom iz stava (1) ta¢. d) i ) ovog ¢lana.

(3) Ako se prijenos obavlja na osnovu stava (1) ovog ¢lana, nadlezni organ duzan je takav prijenos dokumentirati
idokumentaciju, po zahtjevu, staviti na raspolaganje Agenciji, ukljucujuéi datum i vrijeme prijenosa, informacije o nadleznom
organu koji je dobio podatke, obrazlozenje prijenosa i koji su li¢ni podaci preneseni.

Clan 95.
(Prijenos licnog podatka primaocu sa sjediStem ili poslovnim nastanom u drugoj drzavi)

(1) Nadlezni organ moze, u skladu s posebnim zakonom, odstupajuéi od ¢lana 91. stav (1) tacka b) ovog zakona i ne dovodeci u
pitanje nijedan medunarodni sporazum iz stava (2) ovog ¢lana, u pojedinacnim i posebnim slucajevima, prenijeti licne podatke
direktno primaocima sa sjedistem ili poslovnim nastanom u drugoj drzavi samo ako se pridrzavaju odredbi ovog dijela zakona i
ako su ispunjeni sljedeci uslovi:

a) ako je prijenos isklju¢ivo neophodan za obavljanje zadatka nadleznog organa koji obavlja prijenos kako jepredvideno
posebnim zakonom u svrhe navedene u ¢lanu 1. stav (1) tacka c) ovog zakona;

b) ako nadlezni organ koji obavlja prijenos utvrdi da osnovna prava i slobode doti¢nog nosioca podataka nemajuprednost
nad javnim interesom koji iziskuje prijenos u predmetnom slucaju;

) ako nadlezni organ koji obavlja prijenos smatra da je prijenos organu nadleznom za postupanje u svrhu iz ¢lana 1.stav

(1) tacka c) ovog zakona u drugu drzavu nedjelotvoran ili neprimjeren, posebno zato $to se prijenos ne moze pravovremeno
ostvariti;
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d) ako je organ koji je u drugoj drzavi nadlezan za postupanje u svrhu iz ¢lana 1. stav (1) tacka c) ovog zakonaobavijesten
bez odgadanja, osim ako je to nedjelotvorno ili neprimjereno;

e) ako nadlezni organ koji obavlja prijenos obavijesti primaoca o odredenoj svrsi ili svrhama u koje taj primalaciskljucivo
moze obradivati licne podatke, samo ako je takva obrada neophodna.

(2) Medunarodni sporazum iz stava (1) ovog ¢lana je svaki bilateralni ili multilateralni medunarodni sporazum na snaziizmedu
Bosne i Hercegovine i druge drzave u oblasti pravosudne saradnje u krivi¢nim stvarima i policijske saradnje.

(3) Nadlezni organ koji obavlja prijenos duzan je obavijestiti Agenciju o prijenosima u skladu s ovim ¢lanom.
(4) Nadlezni organ koji obavlja prijenos li¢nih podataka na osnovu stava (1) ovog ¢lana duzan je takav prijenosdokumentirati.

DIO CETVRTI - AGENCIJA ZA ZASTITU LICNIH PODATAKA U BOSNI | HERCEGOVINI

Clan 96.
(Agencija)

(1) Agencija je nezavisan nadzorni organ za pracenje primjene ovog zakona, s ciljem zastite osnovnih prava i slobodafizi¢kih lica
u vezi s obradom li¢nih podataka u Bosni i Hercegovini.

(2) Sjediste Agencije je u Sarajevu.

(3) Na sva pitanja organizacije i upravljanja te druga pitanja znacajna za funkcioniranje Agencije primjenjuju se propisikojima se
regulira organizacija rada organa uprave, osim ako nije drugacije propisano ovim zakonom.

Clan 97.
(Nezavisnost Agencije)

(1) Agencija djeluje potpuno nezavisno pri obavljanju svojih nadleznosti u skladu s ovim zakonom.

(2) Direktor, zamjenik direktora i zaposleni u Agenciji, pri obavljanju svojih duznosti i ovlastenja u skladu s ovimzakonom, ne
smiju biti izlozeni neposrednom ili posrednom vanjskom uticaju i ne smiju ni od koga traziti ili primati instrukcije.

(3) Direktor, zamjenik direktora i zaposleni u Agenciji moraju se suzdrzavati od svih radnji koje nisu u skladu snjihovim
duznostima i tokom svog mandata i zaposlenja ne smiju se baviti nespojivom djelatnoséu, bez obzira na to da li je ona
placena ili ne.

(4) Agencija mora imati ljudske, tehnicke i finansijske resurse, prostorije i infrastrukturu potrebne za efikasnoobavljanje svojih
nadleznosti, ukljucujudi i ovlastenja koja se odnose na medunarodnu uzajamnu pomo¢ i saradnju.

(5) Zaposleni u Agenciji su drzavni sluzbenici i zaposlenici i na njih se primjenjuju Zakon o drzavnoj sluzbi uinstitucijama Bosne i
Hercegovine i Zakon o radu u institucijama Bosne i Hercegovine.

(6) Pravilnik o unutrasnjoj organizaciji Agencije, na prijedlog direktora Agencije, odobrava Parlamentarna skupstinaBosne i
Hercegovine.

(7) Agencija, u skladu s odredbama Zakona o finansiranju institucija Bosne i Hercegovine, priprema nacrt godisnjegbudzeta i
dostavlja ga parlamentarnoj komisiji na odobravanje. Agencija, nakon dobivanja odobrenja parlamentarne komisije, u skladu

s rokovima propisanim odredbama Zakona o finansiranju institucija Bosne i Hercegovine, dostavlja
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Ministarstvu finansija i trezora Bosne i Hercegovine nacrt budzeta radi uvrstavanja u budzet institucija Bosne i Hercegovine i
medunarodnih obaveza Bosne i Hercegovine. Ministarstvo finansija i trezora Bosne i Hercegovine, Vijece ministara Bosne i
Hercegovine i Predsjednistvo Bosne i Hercegovine mogu dati misljenje o nacrtu budzeta Agencije, bez mogucnosti izmjene
nacrta budzeta koji je prethodno odobrila parlamentarna komisija.

(8) Agencija podlijeze finansijskoj kontroli u skladu s propisima o finansijskoj kontroli.

Clan 98.
(Rukovodenje Agencijom)

(1) Agencijom rukovodi direktor.
(2) Direktor ima jednog zamjenika.

(3) Zamijenik direktora zamjenjuje direktora u obavljanju poslova, ako direktor nije u mogucnosti obavljati poslove uskladu sa
svojim ovlastenjima i obavezama.

(4) Direktor je odgovoran za zakonit rad Agencije.

Clan 99.
(Uslovi za imenovanje, privremena suspenzija i razrjeSenje direktora i zamjenika direktora)

(1) Direktora i zamjenika direktora imenuje Parlamentarna skupstina Bosne i Hercegovine (u daljnjem tekstu: Parlamentarna
skupstina) na osnovu javnog konkursa.

(2) Direktor i zamjenik direktora imenuju se na period od Sest godina uz moguénost jos jednog ponovnog imenovanja.
(3) Uslovi za imenovanje direktora i zamjenika direktora su:
a) da je stariji od 18 godina;

b) da je drzavljanin Bosne i Hercegovine (svi drzavljani Federacije BiH, Republike Srpske i Br¢ko Distrikta BiH sudrzavljani Bosne i
Hercegovine);

¢) da nije osudivan i da se protiv njega ne vodi krivicni postupak;
d) da nije obuhvacen odredbom ¢lana IX.1. Ustava Bosne i Hercegovine;
e) da je zdravstveno sposoban;

f) daima zavrsen fakultet drustvenog smjera, VSS/VII stepen ili visoko obrazovanje bolonjskog sistema studiranja snajmanje 240
ECTS bodova;

g) da ima najmanje 10 godina radnog iskustva u struci, od ¢ega najmanje pet godina radnog iskustva na poslovimarukovodenja;
h) da ima stru¢na znanja i iskustva iz oblasti zastite licnih podataka;

i) da nije clan politicke stranke;

4) Parlamentarna skupstina moze privremeno suspendirati direktora i zamjenika direktora ako se otkrije

teSkapovreda sluzbene duznosti. Privremena suspenzija traje dok se tesSka povreda sluzbene duznosti ne utvrdi
kona¢nom odlukom.
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(5) Parlamentarna skupstina moze razrijesiti direktora i zamjenika direktora prije isteka mandata: a) na njegov

zahtjey;

b) ako se utvrdi teska povreda sluzbene duznosti;

c) kada navrsi 65 godina zivota i najmanje 20 godina staza osiguranja ili 40 godina staza osiguranja, nezavisno odgodina zivota;
d) ako viSe ne ispunjava uslove potrebne za imenovanje.

Clan 100.
(Nespojivost funkcije i obaveza ¢uvanja profesionalne tajne)

(1) Direktoru i zamjeniku direktora kao i zaposlenima u Agenciji zabranjeni su djelovanje, poslovanje i pogodnosti kojenisu
u skladu s principom nezavisnosti i nepristranosti, za vrijeme trajanja mandata, odnosno radnog odnosa i jednu godinu nakon
njegovog prestanka.

(2) Direktor, zamjenik direktora i zaposleni u Agenciji, za vrijeme trajanja mandata, odnosno radnog odnosa, i
nakonprestanka mandata, odnosno radnog odnosa, duzni su Cuvati profesionalnu tajnu koja se odnosi na sve povjerljive
informacije koje saznaju prilikom obavljanja svojih duznosti ili ovlastenja, u skladu s propisima u Bosni i Hercegovini. Tokom
trajanja njihovog mandata, duznost cuvanja profesionalne tajne posebno se odnosi na prijave fizi¢kih lica o krsenjima ovog
zakona.

Clan 101.
(Nadleznosti Agencije)

(1) Agencija je nadlezna za:

a) obavljanje zadataka i ovlastenja dodijeljenih ovim zakonom;

b) nadzor postupaka obrade li¢nih podataka koje obavljaju kontrolori podataka i obradivaci.

(2) Agencija nije nadlezna za nadzor postupaka obrade licnih podataka koje obavljaju sudovi kada obavljaju sudsku funkciju.

Clan 102.
(Zadaci Agencije)

(1) Agencija obavlja sljedece zadatke:
a) prati i primjenjuje ovaj zakon;

b) promovira javnu svijest o rizicima, pravilima, zastitnim mjerama i pravima u vezi s obradom li¢nih podataka tenjihovo
razumijevanje, a posebnu paznju posvecuje aktivnostima koje su izric¢ito namijenjene djeci;

) savjetuje, u skladu s ovim zakonom, javne organe i druge institucije i organe o zakonodavnim i upravnim mjerama uvezi sa
zaStitom prava i sloboda fizickih lica u vezi s obradom;

d) podize svijest kontrolora podataka i obradivaca o njihovim obavezama iz ovog zakona;

e) na zahtjev svakog nosioca podataka pruza informacije u vezi sa ostvarivanjem njegovih prava iz ovog zakona;
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f) razmatra prigovor nosioca podataka ili organa, organizacije ili udruzenja u skladu s ¢lanom 111. ovog zakona i uroku od 90
dana donosi rjeSenje po prigovoru, o c¢emu obavjestava podnosioca prigovora;

g) provodi provjere u vezi s primjenom ovog zakona, izmedu ostalog i na osnovu informacija primljenih od javnihorgana;

h) prati bitna kretanja, u mjeri u kojoj uti¢u na zastitu licnih podataka, a posebno razvoj informacionih ikomunikacionih
tehnologija i komercijalnih praksi;

i) donosi standardne ugovorne klauzule iz ¢lana 30. stav (8) i ¢lana 48. stav (3) ovog zakona;

j) utvrduje i vodi spisak obrada u vezi s obavezom obavljanja procjene uticaja na zastitu podataka u skladu s ¢clanom
37. stav (4) ovog zakona;

k) daje savjete o postupku obrade li¢nih podataka iz ¢lana 38. stav (2) ovog zakona i ¢lana 84. stav (4) ovog zakona;

[) podstice izradu kodeksa ponasanja i daje misljenje i odobrava takve kodekse ponasanja koji pruzaju dovoljnezastitne mjere u
skladu s ¢lanom 42. stav (5) ovog zakona;

m) podstice uspostavljanje mehanizama certifikacije zastite podataka, kao i pecata i oznaka za zastitu podataka uskladu s ¢lanom
44. stav (1) ovog zakona i odobrava kriterije certifikacije u skladu s ¢lanom 44. stav (6) ovog zakona;

n) u odredenim slucajevima periodi¢no preispituje izdate certifikate u skladu s ¢lanom 44. st. (8) i (9) ovog zakona;

0) sacinjava i objavljuje kriterije za akreditaciju organa za pracenje kodeksa ponasanja u skladu s ¢lanom 43. ovogzakona i
akreditaciju certifikacionog organa u skladu s ¢lanom 45. ovog zakona;

p) akreditira organe za pracenje kodeksa ponasanja u skladu s ¢lanom 43. ovog zakona te akreditira certifikacioniorgan u skladu
s ¢lanom 45. ovog zakona;

r) odobrava odgovarajuée zastitne mjere iz ¢lana 48. stav (4) ovog zakona;

s) odobrava obavezujuca poslovna pravila u skladu s ¢lanom 49. ovog zakona;

t) vodi internu evidenciju o krSenjima ovog zakona i mjerama koje su preduzete u skladu s ¢lanom 103. stav (2) ovogzakona;
u) daje misljenje na prijedlog zakona institucijama na nivou Bosne i Hercegovine, koji se odnosi na obradu li¢nihpodataka;

v) izvrSava sve ostale zadatke u vezi sa zastitom li¢nih podataka.

(2) Agencija propisuje izgled i sadrzaj obrasca za podnosenje prigovora.

(3) Agencija obavlja zadatke besplatno za nosioce podataka i, ako je to primjenjivo, i za sluzbenike za zastitu li¢cnihpodataka.

(4) Agencija obavlja zadatke besplatno za nosioce podataka i za sluzbenike za zastitu li¢nih podataka iz DIJELA TRECEGovog
zakona.

(5) Ako su zahtjevi nosilaca podataka ocito neosnovani ili pretjerani, posebno zbog ucestalog ponavljanja, Agencijamoze da
naplati naknadu stvarnih administrativnih troSkova ili da odbije da postupi po zahtjevu, pri cemu Agencija snosi teret

dokazivanja ocite neosnovanosti ili pretjeranosti zahtjeva.

(6) Agencija naplacuje naknadu za izdavanje akreditacije certifikacionom organu.
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(7) Agencija naplacuje naknadu za davanje misljenja i drugih usluga, poslovnim subjektima u svrhu obavljanja njihoveredovne
djelatnosti.

(8) Kriterije za odredivanje visine naknade iz st. (5), (6) i (7) ovog ¢lana utvrduje Agencija uz prethodnu saglasnostVije¢a ministara
Bosne i Hercegovine i oni se objavljuju u "Sluzbenom glasniku BiH".

(9) Naknada se uplacuje na Jedinstveni racun trezora institucija Bosne i Hercegovine.

Clan 103.
(Ovlastenja Agencije)

(1) Agencija ima sljedeca ovlastenja:

a) preispituje certifikate izdate u skladu s ¢lanom 44. st. (8) i (9) ovog zakona;
b) provodi inspekcijske nadzore;

c) obavlja reviziju zastite podataka;

d) nalaze kontroloru podataka i obradivacu, a prema potrebi i predstavniku kontrolora podataka ili obradivaca,dostavljanje svih
informacija potrebnih za obavljanje njenih zadataka;

e) obavjestava kontrolora podataka ili obradivaca o navodnom kr$enju ovog zakona;

f) ostvaruje pristup svim licnim podacima i svim informacijama u posjedu kontrolora podataka i obradivaca, koji supotrebni za
obavljanje njenih zadataka;

g) ostvaruje pristup svim prostorijama kontrolora podataka i obradivaca, u kojima se obavlja obrada li¢nih podataka,ukljucujudi
svu opremu i sredstva za obradu podataka.

(2) Agencija ima sljedeca korektivna ovlastenja:

a) izri¢e upozorenja kontroloru podataka ili obradivacu da bi namjeravane obrade mogle lako predstavljati krSenjeovog zakona;

=

izrice opomenu kontroloru podataka ili obradivacu ako se obradom krsi ovaj zakon;

) nalaze kontroloru podataka ili obradivacu da postupi po zahtjevu nosioca podataka za ostvarivanje njegovih prava uskladu s
ovim zakonom;

d

~

nalaze kontroloru podataka ili obradivacu da obrade, ako je potrebno, uskladi s odredbama ovog zakona na tacnoodreden
nacin i u ta¢no zadatom roku;

e) nalaze kontroloru podataka da nosioca podataka obavijesti o povredi licnih podataka;
f) privremeno ili trajno ogranicava ili zabranjuje obraduy;

g) nalaze ispravljanje ili brisanje licnih podataka ili ogranicenje obrade i obavjestavanje o takvim radnjama primalacakojima su
licni podaci otkriveni;

h) oduzima certifikat izdat u skladu s ¢l. 44. i 45. ovog zakona ili nalaze certifikacionom organu da ne izda certifikatako zahtjevi za
certifikaciju nisu ispunjeni ili da povuce certifikat ako zahtjevi vise nisu ispunjeni;
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i) izdaje prekrsajni nalog u okviru prekrsajnog postupka ili podnosi zahtjev za pokretanje prekrsajnog postupka uskladu s ovim
zakonom;

j) nalaze privremeno obustavljanje prijenosa podataka primaocu u drugoj drzavi ili medunarodnoj organizaciji.
(3) Agencija ima sljedeca ovlastenja u vezi s odobravanjem i savjetovanjem:
a) savjetuje kontrolora podataka u skladu s postupkom prethodnog savjetovanja iz ¢l. 38. i 84. ovog zakona;

b) daje misljenja o svim pitanjima koja se ticu zastite licnih podataka, na vlastitu inicijativu ili na zahtjev zakonodavnihorgana,
vlada ili, u slucajevima kada je to posebnim zakonom propisano, drugim institucijama i organima, kao i javnosti;

c) odobrava obradu iz ¢lana 38. stav (8) ovog zakona ako je posebnim zakonom propisano takvo prethodno odobrenje;
d) daje misljenja i odobrava nacrte kodeksa ponasanja u skladu s ¢lanom 42. stav (5) ovog zakona;

e) akreditira certifikacione organe u skladu s ¢lanom 45. ovog zakona;

f) odobrava kriterije certifikacije u skladu s clanom 44. stav (6) ovog zakona;

g) usvaja standardne klauzule o zastiti podataka iz ¢lana 30. stav (8) i ¢lana 48. stav (3) ovog zakona;

h) odobrava odgovarajuce zastitne mjere iz ¢lana 48. stav (4) tacka a) ovog zakona;

i) odobrava odgovarajuce zastitne mjere iz ¢lana 48. stav (4) tacka b) ovog zakona;

j) odobrava obavezujuca poslovna pravila u skladu s ¢lanom 49. ovog zakona.

4) Odluka Agencije je konac¢na u upravnom postupku i protiv nje nije dopustena zalba, ali se moze pokrenuti upravnispor
pred Sudom Bosne i Hercegovine.

(5) Agencija u postupku odlucivanja primjenjuje pravila upravnog postupka, osim ako ovim zakonom nije
drugadijepropisano.

(6) Agencija je ovlastena da po potrebi obavijesti nadlezne istrazne organe o povredama ovog zakona ili pokrenepravne
postupke, ili u tim postupcima na drugi nacin ucestvuje kako bi se proveo ovaj zakon.

(7) Svaka obrada li¢nih podataka koji imaju odreden stepen tajnosti na osnovu posebnog zakona provodi se u skladusa
zakonom kojim se ureduje zastita tajnih podataka.

(8) Obradu li¢nih podataka iz stava (7) ovog ¢lana provode sluzbenici Agencije koji imaju dozvolu za pristup
tajnimpodacima, u skladu sa zakonom kojim se ureduje zastita tajnih podataka.

Clan 104.
(Medunarodna saradnja radi zastite licnih podataka)

Agencija preduzima odgovarajuc¢e mjere u vezi s drugim drzavama i medunarodnim organizacijama radi:
a) razvoja mehanizama medunarodne saradnje za olak3avanje efikasne primjene zakonodavstva o zastiti licnihpodataka;

b) osiguravanja uzajamne medunarodne pomodi u primjeni zakonodavstva o zastiti licnih podataka, Sto
podrazumijevaobavjestavanje, upudivanje prigovora, pruzanje pomodi u istragama i razmjenu informacija, u skladu s
odgovarajué¢im mjerama za zastitu li¢nih podataka i drugim osnovnim pravima i slobodama;
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C) ukljucivanja relevantnih interesnih grupa u raspravu i aktivnosti Ciji je cilj unapredenje medunarodne saradnje
naprovodenju zakonodavstva o zastiti licnih podataka;

d) promoviranje razmjene i dokumentiranja zakonodavstva i prakse u vezi sa zastitom li¢nih podataka, ukljucujuci isporove
u vezi s nadleznos$cu s drugim drzavama.

Clan 105.
(Povjerljivo prijavljivanje povreda zakona)

(1) Nadlezni organ koji obraduje licne podatke u svrhe iz ¢lana 1. stav (1) tacka c) ovog zakona duzan je osiguratiprimjenu
efikasnih mehanizama za povjerljivo prijavljivanje slucajeva povrede ovog zakona.

(2) Mehanizmi koji se primjenjuju u skladu sa stavom (1) ovog ¢lana moraju osigurati da se povreda moze prijavitinadleznom
organu ili Agenciji.

(3) Ovi mehanizmi ukljucuju podizanje svijesti o zastiti licnih podataka i mjere o zastiti lica koja prijavljuju povrede.

Clan 106.
(Izvjestaji Agencije)

(1) Agencija podnosi Parlamentarnoj skupstini godisnji izvjestaj o zastiti licnih podataka za proteklu godinu najkasnijedo kraja
juna tekuce godine i ¢ini ga dostupnim javnosti.

(2) Godisnji izvjestaj o zastiti licnih podataka iz stava (1) ovog ¢lana sadrzi podatke o:

a) svim aktivnostima Agencije a posebno o vrstama povreda licnih podataka i mjerama koje su preduzete; b) stanju
zastite licnih podataka u Bosni i Hercegovini;

¢) klju¢nim pitanjima iz oblasti zastite li¢nih podataka;

d) kapacitetima Agencije.

Clan 107.
(Inspekcijski nadzor)

(1) Inspekcijski nadzor nad provodenjem ovog zakona obavlja inspektor Agencije.
(2) Inspektor svoj identitet, svojstvo i ovlastenje dokazuje legitimacijom inspektora.

(3) Inspekcijskim nadzorom ostvaruje se neposredan uvid u zakonitost rada i postupanje kontrolora podataka iobradivaca s
ciliem provjere uskladenosti njegovog rada s ovim zakonom i drugim propisima koji se odnose na zastitu li¢nih podatka.

(4) Inspekcijski nadzor moze biti redovni, vanredni i revizijski.

(5) Redovni inspekcijski nadzor provodi se na osnovu godisnjeg i mjeseénog plana inspekcijskog nadzora, koji sedonosi na
nivou Agencije.

(6) Rjesenje iz redovnog inspekcijskog nadzora donosi inspektor, protiv kojeg je dozvoljena Zalba direktoru Agencije uroku od
15 dana od dana prijema rjesenja.
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(7) Vanredni inspekcijski nadzor provodi se na osnovu prigovora ili postupanja po sluzbenoj duznosti kada je, uodnosu na
konkretni slucaj, potrebno izvrsiti inspekcijski nadzor.

(8) Zapisnik iz vanrednog inspekcijskog nadzora je dokazno sredstvo u postupku po prigovoru ili po sluzbenojduznosti, koji
provodi i rjeSava Agencija.

(9) Revizijski inspekcijski nadzor provodi se nakon redovnog ili vanrednog inspekcijskog nadzora s ciljem provjereizvrsenja
nalozenih upravnih mjera.

(10) Rjesenje u postupku nakon izvrsenog vanrednog i revizijskog inspekcijskog nadzora donosi direktor Agencije iono je
konacno u upravnom postupku.

(11) Nakon provedenog inspekcijskog nadzora, inspektor sastavlja zapisnik o utvrdenom ¢injeni¢cnom stanju, kojipotpisuju
inspektor i ovlasteno lice kontrolora podataka ili obradivaca.

(12) Inspektor ima pravo pregledati sve poslovne prostorije i objekte u kojima se obraduju li¢ni podaci, proces rada,uredaje,
isprave i dokumentaciju, kao i obavljati druge radnje u vezi sa svrhom inspekcijskog nadzora, u skladu s ¢lanom 103. stav (1)
tac. f) i g) i clanom 103. st. (7) i (8) ovog zakona.

(13) Kontrolor podataka i obradiva¢ duzni su inspektoru omoguciti nesmetano provodenje inspekcijskog nadzora.

(14) Ako se inspektoru u toku inspekcijskog nadzora onemogucava provodenje nadzora ili pruzi fizicki otpor, ili ako setaj otpor
osnovano ocekuje, inspektor moze zatraziti pomoc policije.

(15) O izvrSenom inspekcijskom nadzoru inspektor vodi evidenciju.

DIO PETI - PRAVNA SREDSTVA, ODGOVORNOST | KAZNE

Clan 108.
(Pravo na prigovor Agenciji)

(1) Nosilac podataka ima pravo podnijeti prigovor Agenciji ako smatra da se obradom li¢nih podataka u vezi s njimkrsi ovaj
zakon, ne dovodeci u pitanje druga upravna ili sudska pravna sredstva.

(2) Agencija obavjestava podnosioca prigovora o napretku i ishodu postupka, ukljucujuéi i mogucnost primjenepravnog
sredstva na osnovu ¢lana 109. ovog zakona i pruza dodatnu pomo¢ na zahtjev podnosioca prigovora.

Clan 109.
(Pravo na djelotvorno pravno sredstvo protiv odluka Agencije)

(1) Fizicko lice, kontrolor podataka ili obradivac ima pravo pokrenuti upravni spor protiv odluke Agencije pred SudomBosne
i Hercegovine u roku od 60 dana od dana prijema odluke, ne dovodedi u pitanje druga upravna ili vansudska pravna sredstva.

(2) Nosilac podataka ima pravo pokrenuti upravni spor pred Sudom Bosne i Hercegovine ako Agencija, u roku od 90 dana,
ne rijesi prigovor ili ne obavijesti nosioca podataka o napretku ili ishodu postupka po prigovoru, ne dovodeci u pitanje druga

upravna ili vansudska pravna sredstva.

Clan 110.
(Pravo na djelotvorno pravno sredstvo protiv kontrolora podataka ili obradivaca)
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(1) Nosilac podataka ima pravo na sudsku zastitu protiv kontrolora podataka ili obradivaca ako smatra da su zbogobrade li¢nih
podataka prekrSena njegova prava iz ovog zakona, ne dovodedi u pitanje druga upravna ili vansudska pravna sredstva,
ukljucujudi pravo na podnosenje prigovora Agenciji iz ¢lana 108. stav (1) ovog zakona.

(2) Postupak sudske zastite iz stava (1) ovog ¢lana vodi se u skladu sa zakonima kojima se ureduje parnicni postupak.

Clan 111.
(Zastupanje nosilaca podataka)

Nosilac podataka ima pravo dati ovlastenje neprofitnom organu, organizaciji ili udruzenju osnovanom u skladu sa zakonom, ¢ija
je svrha osnivanja ostvarivanje ciljeva od javnog interesa i koje je aktivno u oblasti zastite prava i sloboda nosioca podataka u vezi
sa zaStitom licnih podataka, da u njegovo ime ostvaruju prava iz ¢l. 108, 109. i 110. ovog zakona, kao i da u njegovo ime i za
njegov racun ostvaruju pravo na naknadu Stete.

Clan 112.
(Pravo na naknadu stete i odgovornost)

(1) Svako lice koje je pretrpjelo materijalnu ili nematerijalnu Stetu zbog krsenja ovog zakona ima pravo na naknadu
zapretrpljenu Stetu od kontrolora podataka ili obradivaca.

(2) Svaki kontrolor podataka odgovoran je za Stetu uzrokovanu obradom kojom se krsi ovaj zakon. Obradivac jeodgovoran
za Stetu uzrokovanu obradom samo ako nije postovao obaveze iz ovog zakona koje su posebno propisane za obradivace ili ako
je prekoracio zakonite instrukcije kontrolora podataka ili je postupio protivno njima.

(3) Kontrolor podataka ili obradivac izuzet je od odgovornosti ako dokaze da nije ni na koji nacin odgovoran zadogadaj koji
je uzrokovao Stetu.

4) Ako je u istu obradu uklju¢eno vise od jednog kontrolora podataka ili obradivaca ili su u istu obradu ukljuceni ikontrolor
podataka i obradivac i ako su odgovorni za Stetu uzrokovanu obradom, svaki kontrolor podataka ili obradiva¢ odgovoran je za
cjelokupnu stetu.

(5) Ako je kontrolor podataka ili obradivac platio punu odstetu u skladu sa stavom (4) ovog ¢lana, taj kontrolorpodataka ili
obradivac ima pravo od drugih kontrolora podataka ili obradivaca, koji su ukljuceni u istu obradu, zahtijevati povrat dijela odsStete
koji odgovara njihovom udjelu u odgovornosti za Stetu.

(6) Pravo na naknadu Stete ostvaruje se u sudskom postupku, a mjesna nadleznost utvrduje se u skladu s ¢lanom 110. stav
(2) ovog zakona.

Clan 113.
(Opci uslovi za izricanje novcane kazne)

(1) Agencija osigurava da je izricanje nov¢ane kazne, u skladu s ovim ¢lanom i u vezi s povredama ovog zakona, usvakom
pojedinaénom slucaju djelotvorno, razmjerno i odvracajuce.

(2) Agencija izdaje prekrsajni nalog ili podnosi zahtjev za pokretanje prekriajnog postupka nadleznom sudu, poredmjera iz
¢lana 103. stav (2) tac. a) do h) i tacke j) ovog zakona, u zavisnosti od okolnosti svakog pojedinacnog slucaja.

Prilikom odlucivanja o novcanoj kazni i iznosu kazne u svakom pojedinacnom slucaju u obzir se uzima posebno:

a) priroda, tezina i trajanje povrede, imajuci u vidu prirodu, obim i svrhu predmetne obrade, kao i broj nosilacapodataka i stepen

Stete koju su pretrpjeli;
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b) da li povreda ima obiljezje namjere ili nepaznje;
) svaka radnja koju je kontrolor podataka ili obradivac preduzeo kako bi ublazio Stetu koju su pretrpjeli nosiocipodataka;

d) stepen odgovornosti kontrolora podataka ili obradivaca, pri ¢emu se uzimaju u obzir tehnicke i organizacione mjerekoje su
primijenili, u skladu s €l. 27. i 34. ovog zakona;

e) sve utvrdene prethodne povrede od kontrolora podataka ili obradivaca;
f) stepen saradnje s Agencijom na otklanjanju povrede i ublaZzavanju mogucih stetnih posljedica povrede;g) kategorija li¢nih
podataka na koje povreda utice;

h) nacin na koji je Agencija saznala za povredu, a posebno da li je i u kojem opsegu kontrolor podataka ili
obradivacobavijestio o povredi;

i) ako su protiv kontrolora podataka ili obradivaca u vezi sa istim predmetom prethodno izrecene mjere iz ¢lana 103.stav
(2) ovog zakona, i postivanje tih mjera;

) postivanje odobrenih kodeksa ponasanja, u skladu s ¢lanom 42. ovog zakona ili odobrenih mehanizama certifikacije,u
skladu s ¢lanom 44. ovog zakona;

k) sve ostale otezavajuce ili olakSavajuce okolnosti, kao $to su finansijska dobit ostvarena krsenjem ili gubiciizbjegnuti,
direktno ili indirektno, tim krSenjem.

(3) Ako kontrolor podataka ili obradivac za istu ili povezane obrade namjerno ili iz nepaznje prekrsi vise odredbi
ovogzakona, ukupan iznos novcane kazne ne smije biti veci od iznosa utvrdenog za najtezu povredu.

4) Novcanom kaznom u iznosu od 10.000 KM do 20.000.000 KM, ili u slucaju preduzetnika do 2% ukupnog
godisnjegprometa na svjetskom nivou za prethodnu finansijsku godinu, zavisno od toga koji je iznos visi kaznjava se:

a) kontrolor podataka i obradivac za obradu li¢nih podataka izvrSenu suprotno €l. 10.i 13, ¢l. 27. do 41, te ¢l. 44. i 45.0ovog
zakona;

b) certifikacioni organ koji postupi suprotno ¢l. 44. i 45. ovog zakona;
c) organ za pracenje odobrenih kodeksa ponasanja ako postupi suprotno ¢lanu 43. stav (3) ovog zakona.

(5) Novcanom kaznom u iznosu od 20.000 KM do 40.000.000 KM, ili u slu¢aju preduzetnika do 4% ukupnog godisnjeg prometa
na svjetskom nivou za prethodnu finansijsku godinu, zavisno od toga koji je iznos visi kaznit ¢e se:

a) ko obavlja obradu li¢nih podataka suprotno ¢l. 7, 8, 9.i 11. ovog zakona;

b) ko krsi prava nosilaca podataka iz ¢l. 14. do 24. ovog zakona;

c) ko prenese licne podatke primaocu u drugu drzavu ili medunarodnu organizaciju suprotno ¢l. 46. do 51. ovogzakona;
d) ko postupi suprotno obavezama iz posebnih zakona donesenih na osnovu DIJELA DRUGOG Poglavlja V. ovogzakona.

e) ko ne postupi po nalogu Agencije ili privremenom ili trajnom ogranicenju obrade ili privremenom obustavljanjuprijenosa
podataka u skladu s ¢lanom 103. stav (2) ovog zakona ili uskrati pristup suprotno ¢lanu 103. stav (1) ovog zakona.
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(6) Za nepostupanje po nalogu Agencije iz ¢lana 103. stav (2) ovog zakona u skladu sa stavom (2) ovog ¢lana izrice
senovcana kazna u iznosu od 20.000 KM do 40.000.000 KM, ili u slu¢aju preduzetnika do 4% ukupnog godi$njeg prometa na
svjetskom nivou za prethodnu finansijsku godinu, zavisno od toga koji je iznos visi.

7 Za povredu iz st. (4), (5) i (6) ovog ¢lana novéanom kaznom u iznosu od 5.000 KM do 70.000 KM kaznit ¢e seodgovorno
lice, a novéanom kaznom od 500 KM do 5.000 KM kaznit ¢e se zaposleno lice kod kontrolora podataka ili obradivaca.

(8) Novcanom kaznom u iznosu od 5.000 KM do 70.000 KM kaznit ¢e se odgovorno lice, a nov€éanom kaznom u iznosuod
500 KM do 5.000 KM kaznit ¢e se zaposleno lice u javhom i nadleznom organu za prekrsaj:

a) iz ¢l. 7.do 11, ¢lana 13, ¢l. 14. do 24, ¢l. 27. do 41, ¢l. 44. i 45, ¢I. 52. do 59, ¢lana 60, ¢lana 64, ¢lana 66, ¢l. 67. do 73,¢l. 76,1 77. i
¢l. 79. do 90. ovog zakona;

b) ko prenese licne podatke primaocu u drugu drzavu ili medunarodnu organizaciju suprotno ¢l. 46. do 51, te ¢l. 91. do
95. ovog zakona;

c) ko ne postupi po nalogu Agencije ili privremenom ili trajnom ogranicenju obrade ili privremenom obustavljanju prijenosa
podataka u skladu s ¢lanom 103. stav (2) ovog zakona ili uskrati pristup suprotno ¢lanu 103. stav (1) ovog zakona;

9) Zastarijevanje izricanja nov¢ane kazne nastupa nakon proteka perioda od pet godina od dana kada je povredaizvrsena.

(10) Ne dovodeci u pitanje nadleznosti i ovlastenja Agencije, novcane kazne ne mogu se izre¢i javhom i nadleznomorganu za
povrede ovog zakona, osim odgovornom i zaposlenom licu iz stava (8) ovog ¢lana.

(1 Na postupak izricanja novéane kazne iz ovog ¢lana primjenjuju se odredbe Zakona o prekrsajima Bosne iHercegovine, a
iznosi novcanih kazni propisani su ovim zakonom.

(12) Izuzetno od odredbe stava (11) ovog ¢lana, prihod ostvaren na osnovu naplate novcanih kazni dijeli se na nacinpropisan
¢lanom 114. ovog zakona.

Clan 114.
(IzvrSenje i naplata novcane kazne)

Novcana kazna uplacuje se na Jedinstveni racun trezora institucija Bosne i Hercegovine i dijeli se kako slijedi:

a) ako je sjediste ili poslovni nastan pravnog lica ili prebivaliste fizickog lica u Bosni i Hercegovini, sredstva sJedinstvenog
racuna trezora institucija Bosne i Hercegovine se uplacuju na racun entiteta ili Brcko Distrikta BiH, zavisno od sjedista ili
poslovnog nastana pravnog lica ili prebivalista fizickog lica;

b) ako je sjediste ili poslovni nastan pravnog lica ili prebivaliste fizickog lica izvan Bosne i Hercegovine, sredstva
sJedinstvenog rac¢una trezora institucija Bosne i Hercegovine rasporeduju se prema odluci o utvrdivanju privremenih koeficijenata
za raspodjelu sredstava s Jedinstvenog racuna. U Federaciji Bosne i Hercegovine sredstva se rasporeduju izmedu kantona i
opcina u skladu sa zakonom o pripadnosti javnih prihoda u Federaciji Bosne i Hercegovine.

€lan 115.
(Kazne)

Krivi¢nim zakonima propisuju se kazne za krivi¢no djelo protuzakonite obrade licnih podataka, u slucaju grubog krienja odredbi
ovog zakona.

DIO SESTI - PRIJELAZNE | ZAVRSNE ODREDBE
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Clan 116.
(Mjere u prijelaznom periodu)

(1) Odredbe drugih zakona koje se odnose na obradu li¢nih podataka uskladit ¢e se s ovim zakonom u roku od dvijegodine od
njegovog stupanja na snagu.

(2) Kontrolori podataka i obradivaci koji su zapoceli obrade li¢cnih podataka duzni su te obrade uskladiti s ovimzakonom u roku
od dvije godine od njegovog stupanja na snagu.

(3) Odluke donesene na osnovu ¢lana 18. stav (4) Zakona o zastiti licnih podataka ("Sluzbeni glasnik BiH", br. 49/06,76/11 i
89/11) ostaju na snazi dok se ne izmijene, zamijene ili stave van snage odlukom Agencije.

(4) Direktor i zamjenik direktora Agencije, koji su imenovani u skladu sa Zakonom o zastiti li¢nih podataka ("Sluzbeniglasnik BiH",
br. 49/06, 76/11 i 89/11), nastavljaju obavljati duznost do isteka mandata na koji su imenovani.

(5) Agencija nastavlja svoj rad u prijelaznom periodu.

Clan 117.
(Podzakonski akti)

Svi podzakonski akti propisani ovim zakonom bit ¢e doneseni u roku od 210 dana od dana stupanja na snagu ovog zakona.

Clan 118.
(Odnos s prethodno sklopljenim sporazumima)

Medunarodni sporazumi koji uklju¢uju prijenos li¢nih podataka drugim drzavama ili medunarodnim organizacijama koje je Bosna
i Hercegovina sklopila prije donosenja ovog zakona, a koji su u skladu sa Zakonom o zastiti licnih podataka ("Sluzbeni glasnik
BiH", br. 49/06, 76/11 i 89/11), ostaju na snazi dok se ne izmijene, zamijene ili stave van snage.

Clan 119.
(Prestanak vazenja)

(1) Pocetkom primjene ovog zakona prestaje vaziti Zakon o zastiti licnih podataka ("Sluzbeni glasnik BiH", br. 49/06,76/11 i
89/11).
() Pocetkom primjene ovog zakona prestaju vaziti podzakonski akti doneseni na osnovu zakona iz stava (1) ovogclana:

Pravilnik o postupku po prigovoru nosioca licnih podataka u Agenciji za zastitu licnih podataka u Bosni i Hercegovini ("Sluzbeni
glasnik BiH", broj 51/09), Pravilnik o inspekcijskom nadzoru u oblasti zastite licnih podataka ("Sluzbeni glasnik BiH", broj 51/09),
Instrukcija o nacinu provjere obrade li¢nih podataka prije uspostavljanja zbirke licnih podataka ("Sluzbeni glasnik BiH", broj
51/09), Pravilnik o nacinu vodenja i obrascu evidencije o zbirkama li¢nih podataka ("Sluzbeni glasnik BiH", broj 52/09) i Pravilnik o
nacinu ¢uvanja i posebnim mjerama tehnicke zastite licnih podataka ("Sluzbeni glasnik BiH", broj 67/09).

Clan 120.
(Stupanje na snagu)

Ovaj zakon stupa na snagu osmog dana od dana objavljivanja u "Sluzbenom glasniku BiH", a primjenjuje se nakon isteka 210
dana od dana stupanja na snagu.

Broj 01,02-02-1-2548/24
30. januar 2025. godine Sarajevo
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Predsjedavajudi
Predstavnickog doma
Parlamentarne skupstine BiH Dr.
Denis Zvizdi¢, s. r.

Predsjedavajudi
Doma naroda
Parlamentarne skupstine BiH Dr.
Dragan Covi¢, s. r.
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